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Updating this documentation

Nimsoft Documentation: Service Level Manager

The documentation system is a set of HTML-
files compiled into a single .chm file. You can
easily update this documentation by
downloading a copy from the support Web
here.

1. Make sure no On-line help is active,
including this one.

2. Copy the downloaded file to the
...\Nimsoft\docs directory.

NOTE:

With security update 896358 or Microsoft
Windows Server 2003 Service Pack 1 (SP1)
installed, you may experience one or both of
the following symptoms after you click a link
to an HTML Help .chm file in Internet
Explorer:

e Topics in the .chm file cannot be
viewed when you click Open
instead of Save in the File
Download dialog box.

e Topics in the .chm file cannot be
viewed when you click Save in the
File Download dialog box, and
you then try to open the file.

See
http://support.microsoft.com/kb/902225/#kb2
for a description of how to solve this problem.



http://support.nimsoft.com/downloads/doc/NimbusSLM.chm
http://support.microsoft.com/kb/902225/#kb2
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SLM Overview

This chapter describes the different
components and elements involved in Service
Level Management.

What is Service Level Management?

Nimsoft Documentation: Service Level Manager

Service-level management is the set of people
and systems that allows the organization to
ensure that SLASs are being met and that the
necessary resources are being provided
efficiently.

A service level agreement (SLA) is an
agreement between a client and a provider of
the service. It is vital to the contract and the
relationship between the client and the service
provider that both parties identify and
document their service needs.

In short, Service Level Management embraces
a set of tools to monitor and ensure the validity
of a set of SLAs for internal customers (e.g. an
IT-department providing services for a user-
department) and external customers. We like to
visualize the Service Level Management task
as the following hierarchy:

- Service Level Management (SLM)
- Service Level Agreement (SLA)

- Service Level Objective
(SLO)
- Quality of
Service (QoS)
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Collecting data from different parts of the NimBUS Infrastructure.

CloS data

b

data_engine
Receives G103 data from the
probes and inserts data into

the database.

SLSs consist of \

ane armare SLos,
each with one ar
rmaore Gos
constraints. These
components are
configured with a
set ofterms and
conditions. Each
SLA IS assighed a

/’_—\\ 4 structure in the
\k\—\_

S | sla_engine
——/ S Handles the data inserted into the datahase.

. database by the data_engine.
FPerfarms calculations, based on the \ /
settings and conditions for the
different SLAs and wiites the result
hack into the database.

report_engine I
Frovides SLA reports, hased SLA Reports
on calculations performed by f——

the sla_engine.

Datahase

T

Nimsoft Documentation: Service Level Manager 8



SLM Concept

This overview explains the various components
of Service Level Management (SLM). Our
design principle is to break down the Service
Level Agreement (SLA) into smaller
components, making it simple to build
powerful, extendable and measurable
agreements between you and your clients.

Service Level Agreement

Service Level Objective

Quality of Quality of
Service Service
Quality of

| Service

The illustration shows the various components
that may be contained within a Service Level
Agreement. This SLA contains 3 service level
objectives (SLO) that contain one or more
constrained Quality of Service (QoS) objects.
The QoS is the smallest measurable entity
within the SLM, typically a checkpoint value
(e.g. CPU usage, Network usage) provided by
a Probe capable of sending QoS.

The SLM product is, as stated above, built on
the concept of modules. This eliminates the
needs to install one big lump of program on
your system. The Nimsoft architecture is
highly modularised, thus spreading the
workload across multiple nodes in your
network. Some probes may monitor and report
network traffic on one system, while another
reports URL response etc.

To build a successful SLM environment we
need to understand the areas of:

e Data collection
e Data transport
e Data repository

Quality of
‘ Service

Quality of ‘
- Service

= mf )
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Data Collection

Data collection is normally performed by task-
oriented software (probes) dedicated to
monitor and report changes and threshold
breaches. A QoS enabled probe, such as the
cdm (the CPU, Disk and Memory monitoring
probe) will generate a Quality of Service
message each time it checks its objective,
hence giving us the opportunity to gather the
collected data and perform various processing
techniques on the data.

You may browse the QoS data-series in the
Service Level Manager and utilize the same
data in your Service Level Objectives.

NOTE:

When computers hosting QoS enabled probes
are renamed or when moving the monitoring
from one machine to another or renaming a
machine, the QoS objects will be stored in new
tables in the QoS database. To keep your
existing data you can merge the existing data
with the new data, giving you one table with
the full data series (see description of merging
QoS objects in the section The Active Objects
Tab).

Data Transport

The underlying infrastructure of the transport
mechanism is the message-bus. This message-
bus is based on a high-availability architecture
in a multi-platform environment.

Data Repository

One of the key elements of the SLM is the
Data Engine; this "engine" subscribes to QoS
messages and processes the messages into the
database. Currently we support Microsoft SQL
Server, over the ActiveX Data Objects (ADO)
layer. The Data Engine will timely process the
recorded QoS data into the Service Level
Objectives and Service Level Agreements
according to its configurations.

The optional Report Engine works on the same
database tables as the Data Engine and
produces HTML reports.

SQL-Server
ADO N,
(55.) o (5
| Data repository I I Data reporting

Nimsoft Documentation: Service Level Manager 10



Setting up a Probe to Deliver Quality of
Service Data

Let's configure a probe to generate QoS data
while monitoring your system. In this example,
we use the cdm probe.

Launch the property window of the cdm probe
of your choice (assuming that you have
Nimsoft administrative rights) from the
Infrastructure Manager.

The cdm probe supports QoS for each disk,
CPU, Memory, Paging activity and
Processor Queue length. All QoS definitions,
except for the disk properties, are located under
the advanced tab. Check the ones you are
interested in.

¥ ¢ dm: [/Development/xpruhafxpruha/cdm] @

Setup T Statuz T Multi CPU T Advanced ]

[uality of Service Mezsages

[v Procezsor Queue Length Tzl LE l Individual CFU ]

CPU U Total
[ Computer uptime [hourly) L sage [Total
W Memomn Uzage [ Memomy in % [ CPU User
o o [ CPU Spstem
[v Memom Paging inkbds [ Memom Paging in Pgds
[ CPU ‘wait
[w Phyzical Memomny Uzage [ Phyzical Memony in %
d v oA ¥ 4 ™ CPU Ide
v Swap Memory Usage [ Swap Memary in 3
v Processor Queus Length Alarm on
bax. Queue Length |4 tesszage id. |J ProcQueuelen j [ Detected reboat
CPU Uszage options Paging meazured in

o . i Kilobytes per second
v CPU Waitis included in CPU Usage (Total) ~ Pages per zecond [Mote that page size may wary with
operating systen. ]

k. | Cancel | Apply | Update Help

The QoS definitions for the disk properties are
located under the Status tab. Double-click the
disk you are interested in and check the Disk
Usage QoS Message (in Mb and/or %) option
in the dialog popping up.

Nimsoft Documentation: Service Level Manager 11



'3"5 cdm: [/Development /wsrune wsrune, 'cdm]

Setup T Ctatus T Advanced 1
~ CPU usage (%) . X
— Digk uzage and threshold zettings
Total | 397 ME
[
lJzed [67%) 4698 B
= |
Free [33%] | 2209 MB
— T hreshold zettingz
Monitor dizk uzing @« ME X rage [l
W L = . .
v lon [ VRS [ 0= ME [T Diskeror =1 ||
— Diigk. . - -
Ils.l LIzage [T Low I a0 :ll ME IJ Dzl aming j j
les A
Average free zpace [of 4 zamples] iz 2233 B,
— Euality of Service mezzage a7
[+ aon Digk Uzage in Mb
Cancel
2k, | Cancel Apply Update Help

Reply Yes when prompted for a restart.

The probe will initially send a
QOS_DEFINITION message to the
data_engine causing the SLM system to
recognize the new QoS Object.

Please note that this procedure differs from
probe to probe.

Troubleshooting

1. The probe has been configured, but no
QoS object is recorded in SLM.

This situation could easily occur if
you configured the probe to deliver
QoS prior to installing the
data_engine. The QOS_DEFINITION
message was then ignored, hence not
defining the QoS object.

Solution

Restart the probe (deactivate/activate)
or restart the robot (this is probably
the best idea if you have modified the
configuration for more than one
probe).

2. I've restarted the probe/robot but still
no QoS object is present under the
QoS nodes.

Solution
There is probably only some delay in
the system, wait a few

Nimsoft Documentation: Service Level Manager 12



seconds/minutes and select update
from the action (popup) menu.

SLM Database structure

Nimsoft Documentation: Service Level Manager

The tables in the SLM database all have
prefixes indicating the type of data it contains.

The name convention for the tables is on the
form:

e S_fortables used to store system
data.

e D_for data tables.
e H_ for tables containing historic data.

e HN_ for data tables containing
historic/compressed data.

e RN_ for data tables containing
unprocessed (raw) data directly from
the probes.

Tips:

If you want to take a look at the SLA database
schema, you can do that by opening the SQL
Server Enterprise Manager and select the SLA
database node.

This node has a child called Diagrams. Select
that child and right-click on it.

Select New Database Diagram. The Create
Database Diagram Wizard is started. Follow
the instructions in the wizard and select all the
tables starting with S_and D _.

Finishing the wizard will give you the
complete database schema for SLA

QoS data tables

The QoS data structure is dynamically created
by the data_engine on the first start-up, and on
the first unique QOS_DEFINITION or
QOS_MESSAGE message received from a
probe.

The S_QOS_DEFINITION table contains the
definitions of known QoS types (e.g.
QOS_CPU_USAGE), and is updated when a
probe sends a QOS_DEFINITION describing a
new QoS type.

The S_QOS_DATA table contains an index of
all data tables for the QoS objects. When a
probe sends a QOS_MESSAGE containing a
QoS object that is not already defined in the

S _QOS_TABLE, a new entry is added to the
table and the data is inserted into the table
referenced in column r_table (typically
RN_QOS_DATA_nnnn) with the table_id that

13
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the new row is given when inserted into the
S_QOS_DATA table.

Note!

Do not drop the data tables manually; instead
delete the entry from the S_QOS_DATA table,
and the tables will be dropped by a trigger.
You must restart the data_engine afterwards.

SLA configuration tables

The Service Level Manager is used to describe
the SLAs and the descriptions are stored in the
following key tables:

e S SLA_DEFINITION
e S_SLO_DEFINITION
e S _QOS_CONSTRAINTS

There are also other tables, containing data
about exclude periods, operating periods, FTP
profiles and so on. Here is a list of some of
these tables.

e S_SLA EXCLUDE_PERIOD,
S_SLO_EXCLUDE_PERIODS

e S SLA_NOTES, S SLO_NOTES

e S_SLA CALCULATION
S_SLO_CALCULATION
S_QOS_CALCULATION

e S_OPERATING_PERIOD
S_TIME_SPECIFICATION

SLA calculation tables

The first step for a SLA to be calculated is that
a job is added to the D_SLA_JOBS table
manually by a user or automatically by the
sla_engine. The sla_engine detects that there
is a new calculation job and performs the
calculations. The results are stored in these
tables:

e D_SLA_COMPLIANCE
e D_SLO_COMPLIANCE
e D_QOS_COMPLIANCE

When the last job for a SLA in the compliance
period is calculated, the result will be added to
the historic tables:

e H_SLA COMPLIANCE
e H_SLO_COMPLIANCE
e H_QOS_COMPLIANCE

14



Account tables

The following tables were added to the
database in Nimsoft Release 3.30 to support
the Account views and data ownership
functionality.

e Accounts Table (CM_ACCOUNT)
e Contacts Table (CM_CONTACT)

e Account-SLA reference Table
(CM_ACCOUNT_SLA)

e  Account Web Profile Table
(CM_ACCOUNT_WEB_PROFILES)

e Origins Table
(CM_ACCOUNT_OWNERSHIP)

e Roles Table (CM_ROLE)

SLA Engine

Nimsoft Documentation: Service Level Manager

An Overview

The primary task of the SLA Engine is to
compute Service Level Agreement compliance
for the SLAS, based on the settings for the
different SLAs done in the Service Level
Manager.

Calculation jobs are automatically started and
run on a schedule specified in the sla_engine
user interface.

For more details, please refer to SLM Probes
- sla_engine = sla_engine Configuration
section in the Probes online help.

However, calculation jobs may also be started
manually (see Watching SLA Calculations).

The result of these calculation jobs is sent to
the report_engine, which generates SLA
reports.

These reports are available under the WEB
Reports node in the Navigation Pane of the
Service Level Manager.

The reports generated by the report_engine
may be also be published to other systems by
the use of the File Transfer Protocol (see the
sections FTP Profiles and Creating a FTP
Profile).

15



Data Engine

Nimsoft Documentation: Service Level Manager

The Data Engine has two primary focus areas:

e  Subscribes to Quality of Service
messages.

e Inserts QoS data into the database.

The Data Engine should ideally be installed as
close to the database server as possible,
preferably on the same server to reduce the
network traffic. A subscriber channel is opened
to the primary Hub, and this hub will be
referred to as the SLM Hub. QoS messages are
fed to the Data Engine using this channel. The
incoming messages will be reacted upon, and
database operations will be performed
accordingly.

Quality of Service Messages

Please note that the Quality of Service requires
a valid license (SLM-QOS) in the Data
Engine.

For more details, please refer to SLM Probes
- data_engine - data_engine
Configuration section in the Probes online
help.

Defining the Quality of Service
Object

Any QoS enabled probe will initiate itself
(during startup) by sending a
QOS_DEFINITION message. This is picked up
by the Data Engine and decoded for
information. The content of this message refers
to a Quality of Service object in the database.
The object will automatically be created in the
database with the provided information. You
may, however, also create the QOS object
manually, by adding the definition using the
Service Level Manager.

This is done by selecting File > New > Quality
of Service in the menu bar.

16
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The following table describes the various fields
in the dialog form:

Name The actual object name.

Description A short description of the QoS object.

Group The group the object belongs to (drop-down
list).

Unit A string stating the unit (e.g. Milliseconds,

Centimeter, etc.).

Unit abbreviation Used by reports and views (e.g. ms, cm, %

etc).

Has maximum Defines the object with a maximum value.

value
Is of type Sets the type of the object to be Boolean
Boolean (True/False).

Populating the Quality of Service
Tables

The QoS enabled probe will issue a
QOS_MESSAGE on each run. This message
refers to an object that should be defined in the
database and contains sample data (such as
time, value, source, target, etc.)

You can display the database usage (which
objects that occupies most space) by selecting
Tools/Database status on the Service Level
Manager menu-bar.
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Report Engine
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The Report Engine has the following primary
focus areas:

e Generating SLA reports based on the
computations done by the
data_engine.

e  Generating Quality of Service related
graphs and reports.

e Optionally Generating Dynamic
reports, grouped as defined in the
Nimsoft Group Server probe.

e Running a lightweight web server for
QoS and SLA reports.

e  Performing file transfer (FTP)
services to publish the reports to e.g.
inter/intranet web servers.

e Possibilities to customize the reports
by modifying templates.

For more details, please refer to SLM Probes
- report_engine = report_engine
Configuration section in the Probes online
help.

Generating SLA Reports Based
on the Computations done by the
data_engine.

SLA reports are automatically generated on a
schedule defined in the sla_engine user
interface. Different templates define fonts,
colors, etc. These templates can be selected
from the report_engine configuration tool.

The data_engine will regularly compute the
fulfillment of the compliance percentage. The
reports contain a status view and a historic
view for each SLA definition. The structure of
the data representation is similar to how things
are presented from the Service Level Manager.
See also the section SLA Reports.

Generating QoS Related Graphs
and Reports.

Opposite to the SLA reports, QoS reports are
not automatically generated. You can create
and administer the QoS reports by configuring
the report_engine probe. Double-click the
Quality of Service Reports node in the
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Navigation Pane to launch the report_engine
configuration tool.

Under the QoS Reports node in the Navigation
Pane, you will also find the Dynamic Reports
child-node, containing Dynamic Reports if the
Dynamic Reports option is ticked.

See also the section QoS Reports.

Running a Light-weight Web
Server

The report_engine runs a small web service
(httpd) to serve the report browser in the
Service Level Manager and other browsers.
Please note that this web server is designed to
handle up to 20 concurrent users. Use the web-
publishing features of SLM if you want to
make the reports available to larger
communities. The web-server defaults to port
tcp/8080.

Performing File Transfer
Services to Publish the QoS/SLA
Reports

All reports generated by the report_engine may
be published to other systems by the use of the
File Transfer Protocol (FTP). Profiles defined
in the Service Level Manager contain enough
information to move the reports and images
across the network to a remote location.

How to Customize your SLA
Reports

SLA reports are generated using a template
architecture. If you want to incorporate the
QoS and SLA reports in your own look-and-
feel, company colors, etc. then simply modify
the template and regenerate.

All reports are based on a report template
found in the report_engine directory
Templates. The templates use Cascading Style
Sheets (CSS) to implement the style. More
information about CSS is found at
http://www.w3.0rg/Style/CSS/.

You may modify the template, or create a new
one, using any HTML editor (such as
Microsoft FrontPage) to fit your specific needs
(layout, logo, language, etc.)

Follow these steps to create your own custom
report:

1. Copy one of the existing template
directories (located in the Templates
directory, e.g. the Default directory)
to a new directory (e.g. called
Classic).
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2. Open and modify the sIm.css file in
the new directory to your style by
modifying background color, fonts,
etc.

3. Change the colors of the images:
- nav_left_edge.gif
- nav_right_edge.gif
- nav_top_history.gif
- nav_top_status.gif

4. Save the file and launch the
report_engine configuration tool.

5. The template Classic will now be
available in the report_engine.

Setup properties EI

Eeneral] Web Sewer] Schedules] Qo5 Reparts  SLA Reports I E-mail ] Dynamic Reparts

(05 Graph Template | Elue j
Cancel

0k
[

Repart Template |<|:Iefau|t> j

Language File

[0S Graph Type [ata Qutzide Operating Penod
" Line " Show
s frea f+ Hide

6. Select the template and click the
Apply button in the report_engine
configuration tool.

If you want to do some smaller changes to one
of the reports, you could create a file called
custom.css and put it into your report
directory. The style changes found in this file
will override the values set in sim.css.

Adding the Report to Existing
Web Frames

There is another way to "customize" the looks
of the reports, besides from using CSS. Simply
replace the default.html file in the template
directory.

The following three HTML pages represents
the report:

e default.html - is part of the template.

e slm_header.html - is part of the
template.

e index.html - is generated by the
report_engine.
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The default.html page has two frames that
refer the two other pages (slm_header.html
and index.html). You can change the look of
your report by replacing the default.html page
in the template with your own default.html
file, but you must remember to include the
index.html file in one of the frames.

The Service Level Manager Application

Nimsoft Documentation: Service Level Manager

Service level monitoring is mostly an
automated task. When the SLA is defined and
activated, data is recorded and computed in the
background. Alarms will be generated and the
Data Engine and the Report Engine will write
reports automatically.

The Service Level Manager enables the
administrator to quickly define and deploy
SLAs based on objectives present in the
agreements between the client and the service-
provider. It interfaces the database using ADO,
to display and modify the configuration, to
display historic data, current data etc.

You will find this application in the
Start/Nimsoft Software folder.
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Compliance Calculation

Introduction

Nimsoft Documentation: Service Level Manager

The primary task of the Nimsoft SLA Engine is
to compute Service Level Agreement
compliance for the SLAs, based on the settings
for the different SLAs done in the Service
Level Manager.

Calculation jobs are automatically started and
run on a schedule specified in the sla_engine
user interface.

For more details, please refer to SLM Probes
- sla_engine - sla_engine Configuration
section in the Probes online help.

However, calculation jobs may also be started
manually (see Watching SLA Calculations).

The result of these calculation jobs is sent to
the report_engine, which generates SLA
reports.

These reports are available under the WEB
Reports node in the Navigation Pane of the
Service Level Manager.

The reports generated by the report_engine
may be also be published to other systems by
the use of the File Transfer Protocol (see the
sections FTP Profiles and Creating a FTP
Profile).
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Receives QoS data from the
probes and inserts data into

the database.

SLAs concist of
ane ar mare
SL0s, eachwith
ane are mare
G105 constraints.
These
companents are

f) /) set up with a et
Sl ofterms and
/—_—\ I,“ K Iz’ conditions. Each
S :’) o - SLA s assigned
\____a/ ;S 7 | sla_engine _ _ a structure in the
s 4 Handles the data inserted into the

database.

. database by the data_engine.
Ferforms calculations, based on the
settings and conditions for the
different SLAs and wiites the result
hack into the datahasze.
\—/ report_engine I

FPravides SLA reparts, hased SLA Reports
on calculations perfarmed by W

the sla_engine.

Databhase

S

Definition of Compliance Percentage

The compliance percentage is defined to be the
percentage of time that the QoS, constrained by
e.g. operating period and thresholds, should be
considered compliant within the compliance
period.

Each sample is checked within the compliance
period by the data_engine and summarized as
failed or successful. The result is compared
against the expected compliance percentage
(defined by the user).
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A 4

| 180 I B 0s I

[:] Operating period
D Compliancy period

Time

Consider the data represented by the
illustration. The red line represents the
threshold value, the green line represents the
average value and the blue line represents the
actual sample values.

How many samples within the operating period
are above the threshold settings?

Zero samples breach the threshold line within
the operating periods, thus fulfilling 100% of
our compliance requirements. The 5 samples
that breach the threshold are outside the
compliance period, which was e.g. Monday to
Monday, with operating periods, every
weekday from 08:00 to 17:00.

Let's assume that the total number of samples
within the operating period is 129, with 9
samples breaching the threshold. This implies
that 6.98% of the samples are accounted for as
out of compliance (9 * 100/129).

If our Service Level Agreement requires a
compliance of 98.50% (or better) and the only
data defined in this SLA is the above data, then
our requirements to the SLA is breached due
to a current compliance percentage of 100% -
6.98% = 93.02%.
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Defining the Calculation Terms and
Conditions

A SLA consists of one or more SLOs, each
with one or more QoS constraints.

e The compliance is calculated on each
QoS and forwarded to the SLO.

e The SLO handles the received
compliance data from the underlying
QoS’s, makes its calculations and
forwards the result to the SLA.

e The SLA handles the received
compliance data from the underlying
SLOs and calculates the total
compliance percentage.

Mad 5 LI -
QoS 4 QoS 8
SLO T SLO 2
SLA
QoS Constraints SLOs SLA

Each of the QoS constraints The SLO collects the The SLA collects the

compares the collected data
values from the probes with
the defined threshold value
and calculates the
compliance percentage.

compliance values from the
QoS constraints and
computes the compliance
percentage based on a
selected calculation method

compliance value from the
two SLOs and calculates the
total compliance value, also
based on a selected
calculation method.

(selects the best value, the
worst value, the average
value etc.). The result is
made available for the SLA.

Calculation Terms and
Conditions for the QoS

The QoS reflects the data series measured by
the probes. The compliance percentage is
calculated for each QoS, and the results are
presented to the SLO.

The compliance percentage for a QoS is
calculated, based on the following parameter
settings:
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e Threshold value
You define a threshold value for each
QoS, against which each sample in the
data series received from the probe is
compared.
972 sample values of 1000 equal to,
or better than the specified threshold
value, means 97.2 % compliance for
that QoS.

e Operating period
Defines in which time period the
compliance percentage should be
measured (e.g. Monday to Friday
from 08:00 — 17:00). Data series
outside this period does not influence
the compliance percentage.

e Calculation method
Here you can select between different
calculation methods, determining the
way the compliance percentage is
calculated for the QoS:

Default

Calculation based on all received
samples in the operating period.
Missing samples are excluded.

or

A set of configurable custom defined
formulas The following formulas are
currently available:

o Average of all samples.

o Number of samples that meets the
constraints.

o The median value of all samples.

Calculation Terms and
Conditions for the SLO

The SLO receives the compliance calculations
from the associated QoS’s. The compliance
percentage is calculated on each SLO, and the
result is presented to the SLA.

The compliance percentage on the SLO is
calculated, based on three different parameters:

e Excluded period
You can specify time periods, which
will not count when the compliance is
calculated for the SLO. This may e.qg.
be periods when the monitored system
is planned to be shut down due to
maintenance etc.
Note that the compliance data
received from the QoS’s within this
excluded period will not count when
the compliance is calculated.

e Calculation method
Here you can select between different
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calculation methods determining the
way the compliance percentage is
calculated for the SLO.

You may select between two different
types of calculation methods, Formula
or Profile:

o Formula

Here you can select a
mathematical formula to calculate
the compliance percentage, based
on the input from the QoS’s:

Average
Calculates the average value of
the input from the QoS’s.

Best
Looks for the QoS with the best
result and selects this result.

Sequential

The difference between 100 %
and the achieved compliance for
each QoS is summarized and then
extracted from 100%.

Example: The SLO receives the
compliance calculations from two
QoS’s with compliance of 70%
and 90 %.

Calculated compliance:
100 % - ((100 % -70 %) + (100 % -90
%)): 60 %.

Weight

The possibility to weigh the
importance of the different QoSs

Worst
Looks for the QoS with the worst
result and selects this result.

o Profile

A set of configurable custom
defined formulas, currently
available are:

AND. The values of all samples
in all QoS's are AND-ed,
resulting in one compliance
value. AND means that all
sample values from all QoS’s
simultaneously must equal or be
better than the threshold value to
be compliant.

See also the section Definition of
Multi-series Calculation.

OR. The values of all samples in
all QoS's are OR-ed, resulting in
one compliance value. OR means
that at least one of the sample
values must equal or be better

Nimsoft Documentation: Service Level Manager



Nimsoft Documentation: Service Level Manager

than the threshold value to be
compliant.

See also the section Definition of
Multi-series Calculation.

Calculation Terms and
Conditions for the SLA

The SLA receives the compliance calculations
from the associated SLOs and calculates the
total compliance percentage, based on three
different parameters:

Operating period

Defines in which time period the
compliance percentage should be
measured (e.g. Monday to Friday
from 08:00 — 17:00). Data series
outside this period does not influence
the compliance percentage.

Weight
Possibility to weigh the importance of
the different SLOs.

Calculation method

Here you can select a mathematical
formula to calculate the compliance
percentage, based on the input from
the SLOs:

Average
Calculates the average value of
the input from the SLOs.

Best
Looks for the SLO with the best
result and selects this result.

Sequential

The difference between 100 %
and achieved compliance for each
SLO is summarized and extracted
from 100%.

Example: The SLA receives the
compliance calculations from two
SLOs with compliance of 70%
and 80 %.

Calculated compliance:
100 % - ((100 % -70 %) + (100 % -80
%)): 50 %.

Weight

Enables the possibility to weigh
the importance of the different
SLOs.

Worst
Looks for the QoS with the worst
result and selects this result.
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Summary

Service Level Agreement

A Service Level Agreement (SLA) monitors and calculates the compliance from one ormore Service Level
Chjectives(s) (SLO).

The compliance values are calculated according 1o the selected Calcuwiation method

«  Average
Calculates the average compliance from the SLOsS.
+  Best

Selects the SLO with the best compliance value.
+  Sequential

The difference hetween 100% compliance and actual achieved compliance for each SLO are
summarized. The sum is then extracted from a campliance of 100%.

«  elght
Zalculates the compliance according to the weighted walue applied for each SLC.
«  Worst

Selects the SLO with the warst compliance value.

SLOs moanitor the computed values from one or more QoS constraints.

SLO The values from the QoS constraints are calculated according to the selected
| Cafcuition methodk
v Average
Calculates the average compliance from the CoSes.
«  Best
Selects the Q035 with the best compliance value.
«  Sequential

The difference hetween 100% compliance and actual achieved
campliance far each QoS are summarized. The sum is then extracted
from & compliance of 100%.

. Welght
Calculates the compliance accarding to the weighted value applied far
each 205,

o Worst

Selects the Q108 with the worst compliance value.

ser defined Calculation Profiles:

e And
Calculates the compliance walue for the different Qo5 measurements
within the same time period. The ARD operator makes sure that all the
Q08 constraints are valid only when the samples are within the
threshold atthe same time period.

« Oy
Calculates the compliance walue for the different Qo5 measurements
wiithin a time period. The OR operator makes sure that all the QoS
canstraints are valid when one or maore ofthe QoS constraints are
within the threshold in the given time period.

- i
Dol I One or more QoS Constraints are attached to 5 S5LO.
- I A QoS Constraintis a Qo8 sample value, following a et of calculation rules:
“ s Default
QoS Calculates the percentage achieved according to the valid number of

samples within the time period.

Uzer defined Calculation Profiles:
o Auerage of all sampes
Calculates the average value for all the samples. Parameters that can
he modified are:
- Awailahbility in percentage an hreach
- Yalues used to replace MULL values
o Avagifzbilihe when sampies aie missing
Adjust parameter an hiow missing samples should be calculated.
«  Median
Calculate the availahility from the median ofthe QoS samples
Farameters that can be applied are:
- lgnore values abowve
- lgnore values below
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Definition of Multi-series Calculation

When defining the calculation settings for a
SLO, you have the option to select a multi-
series calculation profile.

(These profiles are custom-defined - see the
section Creating a Calculation Profile).

Currently supported profiles are:
e OR
Compliant if one of the QoS

constraints equals or are better than
the threshold value.

e AND
Compliant when all of the QoS
constraints equals or are better than
the threshold value.

Example OR:

¥ 3

|~ Qos1

v

R e W & TTTTTTTRIITTTTTT QoeS?

-
L

OR - At least one of the data series must equal
to or be better (in this example lower) than the
expected value:

In the graph above, this is achieved, except for
the period marked red.

Example AND:
F 3
\,_\ Qos1
Fy
"""""""""" I QoS2
T ~—
+—n

AND - Both data series must be equal to or
better (in this example lower) than the expected
value:

In the graph above, this is achieved, except for
the period marked red.
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Calculation Examples

QoS Constraints

Each of the QoS constraints
compares the collected data
values from the probes with
the defined threshold value —
and calculates the

compliance percentage.

SLOs

The SLO collects the
compliance values from the
QoS constraints and
computes the compliance
percentage based on a
selected calculation method
(selects the best value, the
worst value, the average
value etc.). The result is
made available for the SLA.

SLA

The SLA collects the
compliance value from the
two SLOs and calculates the
total compliance value, also
based on a selected
calculation method.

Example 1, one QoS and one

SLO

If using calculation method other than Default

for the QoS, see the section Creating a

Calculation Profile.

Data zeries for A0S 1. Threshold value:d

Lalelzlolslzly

alalzl

9 af 10 samples equal to or hetter than the threshaold
value gives a compliance value of 90 %.

v

oS 1

Calculation method: Default.
Cormputed value = 90%

O %. ______________________ !

SLO1

Calculation method: Doesn't matter.
Cormputed value= Qo5 1 = 90%

v

Cormputed value= SLO 1 = 90%

Service Level Agreement

Calculation method: Doesn't matter (just one SLOY.

Example 2, two QoS’s and one

SLO

If using calculation method other than Default

for the QoS, see the section Creating a

Calculation Profile.
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Diata series for QoS 1. Threshold valued
Lalelvrfalasfzlalalalv]

9 of 10 samples equal to ar better than the threshold
value gives a compliance value of 90 %.

Data series for Q0% 2. Threshold value:S
I EHEFEFE

5 of 10 samples equal to ar better than the threshold
value gives acompliance valug of A0 %.

QoS 1
Calculation method: Default.
Computed value = 90%

3

QoS 2
Calculation method: Defaul.
Computed value = 50%

SLO 1

Calculation method: Best.
Corputed value= Best of Q@05 1 and Q05 2 = 90%

v

Computed value = SLO 1= 90%

Service Level Agreement

Calculation method: Doesn't matter (ust one SLOY.

Example 3, two QoS’s and one
SLO, using Calculation method
AND or OR

If using calculation method other than Default

for the QoS, see the section Creating a
Calculation Profile.

Data series for QoS 1. Thresholdvalue:d
alalslalalzslafalalr]
it

¥ means threshold broken.

QoS 2. Thresholdvalued
slzlalz]4
X o

Data =zries fo
Lsls

¥ means threshold broken.

"\
%

SLO1
If calculation method And (Both data series
simultaneously equal to or hetter than the threshold
value),
AMDs the cormpliance from QoS 1 and Qo3 2
Computed value = G0%

If calculation method Or (At least one of the data
series simultaneoush equal to or he better than the
threshold value).

QRs the compliance from 205 1 and QoS 2;
Computed walue = 90%

l

forthe SLO.

Service Level Agreement

Calculation method: Doesn't matter just one SLOY.
Computedvalue = SLO 1 = 60% or 90%, depending on Calculation method selected

Nimsoft Documentation: Service Level Manager
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Example 4, two SLOs, each with
3 QoSs

If using calculation method other than Default
for the QoS, see the section Creating a
Calculation Profile.

The figure at the bottom of this page shows a
SLA with two SLOs, each with three QoS
constraints.

Example assumptions:
On the figure below:

e SLOIL:
Calculating the compliance
percentage from QoS 1, 2 and 3, using
calculation method Worst makes a
compliance percentage of 70 %.

e SLO2Z2:
Calculating the compliance
percentage from QoS 4, 5 and 6, using
calculation method Average makes a
compliance percentage of 90 %.

The table below the figure shows the total SLA
compliance percentage, using different
calculation methods for the SLA.
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EENEREIF EI RS R Lz]s[1]s]7[s]6]s]a[10]

[ 7 of 10 samples are greater than or equal to the [

2 of 10 samples are greater than or equal to the
threshald value: compliance value is 70 %. i . E

threshald value: compliance value is 80 %.
Data series forQo% 3. Threshold value: 3

Data series for@o% 6. Threshold value: 3

Data series for QoS 2. Threshold value: 4 Data series for@oS 5. Threshold value: 3
Data series for@o% 1. Threshold value:4 Data =eries for QoS 4. Thieshold value: 6
QoS 1 QoS 4
Computed value: 100% Computed value: 100%
Calculation method: Calculation method:
Defauit, Default
¥ ¥
QoS 2 QoS5
Computed value: 100% Computed value: 90%
Calculation method: Calculation method:
Defauit ¥ Defauit h J
QoS 3 QoS 6
Computed value: 70% Computed value: B0%
Calculation method: Calculation method:
Default Dafauit
¥ i ¥ i
SLO1 SLOZ2
Calculation method: Worst Calculation method: Average
Selects the compliance fram the QoS Calculates the average compliance from
Constraints with the worst values. the Q05 constraints.
Achiesed Compliance fwaorst of QoS Achieved Compliance: Average of
Clos2 and Qo33 70 % (100% + 90% + 80%)i3=90%

Service Level Agreement

Calculation method: Best
Selects the compliance from the SLO with the bestvalues.

Achieved compliance (best of SLO1 and SLO2Y: 30%

The table shows the SLA compliance
percentage for the example above, selecting
different calculation methods for the SLA:

Calculation Achieved Explanation

method compliance

Average 80 % The average value of the two SLOs (70% + 90%)/2:
80 %

Best 90 % The best value of the two SLOs (70% and 90%):
90 %
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The worst value of the two SLOs (70% and 90%):
70 %

The difference between 100 % and achieved compliance for
each SLO is summarized and extracted from 100%:
100 % - ((100 % -70 %) + (100 % -90 %)):

60 %.

Worst 70 %
Sequential 60 %
Weight 82 %

2 is set to 40/ 60 for the SLA:
(70 % * 40/100) + (90 % * 60/100) = 82 %.

Service Level Manager Reference

Guide

¥ Service Level Manager

The Service Level Management application
window consists of the following main parts:

The Menu Bar
The Toolbar

The Navigation Pane
The Main Window Pane
The Status Bar

Fie View Took ‘Window Help -

benu Bar

B =8 B &e—]

Setvice Level Agreements [SLA)

FEe
3%

3
3

¢ f

- E

ObmEE

Qualkty of Seivice
‘Web Reports

*

+

Mavigation Pane

Toolbar

Status Bar

Main Window Pane

The Menu Bar

This section gives a short description of the
different functions and tools found in the menu
line. Note that some of the menus are partly
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restricted, depending if your user is classified
as operator or superuser.

File

.
¥ Service Level Manager

FEW View Tools window Help

b Service Level Agreement
Cualiby of Service

FTP Profile !

Properties

Print. .. Ckrl+P

Exxit

e New
This option can be used when
defining a new:

o Service Level Agreement
Opens the Service Level
Agreement dialog, where you can
create new SLASs. See description
in the section Creating Service
Level Agreement.

o Quality of Service
Opens the QoS Definition dialog;
see description in the section
Defining a Quality of Service
object.

o Operating Period
Opens the Operating Period
dialog; see description in the
section Creating an Operating
Period.

o FTP Profile
Opens the FTP Profiles dialog;
see description in the section
Creating a FTP Profile.

e Save
Lets you save new definitions (as
described under New (above), or any
modifications in existing definitions.

e Properties
Opens the Properties dialog which has
two tabs.
Also note that the Properties dialog
pops up if the SLM Hub you are
connected to gets unavailable.
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Service Level Manager Properties IEI

SLM Connection l Uszer Preferences ]

’ SLM Hub [hozthamesP-address]
|:-:|:un:une

m Data Engine Address
|£D evelopment/spronedsproneddata_engine
SLA Engine Address [mazter]
& |£D evelopment/<pronespronedsla_engine
R eport Engine Addrezs [master)
|£D evelopment/<pronesprone/repart_engine

Alarm Semver Address

| /Development/spronesprone/nas j

See the section Setting the Connection
Properties for a detailed description
of the properties dialog.

e Print
This option lets you print the report for the opened and
selected SLA. You can select the current report or an
older one.
Note that you can select a template, determining the
layout of the report printout, and clicking the Preview
button lets you see the result before clicking the OK
button to start the printout.

Prink repork

Ayaillable reports

Current report 2
Fan April 17, 2008 Cancel
Sun April 16, 2006 =
Sat April 15, 2006 Preview
Fri &pril 14, 20086
Thu April 13, 2006
wied April 12, 2006
Tue April 17, 2006
ban Apnl 10, 2008

3 |

%3

E3)

5.4

|

Template

E=armple

e Exit
Exits the Service Level Manager.
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View

¥ Service Level Manager
Window He

N Toals
ﬂ v Toolbar
Mairnized fali ]
wP Skyle

Collapse Mode
Expand Mode

Refresh

e Toolbar
When selected, the Toolbar appears in
the upper part of the window,
otherwise not.

e Status Bar
When selected, the Status Bar appears
at the bottom of the window,
otherwise not.

e Maximized Windows
When selected, all windows opened in
the Main Window Pane will appear in
maximized state.
When this option is selected, an icon
will appear in the left part of the
Menu Bar. The icon represents the
currently active window (in this case
an Operating Period dialog).

M Service Level M

[ File wiew Tools

El @ s

e XP Style
If running another OS than XP, you
may convert the SLM window to
appear with XP style, rather than the
normal classic style. This requires a
restart of the SLM.

e Collapse Node
Collapses the selected node in the
Navigation Pane, hiding the sub-
nodes.
Note that you may also collapse the
selected node by pressing the — key on
the numeric keypad on your keyboard.

e Expand Node
Expands the node selected in the
Navigation Pane, showing the sub-
nodes.
Note that you may also expand the
selected node by pressing the + key on
the numeric keypad on your keyboard.
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e Refresh
Refreshes the Navigation Window to
display current information.

Tools

¥ Service Level Manager - [Service Level Agreement [Network Services]]
E File Wiews BEEEN Window  Help
Database Status  Chl+D

Data Managernent
SLA Caloulations  Chrl4-] M| Wame

Q03 Monitars ZErl+M Metwork Service

Wigww SLIM Alarms Pl i tieen

Wizards Create SLA By Service

0 Create 5LA Based On ThekElected SLA
{a Op  S0L Query Chrl+0 Export Qo5 Data
+ E O perating Femnos P _
%4 FTF Frafiles #dd Exclude Period

e Database Status
Opens the Database Status window.
The window contains relevant
database information, such as:

o Database information, such as
server name and database name,
size and location.

o Listing QoS objects and probes
enabled for sending QoS
messages to the database.

See description in the section Viewing
the Actual Database Usage.

e Data Management
Opens the Data Management dialog.
The data_engine may be configured
to perform automatic clean-up
procedures, but using the Data
Management dialog, you may perform
manual data-management. For details,
see the section Data Management.

e SLA Calculations
Opens the Service Level Calculations
window, listing the last calculations
for currently running SLAs. Double-
clicking the entries in the list, you can
observe the calculated SLA
Compliance for each of the SLAs in
separate windows. See the section
Watching SLA Calculations.

e QoS Monitors
NOTE:
This feature introduced in SLM
version 4.30 will be activated and
visible, provided that the gqos_engine
probe is installed.
Selecting this option, the QoS
Monitors window will be launched,
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listing the QoS Monitors defined (if

any).
@] QoS Manitors \le@[zl
| Mame Type Subsystem Table Id. | Ermor Threshold | Perod M... | Perod T... Timespan | Created
EEPU Usage on xpcase nimsoft no dynamic 111 107 AWVG+20 4 week
@Pmcess CPU usage - nas.exe on xpcase.nimsoft.no static 1.1.1 100 70
EUHL Response - gmail.com on spoase.nimsoft no dynamic 1.1.1 214 AVGE=2 1 week 7200
[ URL Response - ww.dagbladet.no on spoase. nimsaft.no dynamic 1.1.14 179 AVG=2 4 week 7200
[ URL Response - www.dagbladet.no on xpoase. nimsoft.no [percentile) peicentile  1.1.11.1.2 179 95 4 week 7200
< >
Items: 5

QoS Monitors can be defined by
right-clicking a QoS object in the
Navigation pane, selecting Create
Monitor (see Quality of Service).
See also the section Creating QoS
Monitor Profiles for details.

e View SLM Alarms
When defining SLAs, we can tell the
product to send us an alarm when the
“actual” compliance drops below
expected levels. Selecting this option
opens the Alarm Windows, displaying
current alarms.

1. Service Level Alarms x|
SlE
Cow | T R RE ML S WE & B®|(o0 000
ID | Hosk Marne | Severity | Source | Message | Time Received i
_ | 1053343446-774242 phoenix.nimsoft.no Minor 193.71.55.123 SLA for Microlink SL&;...  06/04/03 12:15:20
B 1053343446-731090 phoenix.nimsaft.no Critical 193,71.55,123 SLA For Stian CDM; a...  D&J04/03 12:15:17
. 1053343446-542302 phoenix.nimsaft.no Critical 193,71.55.123 SLA For Mimbus SLM 3., D8J04/03 12:15:14
Bl 105534 3446-057 35 phoenix.nimsaft.no Critical 193,71.55.123 SLO For Phoenixg ack,.,  D6J04/03 12:15:14
4 | i
Tot 4, et 0 0|

See description in the section Nimsoft
Alarm SubConsole for a description of
the Alarm Window.

e  Wizards
Lets you start a wizard for creating a
one or more SLAs, based on your
selections through the wizard. A
group will be created with one ore
more SLAs in the group. There are
tree different types of wizards:

o Creating SLAs from scratch,
based on a selected service, see
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Example — Creating a SLA based
on a service.

o Creating SLAs based on an
existing SLA. Selectinga SLA in
the Navigation Pane, the wizard
will create a new SLA, based on
the properties for the selected
SLA.

o Exporting QoS data, see
Exporting QoS data, using Export
QoS Data wizard.

o Adding an Excluded period.
Normally this is done
individually for SLAs/SLOs in
the respective dialogs. Using this
wizard, you can add an Excluded
period and attach the period to
some or all of your existing
SLAS/SLOs.

e SQL Query
Opens the SQL query dialog, enabling
you to send SQL queries to the
database. This is useful if you want to
test and view the database contents.
Also see the section Sending SQL
Queries to the database.

Window
¥ Service Level Manager - [Service Level Agreement [Network Servid
E] File  view
E = Cascade Chrl+w
Save Preferences Chrl+5
i | """'I_:""St':' Tile Horizontal
=& Mimsof Tile Wertical
El Ne
- . arrange Icons
£ Stian
L Stians | w 1 Service Level Agreement [Mebwoark, Services]

In addition to the menu options described
below, you have the following possibilities to
handle child-windows opened in the Main
Window Pane:

o The ESC-key

Closes opened child-windows,
one by one.

o CTRL + TAB-key

Toggles between the opened
windows

e Cascade
Useful function when you have a lot
of opened child-windows and dialogs
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spread around. The Cascade function
will then place the child-windows in a
nice row in the Main Window Pane.

e Save Preferences
Use this option to save new
definitions, or any modifications in
existing definitions.

e Tile Horizontal
Tiles the opened child-windows
horizontally with the selected child-
windows on top.

e Tile Vertical
Tiles the opened child-windows
vertically with the selected child-
windows on top.

e Arrange Icons
Opened child-windows that are
minimized will be arranged in a row
in the lower part of the Main Window
Pane.

Help

¥ Service Level Manager - [Service Level Agreement [
J File Wiew Tools ‘Window HEEE

J lI::I ;, [=‘E| Service Level Manager
On Active Window F1
+- & ACustamer Getting Starked
- & Mimszoft

E| Metwork Sers  About

e Service Level Manager
Starts the Nimsoft on-line
documentation, describing the Service
Level Manager.

e On Active Window
Starts the Nimsoft on-line
documentation, pointing directly to
the section describing the currently
active window. Alternatively press
the F1 key.

e (Getting Started
Opens the Nimsoft on-line
documentation, pointing directly to
the Getting Started section.

e About
Displays product SLM version and
license information etc.
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About Service Level Manager

Service Level Manager

YWerzion 4.3.2

Thiz application manages the Service Level Manager

Lizenze information

Ed}

o

Service Level Manager |

Froduct | Description | EXpLae  |r | H Code |
SLM-GUI MimBLIS Urilimited * 10 SKIM SODAR...
SLM-05  MimBUS Intemal  Unlimited * 3000 GOER DIE Ma...
SLM-5LA MimBLIS Urlimited * 1 FED TOM J&EK...

The Toolbar

The toolbar contains shortcuts to different tasks
and operations:

e  Printing and saving operations

e Creating new Service Level
Agreements, Service Level Agreement
groups, Operating Periods and
Quality of Services.

e Cascade windows, a useful function
when you have a lot of opened
windows and dialogs spread around.
The Cascade function will place the
windows in a nice row in the main
window.

e Launching the Service Level Alarms
window.

Fie View Tools Window Help
DR SH ® &
4 A 4 & T
“iewy SLA Alarms I
Cascade windows
Save changes I
Print the selected windaw
Create a new aperating period

Creaste & newy SLA group I

Create a new SLA
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The Navigation Pane

Nimsoft Documentation: Service Level Manager

The Navigation Pane is "fixed" to the left-hand
side of the application. It contains a tree-like
structure, showing the various elements/nodes
in the Nimsoft Service Level Management
product suite.

Selecting View>Refresh refreshes the contents
of Navigation Pane. You may also
increase/decrease the width of the Navigation
Pane by pressing the right edge of the window
and simultaneously dragging it to your
left/right.

The nodes shown in the pane are organized in a
tree-structure with a top-level node and one ore
more levels of sub-nodes and groups.

You may expand/collapse nodes and sub-nodes
by double-clicking on them.

Note that you may also collapse the selected
node by pressing the — key on the numeric
keypad on your keyboard, and that you may
expand the selected node by pressing the + key
on the numeric keypad on your keyboard.

You may also use the options View > Collapse
Node and View > Expand Node.

#: Service Level Manag. .. E][E|E|

|=| File Wiew Tools ‘Window Help -
a5 X

AR
+- [ Service Level Agreements [SLA]
+ Operating Periods
%g FTP Profilez
+ El Calculation Profiles
+ 'ﬁ_i Cluality of Service
Wb Reports
+ ¥ SLA Reports
+ @ [1oS Reports

HpCase 200

Service Level Agreements

This node lists all defined SLAs. The SLAs
may appear as:

e Single SLAs

e Grouped SLAs. The SLAs may be
placed in one group, or in sub-groups
on multiple levels under the main
group. SLAs can be moved between
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groups, using drag-and-drop.

- Jet

=i Blue
E] Aspnc Test(100.00%)
- Sub-blue

- '.j_a Sub-Sub blue Group
E] Rubaldo [32.61%)

e SLAs attached to Accounts.
Under the Accounts node, you will
find all Accounts available. When
creating SLAS, these can be attached
to one of these Accounts. Under these
Accounts, you may again create
groups where you place the SLAs.

- by Company
8
=iz My Group

=i My Second Group

i@ m_l,l sla zervice wiz
vr-hub-1 [39.99%]
vm-hub-2 [99.99%]
v-hub-3 [99.99%]
I:nsn:l 2100.00%)

T

[T [

E] My Compary Repart [79.863)

Thiz iz a bazed on wizard [99.99%]

SLAs can be moved between groups,
using drag-and-drop.
Right-clicking a node enables you to define
new SLAs or SLA groups, launch the Service
Level Alarms window and update the contents
of the tree structure to reflect the current status.

The colour of the indicator for the SLAs (or
SLA group or Account) indicates the current
status:

- i by Company

=iz My Group

E] My Compary Repart [79.26%)
=i My Second Group
- m_l,l zla zervice wiz

vr-hub-1 [99.99%]
vm-hub-2 [99.99%]
v-hub-3 [99.99%]
I:ls-:l 2100.00%)
Thiz iz a bazed on wizard [99.99%]

T

i

‘gRed means that the
compliance level for the SLA is
breached.

If a SLA ina SLA group or an
Account is breached (red), the
state will be propagated to the
group/Account top node.

o 1gGreen that the SLA (and all
SLAs in the SLA group or
Account) are compliant.
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o 1f:!Yellow indicator means that
the current compliance (the last
computed value) of the SLA (or
one of the SLAs in a group or
Account) breaches the alarm
warning level.

o ‘ﬂWhite means unknown
status of the SLA (or one of the
SLAs in a group or Account)

Right-clicking in the Navigation Pane opens a
small menu with different options, depending
what is selected.

e The SLA Node is selected:

¥ Service Level Manager

File Wiew Tools ‘“Window Help

E @S S| &

#-[ qre
+ Operating Periods

%y FTP Profiles Mew Group
+ El Calculation Profiles
+-Lad Quality of Service _
: Q ‘wieh Reparts Wiew Alarms

pdate
wpCase 200302413

o NewSLA
Opens an empty SLA dialog,
where can define a new SLA (see
the section Creating Service
Level Agreement).

o New Group
Opens a New Group dialog,
where can define a new SLA
group. Give the new group a
name and optionally a
description. Note that you may
also attach the group to one of the
ftp profiles available, listed under
the FTP Profiles node (see
below).

o View Alarms
Opens the Service Level Alarms
window (see Service Level
Alarms).

o Update
Updates the Service Level
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Manager to reflect the latest
modifications.

e A SLA group or an Account is
selected:

# Service Level Manag, .. |Z||E|fz|
E File Wiew Tools ‘Window Help —
& x

E @& | s 5| &

= qj Service Level Agreements [SLA]
+- & Accounts

Oper Mew Group
%ﬂ FTP Mew SLg
[ﬂ Calcl  Delete

Lo Quaih
Q o B Y
= 1  Update
Properties

+

+

+

|
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o

New Group

Opens a New Group dialog,
where can define a new SLA
group. Give the new group a
name and optionally a
description. Note that you may
also attach the group to one of the
ftp profiles available, listed under
the FTP Profiles node (see
below).

The report engine will use the
FTP Profile to transfer the HTML
reports for the SLASs in the group
using FTP (File Transfer
Protocol). The reports may be
published to a web server for
browsing.

New SLA

Opens an empty SLA dialog,
where can define a new SLA (see
the section Creating Service
Level Agreement).

Delete
Deletes the selected SLA group,
including all SLAs in that group.

Delete SLA Group

2)

X

Do o wish bo remove the SLA group “WizardMetwork 1, with its siblings *
Please note that this operation is irreversible. .

Yes Mo | Zancel
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Recalculate
Starts a new calculation job for
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all SLAs in the selected group.
The Job Properties dialog is
opened, allowing you to edit the
job parameters.

o Regenerate
This option is available only
when a wizard-created group is
selected.
Starts the wizard, enabling you to
make modifications.

o Update
Updates the Service Level
Manager to reflect the latest
modifications.

o Properties
Opens the SLA group dialog for
the selected SLA group, where
you can edit the conditions and
properties for the group.

e ASLA s selected:

] File View Tools ‘Window Help -
a X

B lE| & 5 &

- nLj Semvice Level Agreements [SLA]
- & Accounts
+- B ACustomer
- & Mimszoft
E ww
Stianl |
Stian2

8
8

MNew Clone

Mew Based On...

Delete

Hiskory

o New
Opens an empty SLA dialog,
where can define a new SLA (see
the section Creating Service
Level Agreement).

o New Clone
Makes a copy of the selected
SLA.

o New Based on
Starts the SLA wizard, enabling
you to create a new SLA, based
on the selected one. Note that you
are not allowed to edit all
parameter input fields (some of
them are locked).

o Delete
Deletes the selected SLA.
o History

Enables you to view the historic
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compliance of the current SLA.
You can select the period you are
interested in, and you can toggle
between general and graphical
view.

o Regenerate
Starts a new calculation job for
the selected SLA. The Job
Properties dialog is opened,
allowing you to edit the job
parameters.

o Update
Updates the Service Level
Manager to reflect the latest
modifications.

o Properties
Opens the SLA dialog for the
selected SLA, where you can edit
the conditions and properties for
the SLA (see the section Creating
Service Level Agreement).

Operating Periods

This node lists the defined operating periods.
Operating Periods are used to constrain the
measured QoS values to specific hours of any
day (the period the QoS constraint is valid.)

The operating period is defined to be a
collection of time periods, and is used when we
define new SLAs. We use the Operating
Periods when defining the QoS constraints (see
the section Defining QoS Constraints)

This means that samples falling outside these
time specifications will not influence the
SLO/SLA compliance requirements.

Right-clicking the node opens an empty dialog,
enabling you to define a new Operating Period
(see the section Creating an Operating
Period).

Right-clicking one of the defined Operating
Periods listed under the node opens a small
menu containing 4 options:

e New
Opens an empty dialog, enabling you
to define a new Operating Period.

o Delete
Deletes the selected Operating Period.
e Update

Updates the Service Level Manager to
reflect the latest modifications.

e Properties
Opens the dialog for the selected
Operation Period, where you can edit
parameters like name, description and
time specifications.
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FTP Profiles

All reports generated by the report_engine may
be published to other systems by the use of the
File Transfer Protocol (FTP). Under this node
you find a list of all FTP-Profiles defined in the
Service Level Manager. These FTP profiles are
useful when defining new SLAs.

Right-clicking one of the defined FTP profiles
listed under the node opens a small menu
containing 4 options:

e New
Opens an empty dialog, enabling you
to define a new FTP profile.

o Delete
Deletes the selected FTP profile.
If the profile is used by any of the
SLAs, you will receive a warning,
telling you that you have to remove all
references from SLAs using this FTP
profile before you are allowed to
delete the profile.

Unable to delete FTP profile E|

This FTP profile is in use by 2 SLA's,

Please remove all references to this FTP profile before deleting.

e Update
Updates the Service Level Manager to
reflect the latest modifications.

e Properties
Opens the dialog for the selected FTP
profile, where you can edit options
and parameters. Also see the section
Creating a FTP Profile.

Calculation Profiles

This option allows users to define their own
calculation profiles.

These calculation profiles are used when
defining the calculation properties for Service
Level Objects and Quality of Service
Constraints.
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¥ Service Level Manag... |Z||E|[z|
E File Wiew Tools ‘Window Help —

g X

E @@ | s 5 &

uj Service Level Agreements [SLA]
@] Operating Periods
'!,»,g FTF' Profiles

+

+

- E;_| SLEI Ealculatlnns
1 AND
Fl oR
--[Z] QoS Calculations
El Average
E1 Intereal
El Median
lad Quality of Service
) web Reports

+

+

HpCase 200

When defining calculation profiles, the profiles
will be grouped either as SLO calculations or
as QoS calculations, depending on if the
selected plug-in supports single-data or multi-
data series. See the section Creating a
Calculation Profile and
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Compliance Calculation.

e Right-clicking the SLO Calculation
sub-node (or one of the defined SLO
calculation profiles), selecting New,
opens an empty dialog enabling you
to define a new SLO Calculation
profile.

e Right-clicking the QoS Calculation
sub-node (or one of the defined QoS
calculation profiles), selecting New,
opens an empty dialog enabling you
to define a new QoS Calculation
profile.

The right-click menu offers three other options,
common for both sub-nodes.

o Delete
Deletes the selected Calculation
profile.

o Update

Updates the Service Level
Manager to reflect the latest
modifications.

o Properties
Opens the dialog for the selected
Calculation profile, where you
can edit options and parameters.

Quality of Service

Under this node you will find the available
registered QoS objects, grouped into logical
groups based on the description field in the
QoS object. This view enables the user to
quickly browse the database for particular data-
series.

By default, it is possible to sort the QoS objects
in two different ways:

e  Order by QoS
e  Order by QoS group

In addition, you have the possibility to define
your own sorting criteria (views) by using the
Browse Menu Editor (see further down on the

page).
When ordered by QoS, the structure is
organized like shown below.
- QoS node
- QoS object name
- Source
- Target
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¥ Service Level Manag... |Z||E|[z|
E File Wiew Tools ‘Window Help —
g X

E @@ | s 5 &

+ uj Service Level Agreements [SLA] A
+ Operating Periods F
%3 FTP Profiles
+-[E] Caleulation Profiles B
[ Quality of Service
+- (&, Age of matching file
=1-[&, Computer Uptime

i MIMRX2B00 nimsoft. no

(0. nirnzaft.

i rome(Test)

i wiriaB4-1 mimzoft.no
[2, cprCPUT atallmin
[Z, CPU Usage
[3 Disk Awailable
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HpCase 200

When ordered by QoS group, the structure is
organized with one additional level (QoS
Group) like shown below.

- QoS node
- QoS group
- QoS object name

- Source
- Target
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Browse Menu Editor

| %] ||

E @@ | s 5 &

¥ Service Level Manag... |Z||E|[z|
E File Wiew Tools ‘Window Help —

=

x

+ uj Service Level Agreements [SLA] A
+ Operating Periods F
%3 FTP Profiles
+-[E] Caleulation Profiles
[ Quality of Service
+-[31 Application
+-[ 31 Dirzcan
+- 3§ Hpovogtw default
3 Machine
=12, Computer Uptime
=g WIMFX2B00.nimsoft.n

B Qe
i rone(Test)
B winiabd-1.nimsoftno %
¢ "
HpCase 200

e Browse Menu Editor

Right-clicking the QoS node opens a small
menu containing 4 options:

Launches the Browse Menu Editor,
enabling you to define your own ways
to group and sort the QoS objects

listed under the QoS Node.

Menu Caphion

[Data zelector 1

Qrder by QoS5 Group
Crder by QoS
Order by Probe

L

|D0SGROUF

Data selector 2

| OOSNAME

L

D ata zelector 3

|SOURCE »| I Sort Descending

L

Data zelector 4

|T,.f_-.,F||3ET »| [ Sort Dezcending

L

Data zelector 5

-

L

L
N

[ Sort Dezcending

[ Sort Descending

Cancel
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Clicking the Add button i , anew
sorting view will be added to the list.
The new entry will by default be
given the name New Menu Item.
Rename it, giving it a descriptive
name.

Select your sorting criteria, one or
more, from the Data Selector drop-
down menus and select descending or
ascending sorting order.

Click the OK button, and you will be
asked if you want to save the view.

Save Changes E|
\_-l

.:_) Do ol wish to save the changes ¢

fes Mo | Cancel |

Clicking the Delete button E the
selected view will be deleted.

When saved, the entries in the list will
appear as menu items in the menu
available when right-clicking the QoS
node in the Navigation Pane.

They will be presented in the order
they appear ain the list in the Browse
Menu Editor.

Use the positioning buttons ?“'}" ¥
to move items up and down until the
entries are listed in your preferred
order.

When saved, the new views will
appear as menu items when right-
clicking the QoS node in the
Navigation Pane.

=

Browse Menu Editar

Crder by Source
Crder by QoS Group
Crder by QoS

IJpdate

Order by QoS group

All QoS objects will be presented in
their logical groups.

In addition, see the section Properties
for information on sorting and
organizing QoS objects in folders.
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Order by QoS

All QoS objects will be listed
alphabetically (and not grouped).

In addition, see the section Properties
for information on sorting and
organizing QoS objects in folders.

Update

Refreshes the Service Level Manager
application window to reflect the
latest modifications or changes.

Right-clicking one of the QoS names under a
group opens a small menu containing 4
options:

¥ Service Level Manag, .. E|@|E|

] File Wiew Tools ‘Window Help -
a X

BT E | 5 &

+

+- [ Service Level Agreements [SLA]
+ Operating Periods

%
E
d

FTP Profilez

Calculation Profiles
Cluality of Service

'j] Application

3 Dirscan

'j] Hpovogte default
3 Machine

+-[@ w

i E“?
g O Delete

4.0

apD

Update 7
Properties 3
¥pCaze 200

New
Opens an empty dialog, enabling you
to define a new QoS definition.

Delete

Deletes the selected QoS and all
associated data. You must also
remove all references to this QoS
from SLAs before you are allowed to
remove the object. The QoS will be
recreated after a while if the probe
still sends QoS data.

Update

Refreshes the Service Level Manager
application window to reflect the
latest modifications or changes.

Properties
Opens the dialog for the selected QoS
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object, where you can edit options and
parameters.

Right-clicking one of the QoS sources under a
QoS definition lets you delete the source or
update/refresh the contents of the window.:

¥ Service Level Manager - [Se... |Z||E|[Z|
] File Wiew Tools Window Help - 0 x

E @& | s 5 &

+ []j Service Level Agreements [SLA]
+ Operating Periods
%3 FTP Profiles
+-[E] Calculation Profiles
|-l Quality of Service
@ Application
@ Dirscan I
3 Hpovogtw default
3 Machine

|

+]--[F] [

[ MIMRBxZ50
@ rone(T est] Delete

i winiaE4-1.nims:m
[@, CPU Usage *

T

| #

WpCase 20030212

Right-clicking one of the QoS targets under the
QoS node opens a small menu containing 4
options:

—|-La Quality of Service
- j Application
=-[&, URL Responze
- @ prexpeaze. nimzoft. no

-8
@ KpCAzE. i
i wpronecld.n Delete Object
- j Dirscan _ Yiew Daka
=1-|E, Age of matching Celete Daka
i MIMR2E00

=1-[&, File Respanse Export Data

@ NIMRX2E00  create Monitor
=1-[&, Mumber of mate

g NIMRX2500  Properties

e Delete Object
Deletes the selected QoS object and
all associated data. Note that object
will be recreated after a while if the
probe still sends QoS data.

e View Data
Opens the graph/table displaying the
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data series for the selected QoS target.
Also see the section Viewing the
Quality of Service (QoS) Data.

e Delete Data
Opens the Data Management dialog
for the selected QoS object, allowing
you to delete the complete QoS data
series, or just for a selected period.
The QoS object is not deleted
selecting this option, and data will
continue to be stored in the database
table.

e Create Monitor
NOTE:
This feature introduced in SLM
version 4.30 will be activated and
visible, provided that the qos_engine
probe is installed.
Opens the QoS Monitor dialog, letting
you create monitoring profile(s) for
the selected QoS object. This way you
can monitor the QoS data for an
object. Thresholds can be set, and
alarms will be issued if these
thresholds are breached.
This feature was introduced in SLM
version 4.30.

If one or more monitoring profiles
have been created for the QoS object,
the icon will get a red frame.

Clicking Tools > Options in the menu
bar (see Tools), a separate window
will be launched, listing all QoS
monitors created. Selecting one of the
QoS monitors in the list, you can view
the graph/table for the QoS object and
also modify the monitoring properties.

See the section Creating QoS Monitor
Profiles to learn more about creating
QoS Monitors.

e Properties
Opens the dialog for the selected QoS
target, where you can edit options and
parameters.

e Properties
Opens the dialog for the selected QoS
target, where you can edit options and
parameters.

Web reports
Here you will find the SLA- and QoS-reports.
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SLA reports

Under this node you will find SLA reports for
all defined SLAs. The reports will be grouped
and have a tree-structure identical to the tree-
structure of the SLAs. You can navigate to
SLAs that are placed in groups by expanding
the group child node.

¥ Service Level Manager - [Se... [Z][EWX

___J' File Wiew Tools ‘Window Help - a x

EEE | 5 S| &

[L'] Service Level Agreements [SLA]
Operating Periods

%3 FTP Profiles

[ Calculation Profiles

+

+

+

Service

Eage - § sty of
- Q ‘wieb Repaorts
= SLA Reports

+- [\ Accounts
+- ] Operations
—-C¥ QoS Reports
O Al PDF Reparts
= 7] Carstein: QoS Reports
+- [ windows ‘wWork stations
=] Metwork Reports
O Mimsoft Metwaork Maoritor
Q temaory U zage
Q MHAS w3 CPU and Memary Beport
+ [1,'_-] Dyramic Reparts
O FOF Reparts

MpCase 2009-0212

Double-clicking one of the reports (or right-
clicking the report and selecting View Report)
opens the report in a separate window.

Right-clicking the SLA Reports node or a
group of SLA reports and selecting View
Summary opens a summary report for all
reports in that group, where you can drill down
to the individual reports.

QoS reports

Lists all defined Quality of Service reports
defined in the Nimsoft Report Engine. Double-
clicking one of the reports (or right-clicking the
report and selecting View Report) opens the
report in a separate window.

Right-clicking the QoS Reports node (or one of
the QoS reports under the node) and selecting
Configure, opens the report_engine
configuration tool, where you can define QoS-
reports. Reports defined in the report_engine
will be listed as QoS reports under the QoS
Reports node, located in a three-structure
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identical to the report-structure in the
Navigation Pane of the report-engine.

Dynamic Reports
Under the QoS Reports child-node, you will

also find the Dynamic Reports, generated by
the Report Engine probe, provided that the
Dynamic Reports option in the Report Engine
probe is activated.

# Service Level Manager - [Se... EI[E|E|

___J' File Miew Tools Window  Help - O X

E @@ | s 5| &

+

lL:I Service Level Agreements [SLA]
Operating Periods

%3 FTP Profiles

[E1 Calculation Profiles

(W= (uality of

+

+

Service

¥
-0 web Reports
¥ SLA Reports

+- [ Accounts
+ -] Operations
¥ QoS Reparts
D AIlFDF Reparts
=] Carstein: QoS Reports
+- ) windows \Work stations
=] Metwork Repaorts
) Mimzoft Metwark Moritor
@ Memary Usage
@ MAS 3 CPU and Memary Report
+ |1._'J Diynamic Reportz
) FOF Reports

WpCase 20030212

These Dynamic reports are sorted in groups as
defined in the Nimsoft Group Server probe.

The end-node will represent a Dynamic Report
representing a device or host in your Nimsoft
Infrastructure. Clicking the end node will
launch the report in the main window. Note
that the Report Engine probe lets you choose
between different report-layouts, using
templates. You may also edit these templates to
match your needs.

For additional information on reports, see the
section Web Reports.

Main Window Pane

This is the application frame. All child-
windows will be contained within the frame of
the main-window, thus following the
minimize/maximize schemes.
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Handling Child-windows

In addition to the menu options described
below, you have the following possibilities to
handle child-windows opened in the Main
Window Pane:

o The ESC-key

Closes opened child-windows,
one by one.

o CTRL + TAB-key

Toggles between the opened
windows

Using the Windows option in the Menu bar:

Cascade

Useful function when you have a lot
of opened child-windows and dialogs
spread around. The Cascade function
will then place the child-windows in a
nice row in the Main Window Pane.

Save Preferences

Use this option to save new
definitions, or any modifications in
existing definitions.

Tile Horizontal

Tiles the opened child-windows
horizontally with the selected child-
windows on top.

Tile Vertical

Tiles the opened child-windows
vertically with the selected child-
windows on top.

Arrange Icons

Opened child-windows that are
minimized will be arranged in a row
in the lower part of the Main Window
Pane.
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# Seryice Level Manager
File Wiew Tools ‘Window Help

BPE | SE 5 &

=l Service Level Agreements [SL&)
Accounts
& ACustomer
Bl il Business Services
i [E] Testing
[E] web Services [0.00%)
= & Mimsoft
“[E] Metwark Services (98,813%)
i1

Operations

Operating Periods
3 FTF Profiles

[+ Calculation Profiles

-l Quality of Service

[+ ‘Web Reparts

o
:
.

|
d

B Service Level Agreement [Web Services]

| B Service Level Agreement [Network Services]

Name Account

INimsoft

IN etwork Services

Description

Monitor critical network services

Calculation Method Compliance Period

j ‘ | |1 morth, starting september 1, 2008

Percentage

IAverage

Status [ februari 12 2009, 00:05 |
The cument period is:
FEBRUARI 01, 2003 - MARS 01, 2003 (1 manth)

Time uged in the compliance period

Thizs agreement is cunently achieving 98,81 %
of the expected compliance of 99,00 %

Trend analysis: Breaches at februari 24 2009, 12:00

Objectives [SLO] | Alarm Matification I Motes | File Trarsfer I Calculalionsl Excluded Periods |

M ame
@ Esternal Connectivity
(2D Intemal Connectivity
@ Internet Services

| Deseription | weight (%) | Fulfiled (%) |
auta 100,00
100,00

9643

auto
auto

Hpcaze 20090212

1337

The Status Bar
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The status bar, located at the bottom of the
window, contains four fields, from left to right:

1. Status messages.
2. Current SLM Hub (your login hub).
3. The current date.
4. The current time.
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Service Level Manager User Guide

The Service Level Manager application is your
tool to create and modify Service Level
Agreements (SLAs) and to view and print
reports and graphs.

The main components involved in Service
Level Management are:

e Probes that must be prepared to
deliver Quality of Service Data (see
the section Setting up a Probe to
Deliver Quality of Service Data).

e The SLM database, the Nimsoft Data
Engine, the Nimsoft SLA Engine and
the Nimsoft Report Engine, all
installed during the SLM installation.

e The SLM application, with which we
can perform a lot of management
tasks, such as:

o Define SLAs (see Example -
Defining a simple Service Level
Agreement or Creating Service
Level Agreement).

o Watch the reports (see also the
section Web Reports).

o Print the reports (see Printing
Reports).

o  Customize the reports (see
Dynamic Reports).

o Handle alarms (see the section
Handling Alarms).

Service level monitoring is mostly an
automated task. When the SLA and the
underlying structure is defined and activated,
data is recorded and computed in the
background. Alarms will be generated and the
Data Engine and the Report Engine will
generate reports automatically.

Login
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The Login dialog is simpler than that of the
Infrastructure Manager and Enterprise Console.
You must specify a valid Nimsoft user name
and password.

Note:

If already logged on (if e.g. running the
Infrastructure Manager, Enterprise Console
etc.), the login dialog will not appear at all
when launching the SLM application.
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Login - Service Level Manager

Uzer Mame: |administratu:ur

Pazzword:

xxxxxxx)1

] Cancel | Feconfigure |

£

o

Note the Reconfigure button. Clicking this
button launches the SLM Properties dialog,
enabling you to change the SLM connection
properties. You are allowed to change SLM
Hub and Nimsoft Alarm Server.

For further information, see the Properties
description and the section Setting the
Connection Properties.

Note that all defined Nimsoft user names are
associated with an ACL (Access Control List),
defining the privileges for the user.

There are ACLs for different types of users
needing different privileges, such as operator,
guest, superuser, administrator etc.

These ACLs can be modified by users with
administrator privileges.

If attempting to log on as a Nimsoft user
without valid privileges, the following message
will appear:

Service Level Manager

four user account 'rune’ does nak have enough privileges ta run the NimBUS Service Level Manager,

Flease contact your MimBUS administrator in order ko upgrade your ACL privileges,

x|
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Ask your Nimsoft administrator to upgrade
your privileges.

See the section <A HREF="ms-
its:\Manager.chm::/managingthea
ccesscontrollistacl.htm">
Managing the Access Control List</a> in the
Infrastructure Manager on-line documentation
for further information.

If logging on as a Nimsoft user with limited
privileges (e.g. Operator), some of the options
and tool in the application are grayed out and
not active.

Note:

With Service Level Manager 4.20 or newer, it
is also possible to log on the Nimsoft consoles
as a LDAP user. See the Infrastructure
Manager documentation for further
information.
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Creating Service Level Agreements

The process of creating Service Level
Agreements consists of the following steps:
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Create a new SLA and define your
o Compliance requirement.
Compliance period.
Calculation method.
Excluded periods.

Optionally attach the SLA to an
account.

O O O O

Create your SLO(s) and define your
o Calculation method.
o Excluded periods.

o Optional advanced Options:
adding notes, FTP details and
alarms.

Defining QoS constraints with
QoS Object and source.
Defined expected QoS value.
Operating period.
Calculation method.

O O O O

Creating a SLA

There are several ways to invoke the Service
Level Agreement dialog:

If you first want to create a new group
for the SLA, you right-click the
Service Level Agreement Node in the
Navigation Pane and select New
Group.

If you want to place the SLA in a
specific SLA group, you right-click
that group in the Navigation Pane and
select NewSLA.

Create a new SLA by:

o Selecting File > New > Service
Level Agreement.

o Right-click the Service Level
Agreement Node in the
Navigation Pane and select New
SLA.

o Choose one of the SLA wizards
available by selecting Tools >
Wizards from the Menu bar.

Note that you may move a SLA from one
group to another in the Navigation Pane, using
drag-and drop.

Introduction

Enter a descriptive name and a complete
description of the SLA.
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Then add your requirements to the SLA
according to your needs and specification.

e  General Settings.

e  Service Level Objectives.

e Alarm Notification.

e Notes for the SLA.

e Using FTP profiles with the SLA.

e Recalculating your SLA compliance.
e Excluding data for specific periods.

B Service Level Agreement [My Company Report]

Mame Account D —
|M_I.I Company Report |M_|,| Caompary j | 29 =
Dreszcription

Calculation Method Compliance Period Fercentage

|,|'l'|,-...lerage j | |1 manth, starting mars 1, 2006 | 1845 ﬁ&;

Status [ april 10 2006, 14:01 ]

The current period is: Thiz agreement is curently achieving 93.25 %
APRIL 01, 2006 - kMal 07, 2008 [1 manth] af the expected compliance of 84.50 %
Time uzed in the compliance period Trend analpsiz; il not breach at the current ratel
]
Objectives [SLO] l Alarm Motification l Motes l File Transfer Ealculatinnsl Excluded Periods l
Name | Description | wisight (21| Fulfiled (32) Mew
&) New 5L0 auto 53.25 :
Edit
Delete

General Settings

The following table describes the various fields
in the SLA form:
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B Service Level Agreement [My Company Report]

M arme Accaunt 1D —
|My Compary Feport |My Company j | 39 =
D escription
CPU uzage.
Calculation bethod Compliance Penod Percentage
|.ﬂ.verage ﬂ |1 manth, starting mars 1, 2006 E.;." 845 j“’/o

e Name

The short name of the SLA.
e Account

If you want the SLA to belong to an
account, you simply select the account
you want the SLA to belong to from
the drop/down list.

An account typically defines a
customer/company and the associated
privileges. The administrator can
create and manage accounts through
the Security menu in the Infrastructure
Manager Menu bar.

See the on-line documentation for the
Infrastructure Manager for further
information.

e Description
A longer descriptive text, stating the
e.g. purpose of the SLA.

e |D
Each created SLA is automatically
assigned an ID number.

e Percentage
Sets the compliance percentage of the
current SLA.

e Compliance period

----_'“'-‘l
o Clicking the Set Compliance
Period button opens the Compliance
Period dialog, enabling you to set the
SLA compliance period (the period
where the compliance percentage is
computed), and start date.

The compliance period will constrain
the SLA (with its underlying SLO and
QoS constraints) to a user-defined
timeframe, complying with an
agreement between two parties. A
typical period for SLA monitoring is
on a monthly basis. You may,
however, create daily and weekly
periods as you wish.
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The compliance period will,
depending on its type (weekly and
monthly) have fixed starting dates.
For weekly reports the starting day is
Mondays, and for the monthly reports
the starting day is the first day of the
month. However, it is possible to
modify the starting day according to
your specific needs. E.g. let’s say you
need monthly reports running from
the 15th; then you adjust the starting
date accordingly.

The difference in the interpretation of
the starting date for the compliance
period types is listed below:

o Daily
The starting date is irrelevant.
o Weekly

The starting date defines the
starting day in every week.

e Monthly
The starting date defines starting
day of every month.

Compliance period X

" Day ]
Choose one of the period

& WEEk[S] intervals as your caomplianoy Cancel

(* Month(sk perind.

1 matith, starting aprl 01, 2006 ﬂ

Timezone Setting

|[GMT] Greenwich Mean Time : Dublin, Edinburgh, Lisbe ~ |

Example:
1 month, starting April 01, 2006,

means that the compliance is
measured and recorded into the
database as soon as the next
period starts.

e Timezone Setting
This option enables you to set the
time zone for your location. By
default, the time zone of the
location where the data engine is
located is selected. As long as the
SLM and the data engine are
located in the same time zone,
this setting should normally be
used.
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If you collect data from another
time zone, and you want the SLA
report to reflect the time in that
zone, you can select this time
zone here.

Calculation method

The SLA Monitors the compliance
from the SLO(s). Calculation method
is the way the SLA calculates the
compliance input from the SLOs (see
the section
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Status [ apnl 10 2006, 14:01 ]
The current period iz:
APRIL 01, 2006 - bAl 01, 2008 [1 month)

Time uzed in the compliance period
————
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Compliance Calculation). It is
possible to define excluded periods,
where the measured compliance will
not influence the SLA (e.g. planned
maintenance, company holiday etc.)
The sample values are calculated
according to the selected Calculation
method:

o Average
Calculates the average
compliance from the SLOs.

o Best
Selects the compliance from the
SLO, if more than one, with the
best values.

o Sequential
Summarizes the periods when the
expected value is not met for all
SLOs and calculates the
compliance.
The difference between 100 %
and achieved compliance for each
SLO is summarized and extracted
from 100%.

o Weight
Weights the compliance from the
different SLOs, according to
importance (either auto- or
manually defined).

Selecting this option opens the
Weight Properties dialog, where
you can weigh the importance of
the different SLOs, either
manually or automatically (see
the section Distributing
Importance (weight)).

o Worst
Selects the compliance from the
SLO with the worst values.

Status

Thiz agreement iz currently achieving 93,25 X
of the expected compliance of 84,50 %

Trend analpziz: Wil not breach at the current ratel

The status field gives you the following
information:

The current period
Shows the current period defined by the
compliance period settings (see above).

Time used in the compliance period

Shows the current placement in the compliance
period. The dark part indicates how much time
is spent of the period.
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Achieved compliance
Shows the current compliance percentage
values.

Expected compliance
Shows the expected compliance percentage
values.

Trend analysis

Indicates if and when the SLA breaches the
defined compliance percentage.

If a part of the bar is red, it indicates how much
is used of the “allowed” unavailability. A bar
that is almost completely red indicates that it is
close to a breach.

The Service Level Objective (SLO)
List

The service level objective list shows the status
of the objectives within the current SLA. The
table below describes the fields and the action
buttons related to SLOs. You may copy an
existing SLO from another SLA by drag and
drop operations.

Objectives [SLO] l Alarrn M atification l Motes l File Transfer l Ealculatiuns] Excluded Periods l
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M arre | Description | wisight (%] | Fulfilled () New
%) New SLO auto 93.25 .
Edit
Delete
Name
The short name of the SLO(s).
Description

A longer descriptive text, describing the
purpose of the objective

Weight

Shows the settings for the importance of the
objective (see Distributing Importance
(weight)) in relation to the other objectives
within the current SLA. The possible values
are auto or a percentage value.

Fulfilled
Shows the level of fulfillment (percent) of the
objective. 100% means completely fulfilled.

New [Button]
Create a new objective within the current SLA.

Edit [Button]
Edit the selected objective.
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Objectives [SLO] |

Delete [Button]
Removes the selected objective from the
current SLA.

Legend

&-The SLO is compliant with the
requirements stated by the SLA and the QoS
constraints defined within the SLO.

©-The SLO is not compliant.

£ -
I -No compliance values are currently
available.

Alarm Notification

SLM is capable of generating alerts whenever a
SLA has breached the defined compliance
settings. The alert is treated as any alarm, and
may be forwarded to e.g. email, paging etc.

l Mates ] File Transfer ] Ealculatians] Excluded Periods ]

v Generate alarm when breaching the compliance percentage

Expected X 4.5 [v lzzue warning at % |90 ﬂ

The MimBLIS [ ata-Engine will izzue alarms when the complhance percentage breaches the
expected value or the warning threshold. & warning meszage may notify you about an
upcoming SLA breach. The alarm messages may be viewed uzing any HimBLS Console at
wour digpozal, or by double-chcking the ‘Alarms' node in the navigation area.
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Generate alarm when breaching the
compliance percentage

Check this option if you want to be notified
upon SLA breach. A standard Alarm is issued
when the compliance breaches the value you
specify in the Expected field (see below).

Expected %
Specify the threshold value for the alarm.

Issue warning message at

Check this if you want to be notified prior to
the SLA breach, and also the threshold for
generating the warning.

Notes

Any system administrator will comply with the
fact that "unscheduled things may happen".
This information is included in the reporting
feature of SLM. E.g. you may want to notify
about an event that occurred in the operating




period and therefore affected the outcome of
the SLA compliance.

Objectives [SLO) l Alarm Motification  Motes | File Transfer l Ealculatiuns] Excluded Periods l

Official Mew
april 10 2008, 14:30 Manitaring started  “es "We started monitoring the SLA. .
Edit
Delete

Date
Ties the note to a specific date/time.
Title
A descriptive text, describing the reason for the
note.
Official
Defines the note to be official (included in the
reports).
Text
The actual text body of the note

New [Button]
Create a note within the current SLA. The Note
editor appears, enabling you to type your note.

MNote editor £
[v Offical note [on reportz] Date | april 10, 2006 14:47 j i
Title Cancel

Edit [Button]
Edit the selected note.
Delete [Button]
Removes the selected note from the current
SLA.
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File Transfer

The report engine will use the profiles defined
in this list to transfer the HTML reports using
FTP (File Transfer Protocol). The reports may
be published to a web server for browsing.
Simply drag the FTP profile(s) from the
navigation-tree into the list to activate the FTP
mechanism.

New [Button]
Assign a FTP Profile to the current SLA. Also
see the section Creating a FTP Profile.

Delete [Button]
Removes the selected FTP profile from the
current SLA.

Objectives [SLO) ] Alarrn Motification ] Mates  File Transfer Ealculatians] Excluded Periods

............................

FTP profile | Hew
% MyFtp
Delete
Calculations
A compliance calculation is automatically
performed on schedules as specified in the
sla_engine. You may, however, require a
recalculation due to various reasons by creating
a new calculation.
The list shows all available compliance jobs
related to the current SLA.
Job Id.
The job identification number assigned to a
new job.
Period Begin
Defines the starting date/time of the
compliance calculation period.
Period End
Defines the end date/time of the compliance
calculation period.
Owner
The name of the operator that requested the
calculation job
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Job Start
Defines the date/time for when the compliance
calculation job should start.

Job Expire
Defines the date/time for when the job is
automatically removed from the SLM system.

History
Indicates that compliance data should
recorded/saved for historic reports.

New [Button]
Initiates a new compliance calculation using
the current SLA.

Edit [Button]

Edit the selected job (only available when the
job is queued).

Delete [Button]

Deletes the job from the system.

View [Button]
View the result of the compliance calculation.

JobID | Period Begin | Period End | Owner | Job Start LUl Mew
§53393  01/04/2006 01/05/2006 SYSTEM 11/04/2006 00:05:00 1

§53307 010442006 010542006 SYSTEM 10/04/2006 14:25:00 1

§53299 010442006 01 /0542006 adrministratar 10042008 140100 [ poorg
§53298 010442006 01 /0542006 adrministratar 10/04/2006 14:01:00 1
¢ »

Also see the section Watching SLA
Calculations.

Excluded Periods

In normal system management scenarios,
services are subject to maintenance. Some
maintenance is scheduled and some is not.
Depending on the service level agreement
between the parties involved, data may (or may
not) be excluded due to unavailability of the
service. The unavailability will most certainly
affect the SLA compliance.

e New [Button]
Opens the Exclude period dialog,
enabling you to define an exclude
period for the current SLA.
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Ed)

Exclude period

Fram ]

| apil 11,2006 0000 - Cancel
To

| apil 11,2006 0100 - v AddNote
Mote

[v Offical note [on reportz]

Title

S0L Server Agreed Maintenance.

Thiz period waz agreed upon to apply maintenance

o From Date
Defines the starting date/time for
when to exclude data.

o ToDate
Defines the starting date/time for
when to exclude data.

o Note
The textual note (title and a
description) related to this
exclude period.

o Official
Should the exclude period appear
on the reports.

e  [Edit [Button]
Edit the exclude period and note.

e Delete [Button]
Deletes the exclude period from the
current SLA.

When clicking the OK button, the excluded
period newly created will appear in the list
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Objectives (5L0] | Alam Notiication | Notes | File Transfer | Calculations ~ Excluded Periads |

From date | To date | Maote | ol i
() Tue Apil 11,2006 00:00 Tue April 11,2006 01:00  SOL Server Agreed Maintenan...  ypes|
E dit
Delets

See also the section Excluding Quality of
Service Data.

Creating a Service Level
Objective (SLO)

Pressing the New button creates a new SLO
form for you to complete. Enter a descriptive
name and a complete description of the
objective.

% Service Level Objective [xprone.nimsoft. no/Server]

Mame @
|Eerver |

Deszcription

Status [ May 18 2006, 00:07 ]
The curent penod is: Thiz objective iz curmrently achieving 5452
k& 07, 2008 - JUME 07, 2006 [1 manth) of the expected compliahce of 98.00

o

Cuality of Service l alarm Motification ] Excluded Penods ] Calculation Settings]

Qa5 Mame | QoS Description | Source | Target | weight [%]|  Fuliled (%] | Mew
@ QOS_CPU_USAGE  CPU Uzage Hprune.nimsuft.nu:- :-:pr.u:une.... auto 93.95
[F1305 DHCP_RES... DHCPFRespo..  pronenimsoftho  odinni.. auto n.an
@ QOS_MEMORY_U... Memor Usage  &pronenimzoft.no  sprone... auto B3.62
B F
< >
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A SLO is built around one or more constrained
Quality of Service (QoS) objects. The
constraint is a combination of source, target,
threshold and operating period settings for the
QoS object.

You may invalidate the objective for certain
periods, either known scheduled "down-time"
due to maintenance etc. or unforeseen
situations.

Breaches of the objective may also be reported
as alarms, as you could with SLAs.

These are the various fields in the main SLO
form:

Name
The short name of the SLO.

Description
A longer descriptive text, stating the e.g.
purpose of the SLO.

Achieved (status)
Shows the compliance percentage of the
current SLO.

Expected (status)
Shows the expected compliance percentage.

The Quality of Service Tab

oS Hame [0S Descrphon Source T arget “Wwheight %] F M e
L3005 _DISK_USAGE  Disk Uzage ROME iyt ALt Edit
&) 005_CPU_USAGE  CPU Usage ROME ROME auto

Delete
Browse
= F
< >
QoS Name
The official name of the Quality of Service
object.

QoS Description

The description of the Quality of Service object
Source

States the source of the QoS data. E.g.
computer, device etc

Target

States the target of the QoS data. E.g. the disk,
network service, CPU, etc

Weight

Shows the importance of the QoS constraint in
relation to the other QoS objects within the
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current SLO. The possible values are auto or a
percentage value.

Fulfilled

Shows the level of fulfillment (percent) of the
QoS constraint. 100% means completely
fulfilled.

Operator
The operator code for the value comparison

Threshold
The value set as expected QoS value for the
QoS constraint.

Op.period
The defined operating period for the QoS
constraint

OK

The number of samples that are validated
against the threshold + operator and found to
be ok.

Total
The number of sampled data used in the
calculations.

Accuracy
The accuracy of the sampled data

Calc.method
The selected calculation method for the QoS
constraint

Order
The order of the QoS constraint in the list.

New [Button]
Create a new QoS constraint within the current
SLO.

Edit [Button]
Edit the selected QoS constraint.

Delete [Button]
Removes the selected QoS constraint from the
current SLO.

Browse [Button]
Browses the QoS samples related to the current
compliance period.

The Quality of Service constraints for the
current SLO shows a current state based on the
last computations by the SLA Engine. A green
indicator illustrates a positive direction, i.e. the
QoS is above the SLA compliance percentage.
A red indicator means that the QoS is not
conformant with the expected SLA fulfillment,
this may however, not mean that the objective
is breached. This depends on the weight of the
QoS constraint in relation to the other
constraints. The legend is as follows:

@-The QoS is compliant within the defined
constraints (source, target, threshold and
period).
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O -The QoS is not compliant.

I -No compliance values are currently
available.

-3 5"|

These buttons let you move QoS constraints up
or down in the list. Note that the buttons will
not appear if using a pre Nimsoft 3.30 SLM
database.

The Excluded Periods Tab

The service level objective list shows the status
of the objectives within the current SLA. The
table below describes the fields and the action
buttons related to SLOs.

Cuality of Service | Alarm Motification  Excluded Periods l Calculation Settings]

Frorm date | To date | Maote | M e
"7 Tue April 11, 2006 00:00 Tue April 11, 2006 01:00 Agreed Excluded P...

E dit

Delete

From date
Start of the exclusion period.

To date
End of the exclusion period

New [Button]
Create a new period within the current SLO.

Edit [Button]
Edit the selected period.

Delete [Button]
Removes the selected period from the current
SLO.

The Alarm Notification Tab

Breaches of the SLO may be reported as
alarms.
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‘Blarmz' node in the navigation area.

[aenerate alarm on compliancy breaches

Expected % |B45 ﬂ [+] lzsue warning at % |56 —

Cuality of Service  Alarm Matification l Excluded Periods | Calculation Settings]

r

The HimBIIS Data-Engine will izzue alarms when the compliance percentage breaches the expected
walue ar the warning threshold. & warning meszage may notity you about an upcoming SLO breach. The
alarm meszages may be viewed uging any MimBUS Console at your dizpozal, or by double-clicking the

&
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Generate alarm on compliancy breaches
Check this option if you want an alarm to be
generated when the SLO breaches the value
specified in the Expected field (see below). A
standard Alarm is issued.

Expected
Set the compliance level threshold value for the
alarm.

Issue warning at

Check this option if you want a warning to be
issued at a specified compliance level prior to
the SLO breach

The Calculation Settings Tab

Here you can select the way the compliance for
the SLO is computed (see the section
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Compliance Calculation).

Calculation methods available depend on the
selected Calculation type.

Cuality of Service | Alarm Motification | Excluded Periods  Calculation Settings l

Calculation Type Calculation kMethod

(%) Fomula Average bl

() Profile Best method to Lise when
Sequential thods available are
Wweight
Worst

e Calculation type
If Formula is selected, you are
allowed to select one of the
Calculation methods from the drop-
down menu.

The calculation methods determine
how to use the calculated compliance
percentage from the QoS constraints.

The compliance percentage is defined
to be the percentage of time that the
QoS, constrained by e.g. operating
period and thresholds, should be
considered compliant within the
compliance period.

o Average
Calculates the average
compliance percentage from the
QoS constraints.

o Best
Selects and uses the compliance
percentage from the QoS
constraint with the best
compliance.

o Sequential
Summarizes the periods when the
expected value is not met for all
QoS constraints and calculates
the compliance.
The difference between 100 %
and achieved compliance for each
QoS is summarized and extracted
from 100%.

o Weight
Weights the compliance from the
different QoS constraints,
according to importance. When
weight is selected, the Weight
Properties dialog is opened,
enabling you to set the
importance of the different QoS
constraints.
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o Worst
Selects and uses the compliance
percentage from the QoS
constraint with the worst
compliance.

e If Profile is selected, you are allowed
to select one of the defined
Calculation profiles (if any) from the
drop-down list. Note that these are
listed under the Calculation Profiles
node in the Navigation Pane.

You will then get the compliance
percentage for the SLO.

Guality of Service | Alarm Motification | Excluded Periodz  Calculation S ettings

Calculation Type Calculation kMethod

) Formula AWD w

(%jmf“ﬁ ou may configure the way the SLO = computed.  Select the method to use when
computing the compliance percentage for thiz SLO. The methodz available are

dependent on the selected twpe.

Defining a Quality of Service
object

Any QoS enabled probe will initiate itself
(during startup) by sending a
QOS_DEFINITION message. This is picked up
by the Data Engine and decoded for
information. The content of this message refers
to a Quality of Service object in the database.
The object will automatically be created in the
database with the provided information. You
may, however, also create the QOS object
manually, by adding the definition using the
Service Level Manager. Select File > New <
Quality of Service from the menu bar.

The following table describes the various fields
in the dialog form:
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® QoS Definition - [New]
— Properties

N ame IDDS_N ]

Description IM_',' new QoS
Group IMyGrnup ﬂ

L rit IMEgaT an ;I rit abbresviation IMT vI

iUse specific data type properties

= Hasz maximumn value Object type

|z of twpe ‘Boolean' [True/Falze] IIntervaI j %

Name The actual object name on the form QoS_xxx.

Description A short descriptive text.

Group The group the object belongs to.

Unit A string stating the unit (e.g. Milliseconds, Centimeter, etc.)
Unit Used by reports and views (e.g. ms, cm)

abbreviation

Has maximum Defines the object with a maximum value.
value

Is of type Sets the type of the object to be Boolean (True/False).
Boolean

Defining QoS Constraints

The Quality of Service data itself has no value
to the service objective unless it is constrained
to a specific time-period, specific source/target
information and rules to check the actual
sample values.

Pressing the New button in the SLO form
triggers the QoS constraint dialog-box.
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Quality of Service Constraints

Cluality of Service Object

Drezcription | Diigk Us

Object |305_DISK_LISAGE | Cancel
Source | wprone. nimzoft. no W |

Target | (Y W |

{1 Mot equal to

In operating penod

(") Greater than or equal to
(%) Less than or equal to

Expect Quality of Service to be

Walue LI rik
24000 v | |MB v|

Calculation method

2447

W | | Drefault w |

The following table describes the various fields
in the dialog-box:

Object
Description
Source

Target

Value (Expect
Quality of

Service to be)

Unit

Operating
period

Calculation
method
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The Quality of Service object.

A short descriptive text.

From where the sample-value originates.

The target name of the sample, e.g. a disk, URL etc.

The threshold value, used in conjunction with the rules
(greater than, less than etc.

A QoS definition describes a unit for the QoS value (e.g.
kilo, % mS etc). This will be the default unit. For some QoS
objects you can select other units.

This drop-down list lets you select another unit, if available.
Note that the value will automatically be converted to
match the new value.

Example:
If the value initially is 1 second, and you change the unit to
milliseconds, the value will automatically change to 1000.

The period the constraint is valid. You can select one of the
defined operating periods or select Always (means 24 hours
a day, 7 days a week).

Here you can select Default or one of the custom-made
Calculation Profiles (if any) for QoS calculations. See the
sections Compliance Calculation, Calculation Profiles and
Creating a Calculation Profile. These settings describe the
way the SLO will calculate the compliance input from the
QoS constraints.

NOTE:
If selecting calculation method AND or OR, this will have
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the following effect on the SLA reports: The Weight,
Achieved and Expected columns will display N/A instead of
a value.

The reason is that there is no individual calculation of the
QoS series (all data series are calculated equally).

The value dropdown list will (if available)
reveal the following values:

Minimum sample | Smallest value in sample range (last 24 hours)

Average sample Average value the last 24 hours.

Maximum Highest value in the sample range.

sample

Defined The QoS definition states that a maximum value exists for
maximum value this QoS object, such as a disk sample.

Viewing the current sample-values

Use the QoS sample browser (see Viewing the
Quality of Service (QoS) Data) to determine
the best possible values for your QoS threshold
settings.

Distributing Importance (weight)

When setting up service level agreements and
objectives, we recognize the fact that some
objectives are more important than others. The
same fact applies to QoS constraints. The
weight distribution feature will help the user to
either automatically or manually set up
importance (measured in percent) for SLO or
QoS constraints. Clicking the Weight button in
the SLA dialog opens the weight dialog,
showing a pie chart representing the
importance (%).
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Weight Properties

fﬁ.‘—‘ 5_ ﬁ Set weight » o o0 0 o o ..’I r'ou may chooze to weight the

Wwigight Distribution

elementz autamatically or marually.

2 Mew5lLO2Z

I | Mame "W eight The pie-chart ilustrates the
relatiu:un_xhip I:uetween each itn_am

97 according to the weight diztribution.

B
Pz
B Free (0%
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Automatic Weight Distribution

The weight will automatically be computed
based on the number of objects available
(objectives or constraints). This is the default
method.

Manual Weight Distribution

This mode enables the user to manually
distribute weight using the selected object
(from the list) and the slider. Please note that
all of the 100% needs to be distributed.

Creating a Compliance period

The compliance period will constrain the SLA
(with its underlying SLO and QoS constraints)
to a user-defined timeframe, complying with an
agreement between two parties. A typical
period for SLA monitoring is on a monthly
basis. You may, however, create daily and
weekly periods as you wish.

The compliance period will, depending on its
type (weekly and monthly) have fixed starting
dates. For weekly reports the starting day is
Mondays, and for the monthly reports the
starting day is the first day of the month.
However, it is possible to modify the starting
day according to your specific needs. E.g. let’s
say you need monthly reports running from the
15™; then you adjust the starting date
accordingly.

2% Click the Compliance Period button on
the SLA dialog to open the Compliance Period
dialog.
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See below for a description of the difference in
the interpretation of the starting date (at the
bottom of the dialog) for the compliance period

types.

Daily

The starting date is irrelevant.

Weekly

The starting date defines the starting day in
every week.

Monthly
The starting date defines starting day of every
month.

Compliance period 3]

" Day Ok
Chooze one of the period

[ wieekls] intervals as your compliancy Cancel

f* Month(z] period.

1 motth, starting Aypril

01,2006  «|

Timezane Setting
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Timezone Setting

This option enables you to set the time zone for
your location. By default, the time zone of the
location where the data engine is located is
selected. As long as the SLM and the data
engine are located in the same time zone, this
setting should normally be used.

If you collect data from another time zone, and
you want the SLA report to reflect the time in
that zone, you can select this time zone here.

Creating an Operating Period

Operating periods are used to constrain the
measured values (Quality of Service) to
specific hours of any day.

The operating period is defined to be a
collection of time periods, and is used when we
define new SLAs. We use the Operating
Periods when defining the QoS constraints.

Samples falling outside these time
specifications will not influence the SLO/SLA
compliance requirements.

The Operating Period dialog is opened by
right-clicking the Operating Period Node in
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the Navigation Pane and selecting the New
option.

Operating Period [Company Hours]

Properties

M ame

|I:|:|m|:|an_l,l Hours
Description
|07:00 - 17:00 weekdays

Tirme zpecifications

YWieekday Frorm To B e
tanday 07-00 17:.00

Tuezday 07-00 15:00 E dit
Wednesday 07:00 17:00 —_—
Thurzday 07-00 17.00 Delete
Friday 07-00 17:.00 —

Give the operating period a name and an
optional description. Click the New button in
the dialog to add days and time specifications.

To edit an entry in the list, simply double-click
the entry to open the time specification dialog
for the selected entry.

Time Specification

Weekday Fraom To
Tuesdas <l [wpo =] [ ]
o cancel |

For example, let's create an operating period
we can call Company Hours. First let's define
our work-hours. Normally, they are Monday-
Friday, from 0700 to 1700. The scheduled
downtime is every Tuesday at 1500-2000 (*).

The "Company Hours" profile will contain a
list of time-specifications (days and time) like
the one below:

Day From To
Monday 07:00 17:00
Tuesday 07:00 15:00 *
Wednesday 07:00 17:00
Thursday 07:00 17:00
Friday 07:00 17:00

* We simply ignore the scheduled downtime
because it is outside our "work hours".
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The format of the operating period and the
time-specifications is so flexible that we can
create complex operating periods.

Creating a FTP Profile

The report_engine is able to upload reports to
one or more FTP servers in the network. This
is useful whenever you wish to publish reports
to high-end HTTP servers. You may share FTP
profiles among multiple SLA definitions.
Simply drag the FTP definition from the
navigation-tree into the FTP tab of the targeted
SLA.

Create a FTP Profile by right-clicking the FTP
Profile node in the Navigation Pane and select
New, and the FTP Profile dialog will be
launched.

%= FTP Profile [MyFtp]

EEX

Mame
|I‘--1 wFtp

Dreszcription

|.-'1‘-. zimple FTP transfer

FTP properties

Server [hame/ip]

|r|:|t

|zername

|CEISE

Paszword

EEEEEY

Directory path [where to place the reports]

|.-"t|'|'||:I

The fields in the dialog:

Name
The short name of the profile.

Description
A longer description of the profile

Server
The name of the server to which you want to
upload reports.

Username
The username used to log in when accessing
the FTP server.

Password
The Password used to log in when accessing
the FTP server.

Directory path
In which directory to place the files
Note that the directory path must exist on the
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target computer and that the user specified
must have sufficient privileges.

Creating a Calculation Profile

Users are allowed to define their own
calculation profiles. This is done by right-
clicking one of the Calculation Profiles sub-
nodes in the Navigation Pane and selecting
New.

e Right-clicking the SLO Calculation
sub-node (or one of the defined SLO
calculation profiles), selecting New,
opens an empty dialog enabling you
to define a new SLO Calculation
profile.

¢ Right-clicking the QoS Calculation
sub-node (or one of the defined QoS
calculation profiles), selecting New,
opens an empty dialog enabling you
to define a new QoS Calculation
profile.
=

¥ Service Level Manager

File Miew Tools Window Help
E & B | &

lL:I Service Level Agreements [SLA
Operating Periods

%3 FTP Profiles

[E1 Calculation Profiles

+

+

+-H
+-[Z] QoS Cal
+-Lgd Quality of Se

+

D web Report: Update

These Calculation Profiles can be selected
when defining the calculation properties for
Service Level Objects (SLOs) and Quality of
Service Constraints.

The profiles are based on built-in plug-ins
distributed with the Service Level Manager
application.
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5 Calculation Profile [NEW]

- Properties
Name

lTest

Description

lTest

— Calculation
Plug-in Description

- Data Series Type

(¢ Automatic

lCaIcuIate availability by a logical expression

This plug-in supports multi-serie calculations

=

" Asynchronous

—Wariable Configuration

Name l Description

I Value I

Missing samples
Expression

How missing samples should be treated
Logical Expression
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Name
Give the new Calculation profile a
name in this field.

Description
Give a short description of the
Calculation profile in this field.

Calculation

You can select one of the available
calculation plug-ins from the drop-
down list.

Available plug-ins in the list depends
on if you have opened the dialog for a
SLO calculation profile (multi-series
calculations) or the list for a QoS
calculation (single-series
calculations).

The figure above shows the dialog for
the QoS calculation profiles.

We currently have four plug-ins:
For QoS calculations:

Calculate availability from the
average of all samples.

Finds the average value of all
samples and compares this value
against the defined threshold
value.

- If the average value of all
samples meets the constraints, the
availability for that QoS is 100%.
- If the average value of all
samples does not meet the
constraints, the availability for
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that QoS is by default set to 0%.
Note: Setting the Breach value to
another value, using Variable
configuration (see below), and
the percentage (on breach) can be
set to another value than 0%.
Also note that you can define the
way NULL values are handled.
(NULL value, typically if a probe
does not measure a value from
the target due to a timeout, e.g. no
answer to a ping).

Example:
Threshold: 5

Samples: 5,4,8,6,2 and one
NULL sample.

Define NULL sample as ignored
and Breach Value as 35%, using
the Variables Configuration.

Availability: The NULL sample is
ignored, giving an average value
of (5+4+8+6+2)/5=4.6.

This is below the threshold (5),
and therefore a breach condition
(which we have set to 35%).

Calculate availability from
number of samples that meets the
constraints.

This profile calculates the
availability by finding the
percentage of samples that meets
the constraints.

Note that you may, using the
Variables Configuration, define
how missing samples should be
treated: either ignored (and not
influencing the availability) or
treated as samples not meeting
the constraints.

Example:
Threshold: 5

Samples: 5,4,8,6,2 and one
sample missing.

Define missing samples as
ignored, using the Variables
Configuration).

Availability: One sample missing
(ignored), 3 of four samples
meets the constraints, giving an
availability of 75%.

Calculate availability from the
median.

The median of a number of
values is found by sorting the
values in a row in descending
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order. The value found in the
middle of the row is the median
value.

Example:
Threshold: 5

Samples: 5,4,8,6,2.

Sorted in descending order:
2,4,5,6,8 The value in the middle
of the row is 5, which means that
the median value is 5.

Availability: The median value 5
means that the threshold value is
not breached. This mans 100%
availability.

Note: Using the Variables
Configuration, you are allowed to
define a floor level and a ceiling
level. Values below the floor
level and above the ceiling level
will be ignored and not count
when calculating the median
value.

For SLO calculations:

o Calculate availability by AND-
ing or OR-ing the data series.

o Calculate availability by logical
expression

For creating a new Multi
Expression in SLM, create a new
Calculation Profile under SLO
Calculations. For setting the
logical expression in the profile,
set the value in the Expression
field.

Data Series

o Automatic
QoS Data is recorded at intervals
as specified in the probe
configuration.

o Asynchronous
QoS Data is recorded only each
time the measured value changes.

Variable Configuration
This field enables you to modify the
selected plug-in.

Example 1:
If using the plug-in “Calculate

availability from the average of all
samples”, you double-click the lines
in this field to define how to handle

94



Null values samples and Breach
values.

¥ ariable Configuration

M ame D'ezcription W alle

Breach value Syailability in percentage on breach
MULL walue Walue uzed to replace MULL zamples

Breach value

When the average value breaches the
defined threshold for the QosS, the
average value is by default set to 0 %
availability for that QoS.

This can be overridden by clicking the
Breach value entry and set the Breach
value to another percentage, e.g. 54 %
as in this example.

Availability in percentage on breach

Breach value ak
[
|IIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIllllllllll:.gllllllllllIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIII| E-I DI:I I:anl:el

Null value

In the case of Null value samples in
the data series, you have the following
options on how these samples should
be treated:

If none of the options described below
are selected, a NULL sample will be
treated as a not compliant value.

o lgnore
The samples will be ignored and
will not influence on the
compliance percentage. The value
“0” will be entered in the Value
column.

o Min
The samples will be set to the
same value as the minimum
sample value found in the
dataseries. The value “1” will be
entered in the Value column.

o Max
The samples will be set to the
same value as the maximum
sample value found in the
dataseries. The value “2” will be
entered in the Value column.
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¥alue used to replace MULL samples

MULL walue

ok

| lgnore

kir
‘Ma:-:

El

Cancel

Note:

Right-click the NULL value entry and
select Clear Parameter to reset the
current parameter value

Example 2:
If using the plug-in with AND or OR

calculation, you double-click the line
in this field to select if the series
should be AND-ed or OR-ed.

Should the series he AMNDed or ORed

Uie oK
|ND |

Cancel
AND

Logical Expression

Expression

If using the plug-in with logical
expression, you double-click the line
in this field to define the logical
expression.

-~ Expression

[lTand2)or[3and4d)

Cancel

For setting the expression use following
guideline otherwise the expression parser error
will occur.

Use AND, OR and NOT operators either in upper and
lower case.

The QOS are represented by integer number.
Each expression must be enclosed in bracket.

Each token in the expression must be separated by a space.

Some valid samples of the logical expression

are
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e (lor2)
e (1AND2)
e (land(NOT2))

e (1AND2)OR(3AND(not4))

Excluding Quality of Service
Data

Backup, hardware/software upgrades etc. are
normal system administrative tasks that make
the systems unavailable for shorter or longer
periods of time. Normally these procedures are
placed to off-hours, such as evenings and
weekends. Scheduled maintenance is covered
by the agreement between the service provider
and the customer. SLM allows you to exclude
data for the period in question prior to the
event, or after the event (this requires a
recalculation of the SLA compliance).

Excluded periods may be created in two
different ways:

e You may create an excluded period
for a specific SLA by or SLO.

e You may create an excluded period
for multiple SLAs by running the Add
Exclude Period wizard (see the
section Creating an Exclude Period,
using the Add Exclude Period
Wizard).

Creating an Exclude Period

You may create an excluded period for a
specific SLA by or SLO by selecting the
Excluded Periods tab in the SLA/SLO dialog
and clicking the New button. This opens the
Exclude Period dialog. Note that Ticking the
Add Note option expands the dialog to display
the Note section, which otherwise is hidden.
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Exclude period X

From ]

| May 02,2005 00:00 - Cancel
To

| May 022006 000+ v Add Note
Mote

[v Offical note [on reportz]

Title

System upgrade

Added more Rabd,

From
Defines the start date/time for the exclude
period.

To
Defines the end date/time for the exclude
period.

Add Note

Checking this option expands the dialog to
display the Note section, which otherwise is
hidden.

The textual note related to this exclude period.

Official note (on reports)
If this option is checked, the excluded period
and the note will appear on the reports

Title and text
A title and a short text, describing the reason
for the excluded period

You may exclude data for the entire SLA or
per SLO. The excluded data will not influence
the SLA compliance calculations, and should
therefore also be present in the report as a note.

Creating an Exclude Period, using
the Add Exclude Period Wizard

You may create an exclude period for multiple
SLAs by running the Add Exclude Period
wizard. Launch this wizard by selecting Tools
> Wizards > Add Exclude Period from the
menu bar.
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-
¥ Service Level Manager

File Miew R

——— Daka Management —
S8l Sla Calculations  Chried
UP aos Manitars Chrl+HM

& FTI
Y SLM Al
|:.a| IW ds arms

+-H
=-H

lad Quamy orservice
@ 'web Reports | AddExcludePeriod ) |

Window Help
Database Status  Chrl+D

Creake SLA By Service

wZar

S0 Query Chrl+0

Export Qo5 Data

This wizard will add an exclude period with an
optional note to one or more SLA/SLO
definitions.

The first dialog lets you define when the period
starts and stops.

Ticking the Add Note option lets you add an
optional title and description of the period.
Ticking the Official Note option, the excluded
period and the note will appear on the reports.

SLM Wizard - Add Exclude Period X
Welcome
‘: - Thiz wizard will add an exclude perod with an optional note to one or more SLASSLO
p—y definitionz.  Thiz operation iz performed in a bulk: fazhion.

nims

Ex=clude From Exclude To

| May 022006 1000 =| | May 022006 0300 -]
v Add Hote
[w Offical note [on reports]
Title

|E:-:n:|uu:|e Period 1

Exclude penod walid for all SLAs.

Mest » Cancel

Click the Next button to continue.

In the next dialog appearing, all SLAs are
listed.

If ticking the Show Service Level Objectives
(SLO) option, also SLOs will be listed below
the SLA they are associated with. Select the
components to which you want to add the
exclude period.
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SLM Wizard - Add Exclude Period -IEI

Select SLA's anddor 5LO':
e
b First, zelect the SLA's and pozsibly the SLO's that will receive the added exclude period.
) [w Show Service Level Objectives [SLO]
E Description | Account SLAID|  sSLOID A
Billion 22
® — [#]'™®: Mew SLO Billion 22 24
C E| BAgync Test |
™ NewSsLD 3 107
B test1 g 13
[ZI bzo 2 test fafasdf zsf by Comp... a3
™ server by Comp... a3 102
E Carsteins ... Billian 20
% testing Billian 20 37
] Exclude P... 7 v

¢ Back Mest » Cancel

Click the Next button to continue.

The final dialog appears. Click the Finish
button to finish and exit the wizard.

SLM Wizard - Add Exclude Period -E|

Final Step.

It

The final ztep iz to actually generate the exclude penods and notes. Prezs the 'Finizh'
buttan ta finalize thiz operation.

nims

< Back ‘ ‘ ,. ........ F InISh.,
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Example - Defining a simple Service Level

Agreement

Nimsoft Documentation: Service Level Manager

Important prerequisite:

To be able to measure the service level, you
must ensure that the probes monitoring your
system are configured to generate QoS (see
description in the section Setting up a Probe to
Deliver Quality of Service Data).

The steps involved when defining a simple
SLA are as follows:

o Define your operating periods.

e Create a new SLA and define your
compliance requirement and measure
period.

o Define the Service Level Objectives
that make up your agreement.

e Advanced Options: adding notes, FTP
details and alarms.

e Excluded periods.

Step 1 — Define an Operating
Period

The first step is to define an operating period.
You will need it in step 3.

Select File > New > Operating Period.

Defining no period will default to a 24 hours x
7 days per week service availability, but most
organizations have a little more complexity
than that. E.g. there may be a regularly
scheduled maintenance window when services
do not have to be available, or some services
may only need to be available during business
hours. In the example below we have chosen to
define a “business hours” period.

You can define multiple periods for multiple
different services as appropriate.

See also the section Creating an Operating
Period for more information.

Defined operating periods will appear in the
Operating Periods node in the Navigation
Pane, available when defining new SLAs.
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Operating Period [24x5]

Froperties

M amne

|Business Hours

Dezcription

|Weekda_l,ls

Time specifications
Ww'eekday From To
b onday 02:00 17.00
Tuesday 0a:00 17:.00
Wiednesday 0a:00 17:.00
Thursday 0a:00 17:00
Friday 02:00 17.00

Delete
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Step 2 — Create a new SLA and

Define the Service Level
Compliance Requirement

Select File > New > SLA.

Give the new SLA a name and a description,
and set the compliance percentage to 99,9 %.
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B Service Level Agreement [New SLA]

Mame Account D —
fwieh Site Download Time = |10 =
Dreszcription
Thiz measures the time taken bo complete the download of the homepage wew nirsoft com.
Calculation kethod Compliance Period Percentage
|.-’-'-.verage j |1 maonth, starting May 1, 2006 e | 934 jﬁ;
Status
The current period iz Thiz agreement is curmently achieving MNAA X
Mot zalculated... af the expected compliance of MiA =
Time uged in the compliance period Trend analysiz; Compliance data iz not available...
Dbjectives [SLO] l Alarm Motification l Motes l File Transfer l Ealculatinnsl Excluded Periods

M arne | Description | wieight (%] | Fulfiled (%] | New

Edit
Delete

o7
Click the Set period button. -
Compliance period IE
 Day L 0K
Choose one of the period
0 Wweekls] intervals as your caomplianoy Canicel
f* haonth(z] period.

1 ranth, starting May 01, 2008 j

Timezone Setting

| Hl

This is the period over which the service level
will be measured and your committed
compliance amount (measured as a percentage)
i.e. if you are going to define a service level of
say 99.9% availability; over which period will
this be measured? You could define this as a
daily service level, in which case your SLA
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compliance will be measured on a day-to-day
basis, or it could be measured weekly or
monthly. You also define when you want the
measurement period to start.

In this case we have selected a weekly service
level that starts on a Monday and ends on
Sunday and we are committed to 99.9%
compliance.

Leave the Timezone field empty if your SLM
is located in the same time zone as the data
engine.

Also see the section

104



Compliance Calculation for selecting a
Calculation method different from Average,
which is default.

Step 3 — Define the Individual
Service Level Objectives

Each Service Level Agreement is comprised of
one or more Service Level Objectives. Each
objective is a data point that we can measure
and calculate into the report — the available
data points are automatically prompted to the
user by using the pull-down tabs.

Make sure the Objectives (SLO) folder is
selected and click the New button.

The Service Level Objective window appears.
(Note that the section Creating a Service Level
Objective (SLO) contains additional
information).

% Service Level Objective [Web Site Download Time/URL Response]
M ame 3

|L|F|L Fesponze
Description
Thiz SLO iz measuring the download time of the homepage weww, Rimaoft, com,

Status
The current period is; Thiz objective iz curently achiewving H/A X
Mat calculated. . of the expected compliance of MN/A X

Quality of Service l Alarrn Motification ] Excluded Periods ] Calculation Settings]

(o5 Marme | (o5 Description | Source | T arget | Wieight [3;]| P Mew

Edit
Delete

Browse

| F

Give the new Service Level Objective a name
and a description. Select the Quality of Service
folder and click the New button.

Now the Quality of Service Constrains dialog
appears.

In this case we have selected the download
time for our home page (URL Response) to be
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less than or equal to 6 seconds and we have
selected that this objective should be measured
in the “business hours” period that we defined
in step 1. We also have the ability to manually
“weight” each objective — so that if there are
several objectives for us to meet, we can tell
the product to apply either equal weightings
(automatically selected) or to weight one
objective more heavily than others. In this case
we will just select a single objective. See also
the section Manual Weight Distribution for
more information.

If you don’t want to use the default calculation
method, you also have the possibility to select
one of the customer-made Calculation Profiles
(if any). See the section Calculation Profiles.
These profiles describe the way the SLO will
calculate the compliance input from the QoS
constraints.

Quality of Service Constraints X
[uality af Service Object
oK
Dezcription |L|FIL Rezponze ﬂ
Object |305_URL_RESPOMSE Cancel
Source | wprone. nimzoft. no j
Target Mimzoft
Expect Quality of Service to be
~
[Greater than or egual ko Value
{* Lezs than or equal to e o
™ Mot equal ko
In operating period Calculation method
Alvways j | Drefauilt j
The definition of the Service Level Agreement
is now complete. Step 4 describes several more
advanced functions that may be interesting.
Otherwise proceed with
Step 5 — Excluding Periods
Step 4 — Advanced Functions
Actually, we have now completed the setup of
the service level agreement but there are
several advanced functions that we will now
introduce as follows:
e Alarming
e Notes
e File Transfer
Step 4a — Alarming
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We can tell the product to send us an alarm
when the “actual” compliance drops below
expected levels. In this case we have asked for
an alarm to be generated if the actual
compliance is 99.8% or lower. Alarms can be
issued to the Enterprise Console, can be
forwarded to other commonly used alarm
consoles such as OpenView, Unicenter, Tivoli
etc, or can be forwarded to email, pagers or cell
phones.

B Service Level Agreement [Web Site Download Time]

M arne Acoount ol —
fwieb Site Download Time | ~| [0 =
Dezcription

Thiz measures the time taken bo complete the download of the homepage v nimzoft com.

Calculation Method Compliance Penod Fercentage

|.-’-'-.verage j |1 rnonith, starting Map 1, 2006 me | 994 iII?;
Status

The current period iz Thiz agreement is curmently achieving MNAA X

by 01, 2006 - JUME 01, 2006 [1 manth] af the expected compliance of MiA =

Time uged in the compliance penod Trend analysiz: Compliance data iz not available..

—

Objectives [SLO]  Alarm Motification l Nu:utes] File Transfer] Ealu:ulatiu:uns] Excluded Periods

[w Generate alarm when breaching the compliance percentage

Evpected X 99.9 W lssue waming at % |99.4 ﬂ :m

The MimBLS D ata-Engine will izzue alarms when the compliance percentage breaches the
expected value or the warning threshold. A warning meszzage may notify you about an
upcaoming SLa breach. The alarm meszages may be viewed uzing any MimBUS Conzole at
your dizpozal, or by double-clicking the ‘4larms' node in the navigation area.

Step 4b — Notes

We can enter a note here as a reminder of some
information if we wish. If we check the “offical
note” box then this note will appear on our
reports. In this example we are informing our
users of when the SLA monitoring started.
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Mote editor

[v Offical note [on reports]
Title

ok

Date |

May 02,2006 1309 ~|

Cancel

|M|:unit-:|ring gharted.

"we started monitoring the SLA on May 02, 2006

% FTP Profile [NEW]

M ame

Step 4c - File Transfer

The generated reports can automatically be put
into a web directory for the pages to be served
up by your web server. All reports are
generated in HTML. Alternatively, we can
select an FTP site to send the reports to.

For more information, see the section Creating

S=1fE

a FTP Profile.

|Our web Site

Dezcription

FTP properties

Server [namedip)

|This iz the zite where we want to FTP the reparts to.

|lzermame

|WWW.SE["."E[HEI’I’IE.CDI’I’I

Paszwiord

Directary path [where to place the reparts]

|.-’tmd
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Step 5 - Excluding Periods

Now the SLA setup is complete. But what
happens if there is an event outside our control
that we want to “exclude” from the SLA
calculation? Some examples of this could be
that you have agreed with your customers that
there will be a one-off maintenance window
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required for applying some much needed
Service Packs. Or, maybe there was a complete
power outage to your building that you agree
should not count towards the SLA calculation
or perhaps a company holiday.

We simply enter the period that we wish to
exclude, and add a “note” to that exclusion.
Again, by selecting the “official note” box, this
note will appear on the reports that everyone
gets to see. This feature is extremely useful,
because it means that we no longer have to go
back and manually recalculate data.

In this case, we have agreed with our web-
hosting provider that there was critical
maintenance to be performed on our SQL
Server database to protect it from the latest
Internet worm. We have agreed to take a 2-
hour outage that will not count towards the
SLA Measurement.

For more information, see the section Creating
Service Level Agreement.

Exclude period X

Fram ]

| May 02,2005 00:00 - Cancel
Ta

| May 02,2006 0100 <) W Add Mote
M ate

[v Offical note [on reports]

Title

SOL Server Maintenance

Thiz period waz agreed upon to apply maintenance

Once we save our work, the product then goes
into action to generate the reports. It will by
default generate a new SLM report every hour,
although you can change that period to your
own specifications. Once the report is
generated, we can go back into our SLM
definition where we can observe trending
information (i.e. are we trending towards a
breach in the future). We can also see the
historical information for this service level.
The reports can be viewed either through your
internal web server, from the FTP site you sent
them to or within the product itself.

Nimsoft Documentation: Service Level Manager 109



Creating a SLA, using the SLA Wizard

The SLA Wizard can be launched by selecting
the Tools > Wizards Option in the Service
Level Manager Toolbar.

Al
T

File  Miew Window  Help
| ][] [| Database Status  Ctrl4D
[ata Management
#C Se qa calculations  Ctrl+d
E;' (05 Manikars ChriM
il Wiew SLM Alarms
+]---
0 e O
- @0 e
Q S0L Query Ctr+Q Export Qo5 Data
Add Exclude Period
Two different SLA wizards are available:
Creating a SLA based on a service
Creating a SLA based on an existing
SLA
Example — Creating a SLA based on
a service
This wizard will create a SLA group containing
one or more SLASs, based on your selections
through this wizard (one SLA for each selected
source computer). Each SLA will consist of
one SLO with one or more QoS constraints,
according to your selections.
Launch the wizard by selecting
Tools > Wizards > Create SLA by
Service.
File Wiew Window Help
| ][] | DatabaseStatus  Ctrl+D
[Daka Management —
w58 o a Caleulations Ctrl+d
E;' (05 Monikors ChrbM
m YWiew SLM Alarms
-
E Ou
E3 e -
a 2QL Query Crl+Q Export Qo5 Data
Add Exclude Period
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First you have to select the type of
SLA you want to create. You have
two options:

o Server SLA
Creating SLAs computing data
from server related probes.
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o Network SLA
Creating SLAs computing data
from network related probes.

Make your selection and click the
Next button to continue.

SLM Wizard - Create SLA By Service IE
Wielcome
e .. . . ,
o Thiz wizard will create a SL.fl'-: group containing SLfi'-. z
bazed on your selected service. The databasze will be

zcanned for JoS objects matching the critena for the
zelected zervice. The SLA will conzist of a zsingle SLO
containing the above mentioned QoS objects.

Select the type of SLA you want to create

| Server -

nims

et = Cancel

Note the following if creating a
Network SLA:

Currently the following two network
probes are supported:

o interface_traffic
o net_connect

When selecting source in the wizard,
it means:

o The robot hosting the probe for
the net_connect probe.

o The device (e.g. a router) for the
interface_traffic probe.

In this example we describe a Server
SLA.
Click the Next button to continue.

e Step 1 prompts you for the following
information:

o Name
This will be the name of the
created SLA group.

o Description
This is a short informative
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description of the SLA. This
information will be displayed in
the Description field of each of
the SLASs created through this
wizard.

o Select Compliance percentage,
Compliance period, QoS
calculation method and QoS
calculation method as described
in the chapter Creating Service
Level Agreements.

Optionally attach the SLA to an
account.

Click the Next button to continue.

SLM Wizard - Create SLA By Service IE

It

nims

¢ Back

Step 1.
First, inzert information about the SLA
Mame
|MewS5La

Dezcrption
‘M y first SLA

Compliance percentage  Account
35 &
Compliance period
|1 maonth, starting kMay 1, 2006
[oS Calculation method
|Default

[1oS Operating penod

ky Compaty

|.-“-‘-.Iwa_l,ls

et = Cancel

Luu@

e Step 2 enables you select the cdm
properties for the SLAs. You can
select:

o If you want to include CPU
usage, Memory usage and Disk
usage.

o Which disks to include?

o If you want to completely skip
the cdm part (selecting Do not
include).

Click the Next button to continue.
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SLM Wizard - Create SLA By Service

It

nims

¢ Back

Step 2.

|5 erver Properties [cdm]

[ Do not include

[w CFPU Uszage
[w Femomn Uzage

[w Dizk Usage
Al digks
f* Selected diskz

Mest »

Cancel

e Step 3 enables you select the

ntservices properties for the SLAs.

You can select:

o One or more of the services
listed.

o If you want to completely skip

the services part.
Click the Next button to continue.

SLM Wizard - Create SLA By Service

It

nims

¢ Back

Step 3.

|S erver Properties [ntzervices)

[ Do not include

Al services

f* Selected zemvices

N 1

Active Call Center Call b anitar
] DHCP Cliest

Office Source Engine
OfficeScant T Listener
OfficeScant T RealTime Scan
Print 5 poaler

Fiunds Service

O SHMP Service

%3

W

Mest »

Cancel
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SLM Wizard - Create SLA By Service

It

nims

< Back

Step 4.

Step 4 enables you select the
processes properties for the SLAS.
You can select:

o One or more of the processes
listed.

o If you want to completely skip
the processes part.

Click the Next button to continue.

E3)

|S erver Properties [proceszses)

[ Do not include

[w CPU Uzage
[w Femomn Uzage

(Al proceszes

f* Selected processzes

[ data_engine.exe
bub. exe
spoaler, exe

50 &
5 ME

— 1

et =

Cancel
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Finally you can select one or more
QoS Source. One SLA will be created
for each of the selected QoS sources,
and the SLAs will be placed in the
SLA group created with the name
specified in step 1.

Click the Next button to continue.
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SLM Wizard - Create SLA By Service IEI

Final Step.
- J ¥
o Select amangst your available IJI_::S FOMIces of choose
‘all'. Presz 'Finish' to complete this operation.
(Wa] (Al zources )
E {» Selected zowrces r
L ] —
C wm-hub-1
wm-hub-2
wm-hub-3
[ =prove. nimsaft. no
< Back Mext = Cancel
e The wizard is now finished. When
you click the Finish button, the SLA
group will be created with one or
more SLAs, depending on your
selections.
Each of the SLAs contains one SLO
with one or more QoS objects
according to your selections.
5LM Wizard - Create SLA By Service -EI
e
| - The wizard will now generate a SLA group with one S04
for each selected zource. Thiz SLA containg a zingle
SLO with one or more constrained QoS objects accaording
Vs ko vour previos selections.
[ ] —
. Eack ‘ ‘ _, ........ F InISh._
115
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Example — Creating a SLA based on
the selected SLA

This wizard will create a SLA, based on a SLA
selected in the Navigation Pane. The
underlying SLO(s) and QoS definitions for the
selected SLA will be used as a template.

e Launch the wizard by selecting
Tools > Wizards > Create SLA Based
On The Selected SLA.

¥ NimBUS Service Level Manager

File Wiew BGEEEN Window Help

Database Status  Chrl+D
Daka Management

SLA Calculations  Crl+d
El Wiew SLM Alarms
g Wizards Creake SLA By Service
S S0l Query Cr+0 = eedonh
+- My bR Mariton Export QoS Data
2] New Group Add Exclude Period

e  Give the new SLA a name and an
optionally short description.
The SLA Description field will
initially contain the description of the
SLA that we use as basis for the new
SLA.

The Based on field will contain the
name of the SLA you have selected to
use as a template.

Select an account from the drop-down
list at the bottom of the dialog if you
want to attach the new SLA to an
account, otherwise leave the field
empty.

Click the Next button to continue.
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SLM Wizard - Create SLA Based On ...

It

Nnims

Yw'eloome

Thiz wizard will gererate a new Service Level Agreement
bazed on the selected SLA. The underlying SLO': and
[0S definitions will be used az a template. vou may
change a few elements.

SL& Mame
Hew SLA,

SLA Dezcrption
Thiz meazures the time taken to complete the downloa

Bazed on
|'We|:| Site Download Time

Account
Fu Ciorn

Mest » Cancel

e The next dialogs ask you to choose a
source and a target for all of the QoS
definitions defined for the template
SLA. Select your definitions (note
that you may skip one or more QoS
objects for the new SLA by checking
the Skip this QoS object option).

SLM Wizard - Create SLA Based On ...

¢ Back

Configure the QoS zource and targets

Firzt, pleaze chooze the target application server type
from one of the options below:;

S5L0 Mame
|L| FL Response

Q05 Description
|DEIS_LIHL_F!ESF'EINSE

QoS Source

| wprone. nimzoft.no -

QoS Target
| Mirnzaft j

I Skip thiz QoS object

....... N EHD ....... Canoad
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Click the Next button to continue.
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e When all QoS objects are defined, the
following dialog appears:

SLM Wizard - Create SLA Based On ...

Final Step.

It

The final ztep iz to generate the SLA with its underling
5L0 and o5 definitions. Press the Finish' button to
finalize thiz operation.

nims

< Back ‘ ‘ _, ........ F mISh ....... ._

Click the Finish button, and the newly
defined SLA will appear in the
Navigation Pane.

If the new SLA is based ona SLA in a
SLA group, the new SLA will be
placed in the same group.

Creating QoS Monitor Profiles

The possibility to create monitoring profiles
that are based on QoS data instead of live
information from a system the way a normal
probe works was introduced in SLM version
4.30.

The feature will be activated and visible,
provided that the qos_engine probe is
installed.

For each QoS Object you will be allowed to
create one or more monitoring profiles of same
or different types.

A dedicated probe (the gos_engine) will
subscribe to QoS messages, each QoS message
will be checked to see if it fits a monitoring
profile (a QoS can match to more than one
profile). If one or more profiles match the
incoming QoS message, the values are
evaluated and alarms issued if a threshold
violation is detected.
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Creating and configuring monitoring profiles
can be done by right-clicking a QoS object
under the QoS node in the Navigation pane.

¥ Service Level Manager

Window Help
E @ S & &

File Miew Tools

+

|]:| Service Level Agreements [SLA]
Operating Periods
%3 FTP Profiles
[E1 Calculation Profiles
lad Quality of Service
+- 1 Application
+ - § Dirscan
+- 3§ Hpovogta default
3 Machine
[3, Computer Uptirme
-1-[E, CPU Usage
g CaseWm2003

[ FEREN ST
=

+

+

@ r Delete Object

gl Yiew Data

* |]__j k Delete Data
ﬁ y Expart Data
+ b
S _Creaistonion),
ﬂ_ Digk. 5 i
ﬁ_, Disk roperties

The QoS Monitor dialog pops up, enabling you
to set the monitoring properties.

Baseline Value Definition

The baseline value is a central element for the
threshold when creating monitors of type
Dynamic.

The baseline is calculated from measurements
collected at a specific time each day for the last
N days or a specific time for the same weekday
the last N weeks.
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Now

Pn . P2 ., P1
time span i

All the samples within all the time spans are
used to calculate the average and standard
deviation of those values. This gives some
fundamental values that can be used for further
calculations.

An example would be: a weekly baseline
definition that is set to 4 weeks and with time
span 1 hour. The QoS arrives at a Friday
13:00:00; this will with a sample rate at 5 min
give us 12 samples for each of the previous 4
Fridays between 12:30 and 13:30. Those 48
samples will be the basis for the baseline
calculation.

QoS Monitors List

=
¥ Service Level Manager
File Wiew BIGEEEN ‘Window Help

Daktabase Status  Chrl+D

Daka Management

SLA Calculations  Crl+d
Monitors k kel

Yiew SLM Alarms

Wizards »

S0 Query Chrl+0

Selecting Tools > QoS Monitors in the SLM
Menu bar, the QoS Monitors window will be
launched. This window lists the QoS Monitors
defined (if any).

QoS monitors are created as described in the
section Creating QoS Monitor Profiles or by
right-clicking in the list, selecting New.

See also the section QoS Monitor Properties
for details.

Right-clicking in the list, gives you the
possibility to:
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e  Create new QoS monitors.

e Edit the properties for the selected
QoS monitor (see QoS Monitor
Properties).

e Delete QoS monitors.

¢ View the baseline values for the
selected monitor (see Baseline Value
Definition).

[&| QoS Monitors

Subsystem | PeriodM... | Perod T...

Timespan | Created

g CPU Usage on dynamic

P

[ Proces: CPU usage - woft.na stalic

¥ URL Response - gmail m Lho dynamic 1.1 214 AVGET2 T week 200

[ URL Responsze - wiw, Delete s himzoft.no dpnarnic 1.1.14 179 &VGE=2 4 week 7200

gUHL Fiezponze - i View Faseling & nimsoft.no [percentils] percentile 1.1.11.1.2 179 95 4 week F200
Computer Uptime an Moo static 111 247 50

¥ CPU Usage - Idle on NIMRX2E00 nimsoft.no static 111 233 95

[ CPU Usage on MIMRX2600.nimsaft.no static 1.1 2298

ECPU Uszage - Spstem on MIMRX 2600, nimzoft. no static 111 232

4

|

Items: 9

QoS Monitor Properties
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& QoS Monitor [URL Response - www.dagbladet.no on xpcase.nimsoft.no ... E|E|FZ|

tdanitar M ame b anitar Type
|L|HL Reszponze - www daghladet no on 2poaze. nimzoft.no [percentile) " Static
" Dynamic

b onitor Subsystem
|'I.1 11.1.2 - Application j v Percentile

Feriod Type Periods Timespan

|week jl*i ||32 anur[s] and (00 | minutes.

Error Threzhold

| Greater Than j |55 Percentile

Severity Level Alarm Mezzage

| 2 majar ﬂ |$NﬂME: breached the erar threshald with $ALUE $0PERATOR $TH

[vw iData Unavailability kMonitor §

Conzecutive failures 3

Severity Level Alarm Meszage
| maior | [sMAME s unavailabe

Monitor Name

The monitor name is automatically filled in,
based on the QoS name, source and target. This
name may be overruled by a name of your own
choice

Monitor Subsystem

This field is automatically filled in with the
sub-system 1D for the device, identifying from
which part which part of the system the QoS
and alarms come. The sub-system IDs are
maintained by the Nimsoft Alarm Server (nas).

Monitor Types

Select a monitor type to be used as a basis for
the threshold calculation. Your choice here
depends on what you want to achieve:

Static
Use Static if you want alarms to be issued if
the QoS value exceeds the threshold specified.

You may specify the threshold as an absolute
value or as a percentage of the maximum value
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(maximum value is only available for QoS
types with maximum size, otherwise grayed
out). You may also select that at least n
consecutive breaches must occur before an
alarm will be issued.

Dynamic
Use Dynamic if you for example want to

consider that the QoS values have a regular
fluctuation, such as high during the work hours
and low at night.

Alarms will be issued if the QoS value exceeds
the threshold, calculated from the baseline
value.

You must specify Period Type, Periods and
Timespan to find the baseline value, which will
be used to calculate the error threshold.

e Period Type is day or week.

e  Periods are numbers, defining how
many days or weeks to be used to
calculate the Baseline.

e Timespan is the time window within
each period, from which samples
should be used to calculate the
Baseline value.

The baseline is calculated from measurements
collected at a specific time each day for the
last N days or a specific time for the same
weekday the last N weeks.

The threshold is defined as an expression that
is calculated in a Lua script. The expression
can contain the following variables that are
calculated based on the baseline settings:

e AVG

e STDEV

¢ MIN

e MAX

e COUNT
Example:
Period Type: Day
Periods: 4
Timespan 1 hour

A sample collected at for example 12.15
o’clock, will be compared with the threshold,
which is calculated from the Baseline value.
The Baseline value will be calculated based on
the average value of the samples collected
within the timespan (1 hour) for the four past
days.
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4 3 2 1 Days
."L ."L ."L ."L
1 : 1 : 1 : 1 1:
P P P P
'H UH 'H PH,
i 0! 10! i 0! 1 0!
P U P U P U pU
'R 'R 'R 'R
1 1 1 1
: 1 : 1 : 1 : 1
P P P P
[ : ] I
M
1 1 1 1 1 1 1
o o o o ]
Lo Lo Lo Lo
| | | | | | | |
[ [ [ [
P P P P
12.15 12.15 12.15 12.15 12.15

The threshold can be by either selecting one of
the formulas in the drop-down list, such as
20% Above Baseline.

Selecting Custom, you may specify a threshold
manually.

Percentile

As for Dynamic (see above), you may use
Percentile if you for example want to consider
that the QoS values have regular fluctuations.

Alarms will be issued if the QoS value exceeds
the threshold, which is a percentile of the
values of the samples collected within the time
spans for the periods specified.

The threshold can be specified as for example
greater than the 95 percentile of the calculated
value.

Alarm thresholds:

Error thresholds must be defined for the QoS
monitors in order to have alarm messages
issued on threshold breaches.

For monitors configured to use monitor type
Static and Dynamic, it is also possible to define
a warning threshold, and you may also select to
monitor for unavailable data.
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Error Threzhald

|Greater Than

Severty Level

Bl

| B azeline - |

Alarm Mezzage

|J rnajor

[ “arming Threshold

[~

|$N.-'-‘-.ME: breached the error threshold with $ALUE $0PERATOR $THRE

[~

0

El

| [-] |

[w Data Unavailability b onitar

Conzecutive failures

Severty Level

—

Alarm Mezzage

|_| majar

[

|$Nﬁ«ME iz unavailable
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The operands available to be used to set the
error- and warning thresholds are:

e Less Than

e Less Than Or Equals To

e Equalsto

e Greater Than

e  Greater Than Or Equals To

Threshold values

e Custom
Selecting Custom, you can compose
your own threshold value. If first
selecting one of the predefined
threshold values, and then selecting
Custom

e Baseline
The baseline is calculated from
measurements collected at a specific
time each day for the last N days or a
specific time for the same weekday
the last N weeks.

e 10 % Above Baseline

e 20 % Above Baseline

e Baseline + Standard Deviation
e Baseline + 20 % of Stdev

e Baseline Period Minimum

e Baseline Period Maximum
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The alarm message text can contain some
variables that will be expanded before the
alarm is sent. The following variables are
supported:

e NAME
e MONID
e VALUE

e OPERATOR
e THRESHOLD

e AVG (dynamic)
e STDEV (dynamic)
e MIN (dynamic)
e MAX (dynamic)

e COUNT (dynamic)

A typical alarm message example would be:
SNAME has breached the threshold value
($THRESHOLD)

Web Reports
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Web reports can be opened and watched by
double-clicking the report icon under the WEB
Reports Node in the Navigation Pane.

The reports are divided into two groups:

e SLA Reports.
These are automatically generated for
each of the SLAs on a schedule
defined in the sla_engine
configuration tool.
Note that the reports are grouped with
the same structure as under the SLA
node in the Navigation Pane.

e QoS Reports.
These reports have to be created.
Right-clicking the QoS Reports sub-
node and selecting Configure, opens
the report_engine configuration tool,
where you can define QoS-reports.

Report templates

Note that the layout of the reports is
determined by the selected report template.
These templates are selected using the report_
engine configuration tool.

For more details, please refer to SLM Probes
= report_engine = report_engine
Configuration section in the Probes online
help.
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The templates can easily be modified as
described here:

Customizing SLA reports
See the section How to Customize your SLA
Reports.

Customizing QoS reports

See SLM Probes = report_engine 2>
report_engine Configuration section in the
Probes online help.

SLA Reports
The following reports are generated:

e  Service Level Agreement (SLA)
reports
It is not necessary to define these
reports, as they are automatically
generated (one report for each SLA)
as scheduled in the sla_engine.
The report_engine configuration tool
(see) lets you select templates
determining the layout of the reports.

The generated SLA reports are
composed of the following pages:

o SLA overview page, reflecting
the status for the SLA and for
each of the SLOs.

o SLO reports (one for each SLO),
reflecting the status for the SLO
and for each of the QoS
constraints.

o QoS graphs for each of the QoS
constraints.

o SLA history page, where you can
watch the historical SLA trend
and also see previous reports.

Note that right-clicking a group and selecting
View Summary opens a summary report for all

reports in that group, where you can drill down

to the individual reports.
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¥ Service Level Manager |Z||E|[z|
File Wiew Tools ‘Window Help

B @@ S| &

= Qﬂ Service Level Agreements [SLA]
- & Accounts
+- B ACustomer
+- B Mimszoft
[t Stian
[t Stian2
+ g Operations
+ Operating Periods
%3 FTP Profiles
+-[5] Calculation Profiles
+-Lad Quality of Service
—|-Ch ‘web Reports
-0 SLA Reports
+- [ Accounts
SR CIpeaticpes

+-C) QoS Repart Miew Summary
Update

HpCase 2009

This is a quick and easy report to get a glance

view of how we’re doing for the current period.

Notice the notes and titles on the report, and
also notice the excluded period defined in the
SLA located at the bottom of the report.

Double-clicking one of the SLA reports opens
the report in a separate window.
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%, Mimsoft [Network Services]

—_—
Cnimsoft

Status
Network Services

This status is generated March 20, 2009 00:05.
The current pericd is March 01, 2009 - April 01, 2009 (1 month}

Current compliance is 96.51%, the goal is 99.00%

Trend Analysis: Breached at March 09 2009, 21:00 [

Service Level Objectives (Summary)

The following service level objectives are defined in this SLA. Each ohjective is listed with its weight
and the percentage of fulfillment. The fulfillment is the relationship between the weight and the
campliancy of the Quality of Serice constraints defined within the SLO.

N Weight Achieved Expected
State Objective ) i :

(%) (%) (%)
Internet Quality

Metwork Connedctivity

Managed Senices

The SLOs defined in the SLA are listed in the
in the table with status info, weight information
and expected / achieved compliance
percentage.

Clicking one of the SLOs opens the report for
that SLO.

The QoS constraints defined in the SLO (in
this case four QoS’s) are listed in the in the
table with status info, source/target, weight
information and expected / achieved
compliance percentage.

Nimsoft Documentation: Service Level Manager 129



&, http://193.71.55.151: B0BO/Account/2/SLM/1/2009.03.01-2009.04.01/slo_3_details.html [= |[B1][X]

Network Services - Managed Services

This status is generated March 20, 2009 00:05.
The current period is March 01, 2009 - April 01, 2009

Current compliance is 99.07%, the goal is 99.00%

Cuality of Service (Constrained)

The following Quality of Service objects (Qo3) are defined in this SLO. Each QoS is listed with its
weight and the percentage of fulfillment. The fulfillment is the relationship between the weight and the
compliancy for the constrained Quality of Sernvice.

Weight Achieved Expected

State Type ™ % %)

Metwork Connectivity

Response
e Metwork Conneclivity
a Response

& 20029, The page was last updated Friday, March 20, 2002 00:05:08

Clicking one of the listed QoS constraints lets
you see the graph for the current compliance
period for the selected QoS constraint.

NOTE:

If selecting calculation method AND or OR,
this will have the following effect on the SLA
reports: The Weight, Achieved and Expected
columns will display N/A instead of a value.

The reason is that there is no individual
calculation of the QoS series (all data series are
calculated equally).

See the graphs below for an explanation of the
different elements used:

1. Outside Operating period
In addition to the data series, the
graph shows periods that are outside
the defined operating period, and the
option Data Outside Operating
Period is set to Show in the
report_engine configuration tool.
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These periods therefore are marked in
the graph, but you can still see that
period.

Interface Traffic

1400004

120000 +

100000+

0000

G0000

Bytesisec

0
00:00

Outside Operating Period

0200 04:00 06:00 0300

10:00

T T T T T T T T 1
1200 14:00 16:00 1800 20:00 2200 0000

003 - Dec 04 2003

Data series outside Operating period
is hidden

In addition to the data series, the
graph shows periods that are outside
the defined operating period, and the
option Data Outside Operating

Period is set to Hide in the
report_engine configuration tool.
These periods therefore appear as grey
fields in the graph.

Interface Traffic

140000

120000 H

100000 H

0000

G0000 +

Bytes/sec

40000

20000

0

00:00

Outside Operating Period

T T T
0200 04:00 06:00 0500

3.

Nimsoft Documentation: Service Level Manager

10:00

T T T T 1
16:00 18:00 20:00 2200 00:00

14:00

12:00

Unavailable

In addition to the data series, the
graph shows periods that are outside
the defined operating period and a
period when data was unavailable
(e.g. the monitored computer did not
respond).
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Interface Traffic

140000
120000 H
100000 H

80000 4

G0000 4

Bytes/sec

40000 4

D T T T T T T T T T 1
00:00 0z2:00 04:00 06:00 0800 10:00 12:00 1400 16:00 18:00 20:00 2200 00:00

Outside Operating Period Unavailable nimsoft-gtw/H-EUnet

4. Excluded periods
In addition to the data series, the
graph shows periods that are outside
the defined operating period and an
excluded period (a period defined in
the SLA to be excluded from the
compliance percentage calculation).

Interface Traffic

140000
120000 H
100000 H

80000 4

G0000 4

Bytes/sec

T
0o:00 02:00 04:00 06:00 0800 10:00 12:00 14:00 16:00
Outside Operating Period Exclude Period nimsoft-gtw/H-EUnet

T T T 1
18:00 20:00 2200 00:00

5. Missing data
In addition to the data series, the
graph shows periods that are outside
the defined operating period and a
period where data was missing (e.g.
the Probe or the Robot hosting the
Probe has stopped).

Interface Traffic

140000
120000
100000 H

0000 4

60000 4

Bytesisec

T T T T T T
00:00 02:00 04:00 06:00 0500 10:00 12:00 14:00 16:00

T T T 1
1800 20:00 22:00 00:00
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The Unavailability Report

Below the graph, you will find a report,
summarizing the periods with threshold
breaches and where the service is unavailable.

The table contains the following information:

e  Status (why the data was unavailable).

e Period start
e Period end

e Duration, how long the data was
unavailable.

Two following two icons indicates the status:

Data is unavailable (NULL values) in the
period.

2]
Data has breached the threshold value in the
period.
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“B http:/193.71.55.213:B0B80/SLM/31/2006.03.06-2006.03.07/qos_77_details. html

Web servers - URL response - URL Response

Type IURL Respaonse

Source demaon.nimsoft.no
Target Kjelkontrollen
Compliance 93.04%

Threshold ==1000.00 Millizeconds

Cperating Period

URL Response

14000
12000
10000
[}
z
g 5000+ ]
o
& G000+
= 4000
A Threshgld l l
e
;oo 0200 04:00 0800 03:00 10:00 12:00 14:00 16:00 18:00 20:00 22:00 00:00
Unavailable B demon.nimsoft.no/Kjelkontrollen

harch 06 2 - March 07 2006

Unavailability Report

The report summarizes the periods with threshold breaches and where the senice is unavailable. A service is
considered unavailable if it is impossible to determine the state of the semice. A breach is defined to be where the
samplevalue does not meet the criteria of <= 1000.00.

Status Period Start Period End Minutes

ETE The nana s ok ind abad kdand e bd aeah O PO08 A8 OO0

A

Historical SLA Report

If we select the history tab from this report then
you will see the historical periods (see
Historical SLA Report).

Historical SLA Report

By selecting the history tab from a report, you
can see each SLA period and the actual
compliance for that period.
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{BRoar's Test [XPRONE] =13l x|

\-—--"‘/’

(n;msoft

L3

ervice Level Managemn t...within reach

|»

Status History
XPRONE

Service Level Agreement (History)
The following graphs shows the historic development of this SLA. The first graph illustrates the periods that met the
compliance reguirements, and the ones that didn't. The second graph shows the relationship between the SLA

compliance requirernents and the actual achieved value. This graph will also show the variances in the compliance
requirernents over tirme.

SLA History

Mow 06 Mow 08 Mov 10 Mowv 12 MNow 14 Now 16 Mow 18 Mow 20 Mow 22 Mow 24 Mov 26 Mov 28 Mov 30 Dec 02 Dec 04 Dec 06
M Breached SLA N Fullfilled SLA B SLA Compliance

Historic SLA Trend

o0 7~ — e ——————— |
— “-\hv____._.f ~
1| |
The upper part of the report contains a graphic
view of the SLA history.
SLA History

B
B RRE ]

Mo 02 Mo 08 Mo 16 Mo 23 Mo 30
M Breached SLA M Fulkilled SLA M SLA Compliance

Below you will find another graph showing the
historic SLA trend.
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Historic SLA Trend

0% -“m..,.:"""'_'/

0%

Mo 02 Mo 09 Mow 16 Mo 23 Mo 30
M SLA Compliance Percemtage H Trend Line

At the bottom of the page you will find a table,
showing the achieved compliance percentage
for all periods available. You can study the
report for each of these periods as described in
the section

Drill Down into a Period.

Drill Down into a Period

At the bottom of the History report, the periods
found in the graph are listed. If you want to
study a report from a specific period, you click
that period in the list. The report from the
period will appear, enabling you to see the
report and the actual graph of the data points
that were measured in that period.
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Cnimsoft

Service Level Management.. within reach

Period End

<

Achieved (%) Expected (%)
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| a— | 124642004 | 10:27 M

QoS Reports

The Quality of Service (QoS) reports must be
defined using the report_engine configuration
tool.

The generated QoS reports are composed of the
following pages:

o  Current reports:
Last day (last 24 hours),
Last week report (last 7 days) and
Last month reports (last 30 days).

o Daily, Weekly, Monthly and
Quarterly reports.
Note that the report_engine
configuration tool lets you hide or
show all or just some of these
reports.

Create your own QoS Report

You may create and administer the QoS reports
by configuring the report_engine probe. Right-
click the Quality of Service Reports node in the
navigation pane and select Configure
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¥ Service Level Manager
Window Help

B @S 5| &

File Miew Toals

(=3

+ uj Service Level Agreements [SLA)
Operating Periods
%3 FTP Profiles
[ Calculation Profiles
lad Quality of Service
Oy weh Reports
+ -0 SLA Reports
—-C¥ QoS Reports
O Al PDF Reparts
= 7] Carstein: QoS Reports
=) windows \wWork stations

+

+

+

Wiew Report

+- ) Mebwark
O Memary o
Q MHAS w3 CPU and Memary Beport
+ u_j Dyramic Reparts
O FOF Reparts

Configure

¥pCaze 2003-03-20

The report_engine user configuration tool
appears.

Add a new report by clicking the Report
button.

Build a new QoS report by performing the
steps described below:

1. Click the Report button in the
Toolbar,
or (if you want to create a folder and
place the new report in that folder)

Click the Folder button, select the
folder, right-click and select New
Report.

If you don’t care to rename, the folder
will be named New Folder and the
report New report. These names will
appear in the report_engine only and
not be visible in the report or
anywhere else.
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‘H‘ report_engine: [/Development,/Hpro

L E = | i
Setup Report Faolder e
=% Reports B
-5 Examples
-5 Test
----- =] Full Bapport
..... Hub
..... s
----- Second Report
..... Bune

I e
Edit reparh

oy repark
Delete report
Yiew repark

Mew sub-Falder

Double-click the new report to open
its properties dialog.

o Make sure the Active option is
checked.

o Give the report a title. This name
will appear as the heading of the
report and also appear as the
report name under the QoS
Reports sub-node in the
Navigation Pane of the Service
Level Manager when you have
saved your configuration.

o You may also give footer to the
report, overriding the default
footer specified under the Setup
tab.

o The folder in which you created
the new folder is now selected in
the Folder field. Selecting
another folder here will move the
report to that folder.

o Select the Template you want to
determine the layout of your
report. Note that you may modify
the templates or make new ones,
using the Graph Templates
editor.

o Clicking the Colors field, you
may select a background color for
the report.

o You may also enable for File
Transfer. Specifying a host (or IP
addr.), a valid username /
password and a directory, your
report will, when generated, be
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transferred to the Host and stored
in the directory you specify.

When finished, click the OK
button.

Report properties - New Repork

v Active

Title IThe heading of my first report

Footer IThe footer af my first report

Folder I@ Mew Folder

=

Template INimsu:-ft

—I+¥ Enable File Transfer [FTP]

Hozthame|F strune

—Colors ——

-

Ok

Cancel

elements into the report, such as
headings, graphs etc.

If you want your report to have a
heading, click the Text button in the
Toolbar. A text object will appear in
the Right window pane. Double-click
the object to open the Text property
dialog and type your heading title in
the Text body field. You may also
select another text style from the Text
formatting combo box in the dialog.

Text properties - New text

Text formatting code IEHG

— T et body

[

E.qg. a short dezcription of the repart]

ok

Cancel

|Jzermarie Irhansen
Paszward I’“‘“"’1 % Visw |
Remaote dir. Ia"tmpa’rune

3. Now you are ready to start inserting
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5.

Click the Graph button in the Toolbar
to insert a graph object into the report.

o

Double-click the new graph to
open the Graph properties dialog.
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Graph properties - Mew graph

vV aclive =54 Ok
Title ﬁ
IDisk Ilzage Lancel
Cluality of Service
[00s_DisK_usaGE =l
—Data senes
Hew
Huozt | Source | Color | Line | Type
vgrone nimgoft.no - T Edit
wpoase nimzoftno T
wprone.nimzoftno D04 [elete
dl | H

o Make sure the General tab is
selected and that the Active
option is checked.

o Give the Graph a name in the
Title field. This name will appear
as the title of the graph inside the
report.

o Select the QoS object you want to
measure from the Quality of
Service combo box.

o Click the New button to select the
Data series (which source and
target to measure).

o Optionally add more Data series
to appear in the graph.

o Double-click each of the Data
series you have defined to set
their layout properties, i.e. how
they will appear in the graph:
Color
Line (solid, dotted etc.)

Chart (line, bar, area etc.)

Daka series properties |

Host |wsn:une.nimsu:uft.nu:|

5 :
ouieE IE'II" Cancel |

Line Isu:uliu:l j Chart IIines j
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o  Also note the optional properties
under the two other tabs:
Graph properties (if you want to
set a min./max. value of the graph
etc.) and Scaling (if you want to
overrule the unit name, unit
abbreviation etc.)

NOTE:

If you want to see how the definitions
made so far will appear in the report,
you click the Apply button in the
report_engine configuration tool. You
will be notified that the report_engine
has to be restarted to activate your
changes. Click Yes and open the
report_engine configuration tool
again, right-click your new report in
the left pane and select View report.
Your report will be opened. If graphs
etc. appear as expected, you may
continue inserting more objects into
your report.

Otherwise you make modifications
and view the report again until you are
satisfied.

6. You may also insert separators
(horizontal rulers) into the report by
clicking the Separators icon in the
Toolbar. It could be convenient to
insert separators to separate the graphs
from each other (if you insert more
than one graph).

Double-clicking the Separator in the
Main Window Pane opens the
properties dialog, allowing you to
specify the width and thickness of the
separator line.

Separator properties - Mew separator

ok

width N 2

I I C |
Lire thickness |3 - ance

Mote: Mo values gives the browser default zeparator....

Note that all separators and all other
inserted elements can be moved
upwards or downwards, using the Up
and Down buttons in the Toolbar.

4 ¥

Up Cawin

7. Clicking the URL button lets you
insert a hypertext link into the report.
You may specify the link as a relative
path, or a full URL. You may refer to
other reports, or e.g. your own
homepage.
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URL properties - http:/ /www nimbus-software.com

IIRL Ihttp:ﬁwww. nimbuz-zoftware, com Ok
Target window Inew j Cancel
Link label IHnmepagE

8. Clicking the image object inserts an
image into the report. You may
specify the image as a relative path, or
a full URL. Hint: If you have access
to web images/pages, simply refer
them into your report using their
URL.

Image properties - New image

ok

Image IE:'xBiIder'xmenm.png

Cancel

The image may be relative to the report path or a full AL

9. Finish the report by clicking the Apply
button in the report_engine dialog.
You must answer Yes to the following
question to enable the new report.

Restart probe ]

@ The probe needs to be restarted ko enable the changes, restart probe ?

Ves %JITI

10. Finally click the OK button in the
report_engine dialog.

The new report will now appear as a new QoS
report (with the name specified as Title in the
Report properties dialog) under the QoS
Reports sub-node in the Navigation Pane.
Double-click it to see how your new report
appears.

Viewing a QoS Report

Double-clicking one of the QoS reports in the
Navigation Pane opens the report in a separate
window.
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¥ Service Level Manager |Z||E|[z|
File Wiew Tools ‘Window Help

B @@ S| &

=

o4 Stian
[t Stian2
+ g Operations
Operating Periods
%3 FTP Profiles
[ Calculation Profiles
lad Quality of Service
Oy weh Reports
+ -0 SLA Reports
—-Ch QoS Reports
D Al PDF Reparts
=i 7] Carstein: QoS Reports
=] windows ‘wWork stations
O HP Case
Q IMEE

O XPCASE

+

+

+

| #

HpCase 2009

Note the drop-down menus located in the upper
part of the report. These enable you to select
which report to view.

e  Current reports:
Last day (last 24 hours),
Last week report (last 7 days) and
Last month reports (last 30 days).

o Daily, Weekly, Monthly and Quarterly
reports.
Note that the report_engine
configuration tool lets you hide or
show all or just some of these reports.
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CURRENT REFORTS v | DAILY REFORTS |WEEKLY REFORTS |+ | MONTHLY REFORTE + | QUARTLY REFORTE +

Company A - Last Day

CPU Usage
100+ _——
BD_( mmsaft

B0+

Percent

40+

20+

0
1223 1423 16:25 18:25 200235 2223 00:25 0223 04:25 06:25 0323 10023 1225

| | :icase.nimsuﬂ.nu

Source Target Maximum Average Stdev
¥pease.nimsoftno ¥pease.nimsoftno 100.00 % 10.98 % 17.93 %

The report shows the QoS graph(s) specified
when creating the QoS report (see the section
Create your own QoS Report).

The tables below the graphs contain the
following information for the period shown in
the graph (all fields will display N/A if no data
was available in the period):

e Source
The computer hosting the probe
sending the QoS data.

e Target
The device/target being monitored,
supplying the probe with QoS data.

e Maximum
Shows the maximum value for the
QoS, if available. Some QoS’s have
an absolute maximum value, such as
Disk usage, CPU usage etc.
For other QoS’s, not having a
maximum value (such as URL
Response etc.) this field will display
N/A.

e Average
Average of all the samples within the
report period (using the AVG()
function in SQL Server).

e Stdev
Standard deviation of all the samples
within the report period (using the
STDEV() function in SQL Server).

See the graphs below for an explanation of the
different elements used:
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1. The graph below shows QoS data for
CPU USAGE (in percent) for the
computer xpcase.nimsoft.no, and the
graph is presented as a filled area (can
be configured in the report_engine
configuration tool).

Note, as explained above, that this
QoS has a maximum value 100.00%).

CPU Usage

100+
&0

G0

Percent

40

204

a
1223 14:23 16:23 18:23 20023 2223 00:23 0223 04:23 06:23 05:23 10:23 1223

| ] :icase.nimsuﬂ.nu

Source Target Maximum Average Stdev
¥prase.nimsoftno ¥prase.nimsoft.no 100.00 % 10898 % 1793 %

2. Missing data
The graph below shows QoS data for
EXCHANGE WEB RESPONSE
(URL Response) in milliseconds,
and the graph is presented as a line
area (can be configured in the
report_engine configuration tool).
Note, as explained above, that this
QoS has no maximum value. Note,
however, that the graph has two
periods where data is missing.

Exchange Web Response

350+ I
|
300 ||
|
250 | ',
. ||'] \
1
g 200+ f |. | '
S | " | |
g 150- ML '
£ | | '||/ T/ |
= o004 : | t || i
Nl 4o 1 I - . I | | | | . |
I\ A M | i N - \ 1 ) ‘ W
S04 I'.,r I \J.|'\'J o W 5T gl '-.‘.'ﬁ'"""r\.-f-"J"l N r'\'\l L vy "‘l.'llk,_n'\,r“‘. o, ‘ﬂ_r‘_,\ll.‘"\‘f‘-l Ihlilrl le !'.,i ||.-‘.'1I ):'-u-"",l' L'iu'l",,‘.l‘l.-.,.\,,"'.lr\ 'r"ﬂlr.'l'n'l I'.,I'II.I = luf "\.",'II
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10:40 12:40 14:40 16:40 15:40 20:40 2240 0o:40 02:40 04:40 06:40 0540 10:40
Missing Data B Exchange
Last Day
Source Target Maximum | Average Stdev
wstone nimsoftno | Exchange | nfa A3.F8ms 51.81 ms

3. Data unavailable
The graph below shows QoS data for
URL RESPONSE in milliseconds.
The probe is hosted by the
xpcase.nimsoft.no computer,
monitoring the download time of the
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URL www.vg.no. Note that the graph
has a period when the target was
unavailable.

URL Response

000 .
Cnimsoft
4000
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Missini Data Unavailable | | www.ﬁ.nn
Source Target Maximum Average Stdev
¥pease.nimsoft.no WA VL N0 nia 1130 66 ms 42675 ms
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Dynamic Reports

Under the QoS Reports child-node, you will
also find the Dynamic Reports, generated by
the Report Engine probe, provided that the
Dynamic Reports option in the Report Engine
probe is activated.
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These Dynamic reports are sorted in groups as
defined in the Nimsoft Group Server probe.

The end-node will represent a Dynamic Report

representing a device or host in your Nimsoft
Infrastructure. Clicking the end node will
launch the report in the main window. Note

that the Report Engine probe lets you choose

between different report-layouts, using

templates. You may also edit these templates to

match your needs.
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Drop-down menus in the reports let you choose
between the following views:

o  Current reports:
Last day (last 24 hours),
Last week report (last 7 days) and
Last month reports (last 30 days).

o Daily, Weekly, Monthly and
Quarterly reports.
Note that the report_engine
configuration tool lets you hide or
show all or just some of these
reports.

Nimsoft Documentation: Service Level Manager 149



Nimsoft Documentation: Service Level Manager

Customizing Reports

The report_engine generates its reports using a
template-based architecture. This means that
you can with simple means change the looks of
the QoS and SLA reports.

Templates for QoS reports and QoS graphs in
SLA reports can be modified using the Graph
Templates Editor.

For more details about the Graph Templates
Editor, please refer to SLM Probes 2>
report_engine 2 The Graph Template
Editor section in the Probes online help.

Templates for SLA reports can be modified as
described in the section How to Customize
your SLA Reports.

Printing Reports

There are two different methods of printing
reports.

Printing reports opened from the

Navigation Pane

The first method is to open a report, SLA
report or QoS report, from the Web Reports
sub-node in the Navigation Pane. This activates
the Printer icon in the Toolbar, and you may
print the selected report. These reports will,
when printed, appear as defined by the report
templates selected in the report_engine
configuration tool.

Printing reports directly from an opened
SLA/SLO

The other method is to open a SLA or a SLO.
This activates the Printer icon in the Toolbar.
Clicking the Printer icon opens the Print report
dialog. The dialog lets you select which of the
available reports for the selected SLA/SLO to
print, and also select one of the available
printout templates. The presentation and layout
of these reports depends on the selected
printout template and are quite different from
the ones opened from the Web Reports sub-
node.
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Cancel
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You may print or preview the report for the
selected SLO or SLA using a template found in
the templates pull-down list. If you choose to
preview the report, a window containing the
report will be presented. Print the previewed
report by pressing the printer icon on the
toolbar.

You may modify (or copy and modify) the
printout templates to fit your corporate
standards, such as logo, fonts, backgrounds etc.
Read more about it in the section Reports. The
printout templates are located in the Program
Files/ Nimsoft /SLM/Templates/SLA

or Program Files/ Nimsoft
/SLM/Templates/SLO folders locally on the
computer you are running.

It is also possible to save the report to a file, for
later retrieval or web publishing.

Using Tokens in your Custom
Reports

A report is quite often subject to corporate
standards such as fonts, logos, backgrounds
etc. The SLM supports a set of tokens that you
may use in your report-templates that will be
replaced prior to printing (and previewing).
You may modify the template, or create a new
one, in any HTML editor (such as Microsoft
FrontPage) to fit your specific needs (layout,
logo, language, etc.).

The template is a standard HTML file
including a set of variables (or tokens) that are
expanded by the Service Level Manager before
previewing or printing.

General Tokens

$DATE
Today's date e.g.

$SYSDATE
Today's date, using the default date format.
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$BLOCK_BEGIN_SLO
Initiates a repetitive SLO block. References
each SLO within a SLA.

$BLOCK_END_SLO
Terminates a repetitive SLO block.

$BLOCK_BEGIN_QOS
Initiates a repetitive QoS block. Often used
within a SLO block.

$BLOCK_END_QOS
Terminates a repetitive QoS block.

Tokens Related to the Current SLA
$SLA sla_id

The identification number of the SLA.
$SLA _name

The name of the SLA.
$SLA_description

A longer descriptive text, stating the e.g.
purpose of the SLA.
$SLA_period_begin

The starting date of compliance period.
$SLA period_end

The ending date of compliance period.

$SLA period_code
The period type (day, week and month)

$SLA percentage
The achieved compliance percentage.

$SLA_compliance_percentage
The expected compliance percentage.

$SLA_compliance_warning_level
The warning threshold value for the SLA.

Tokens Related to the Current SLO
$SLO slo_id
The identification number of the SLO

$SLO_name
The name of the objective

$SLO_description

A longer descriptive text, stating the e.g.
purpose of the current objective.
$SLO_weight

The weight distribution

$SLO_percentage
The achieved compliance percentage

$SLO_compliance_percentage
The expected compliance percentage

$SLO_compliance_warning_level
The warning threshold value for the SLO

Tokens Related to Quality of Service (QoS)
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$QOS const_id

The identification number of the constrained
QoS.

$QO0S_name

The name of the current QoS
$QO0S_description

The QoS description

$QO0S_target

The QoS target specification

$QOS _source

The QoS source specification
$QOS_weight

The QoS weight percentage settings
$QO0S_operator

The operator code for the value comparison
$QOS _threshold

The threshold value used with the
QOS_operator to validate the data

$Q0S_percentage
The achieved percentage within the defined
period

$Q0OS_accuracy
The accuracy of the sampled data

$QO0S_excpected_accuracy
The expected accuracy of the data

$QOS_total

The number of sampled data used in the
calculations

$QO0S_ok

The number of samples that are validated
against the threshold + operator and found to
be ok

Formatting Codes

The formatting codes are placed directly after

the primitive on the form ='formatting code’,
e.g. $SLA_period_begin='d mmmm yyyy',

where the actual HTML code is not split in the

source.
Date

Format using the date formatting codes below.

e.g. $SLA_period_begin="d mmmm yyyy'

Example:
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Name $SLA name ($SLA _sla_id)

Description $SLA description

Period $SLA period begin - $SLA period end

Service level $SLA percentage%, expected $SLA compliance percentage$

$BLOCK_BEGIN SLO

$SLO name

Description: $SLO description

Compliance: $SLO percentage % (expected: $SLA compliance percentage$)
g::iizz of Description Weight Achieved
$BLOCK_BEGIN QOS

$Q0S_description $00S source/$Q0S target $Q00S_weight $Q0S_percentage$

$BLOCK_END_QO0S
$BLOCK_END_SLO

Date formatting codes:

The following table identifies characters you
can use to create user-defined date/time
formats:

()

Time separator. In some locales, other
characters may be used to represent the time
separator. The time separator separates hours,
minutes, and seconds when time values are
formatted. The actual character used as the
time separator in formatted output is
determined by your system settings.

(/)

Date separator. In some locales, other
characters may be used to represent the date
separator. The date separator separates the day,
month, and year when date values are
formatted. The actual character used as the date
separator in formatted output is determined by
your system settings.

c

Display the date as ddddd and display the
time as ttttt, in that order. Display only date
information if there is no fractional part to the
date serial number; display only time
information if there is no integer portion.

d

Display the day as a number without a leading
zero (1 - 31).

dd

Display the day as a number with a leading
zero (01 — 31).

ddd

Display the day as an abbreviation (Sun — Sat).
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dddd
Display the day as a full name (Sunday —
Saturday).

ddddd

Display the date as a complete date (including
day, month, and year), formatted according to
your system's short date format setting. The
default short date format ism/d/yy.

dddddd

Display a date serial number as a complete date
(including day, month, and year) formatted
according to the long date setting recognized
by your system. The default long date format is
mmmm dd, yyyy.

aaaa
The same as dddd, only it's the localized
version of the string.

w
Display the day of the week as a number (1 for
Sunday through 7 for Saturday).

Ww
Display the week of the year as a number (1 —
54).

m

Display the month as a number without a
leading zero (1 — 12). If m immediately follows
h or hh, the minute rather than the month is
displayed.

mm

Display the month as a number with a leading
zero (01 — 12). If m immediately follows h or
hh, the minute rather than the month is
displayed.

mmm

Display the month as an abbreviation (Jan —
Dec).

mmmm
Display the month as a full month name
(January — December).

0000
The same as mmmm, only it's the localized
version of the string.

q
Display the quarter of the year as a number (1
—-4).

y
Display the day of the year as a number (1 —

366).

vy
Display the year as a 2-digit number (00 — 99).

yyyy
Display the year as a 4-digit number (100 —

9999).
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h
Display the hour as a number without leading
zeros (0 — 23).

hh
Display the hour as a number with leading
zeros (00 — 23).

N
Display the minute as a number without
leading zeros (0 — 59).

Nn
Display the minute as a number with leading
zeros (00 — 59).

S
Display the second as a number without
leading zeros (0 — 59).

Ss
Display the second as a number with leading
zeros (00 — 59).

ttett

Display a time as a complete time (including
hour, minute, and second), formatted using the
time separator defined by the time format
recognized by your system. A leading zero is
displayed if the leading zero option is selected
and the time is before 10:00 A.M. or P.M. The
default time format is h :mm: ss.

AM/PM

Use the 12-hour clock and display an
uppercase AM with any hour before noon;
display an uppercase PM with any hour
between noon and 11:59 P.M.

am/pm

Use the 12-hour clock and display a lowercase
AM with any hour before noon; display a
lowercase PM with any hour between noon and
11:59 P.M.

A/P

Use the 12-hour clock and display an
uppercase A with any hour before noon;
display an uppercase P with any hour between
noon and 11:59 P.M.

alp

Use the 12-hour clock and display a lowercase
A with any hour before noon; display a
lowercase P with any hour between noon and
11:59 P.M.

AMPM

Use the 12-hour clock and display the AM
string literal as defined by your system with
any hour before noon; display the PM string
literal as defined by your system with any hour
between noon and 11:59 P.M. AMPM can be
either uppercase or lowercase, but the case of
the string displayed matches the string as
defined by your system settings. The default
format is AM/PM.
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Viewing the Quality of Service (QoS) Data
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The navigation window contains the Quality
of Service node. All registered QoS objects are
listed under this node using the description
field in the QoS object. This view enables the
user to quickly browse the database for
particular data-series.

The structure is organized like illustrated
below:

- Quality of Service
- Quality of Service object name
- Source
- Target

Note:

This is the structure if the QoS objects are
ordered on the QoS name. Right-clicking on
the QoS node in the Navigation Pane lets you
select another sorting key, such as order by
QoS group, where the QoS objects will be
grouped into logical groups.

Quality of Service
-1-[E, Awerage Delivery Time - Mailboses
=g werune. nimzoft.no

24 Beerage Delivery Time - Mailbores

Let's explain the structure using "real” data.
The cdm probe provides the QoS data registers
the QoS objects it will use during the startup
sequence. These messages are collected by the
Data Engine and transformed into database
tables and definitions. The cdm probe will, on a
timed interval, send its QoS data, based on its
findings and calculations to the Data Engine as
messages (subject: QOS_MESSAGE).

This will populate the database tables matching
the cdm QoS configuration. Let's say we
configured the cdm to send QoS on CPU usage
and Disk usage (C:) data. You are now able to
browse the data using the Service Level
Manager. Find the Quality of Service node and
double-click to expand it. This brings up the
QoS descriptions registered by the Data
Engine. Find the Disk Usage node and double-
click to expand it. The children nodes will
reflect the sources (Robots) that are generating
the QoS data. The target node holds the last
piece of information needed to pinpoint the
recorded data in the database, in this case e.g.
C:\. We can address each QoS using the QoS-
Name, Source and Target.

157



Generating a Graph

The Service Level Manager generates a graph
when right-clicking and selecting View on a
QoS objects target node in the Navigation
Pane.

¥ Service Level Manager |z E'E'
File Miew Tools Window Help

E @ @ 5 &

+- 3§ Dirscan

+ -1 Hpovogte default
- Machine
[3, Computer Uptire
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Delete Ohject
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Celete Data
Expart Data
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Create Monitar

= ; Properties
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%% % Usage [THILLAI] [3 Usage]

";il = E| % H "|@ < j IEL":"JWE}'S j it ||:|efault -
Source THILLAI
Target % Usage
Wiew as graphl Yiew az tal:nle] (" Last day
1] y! . . . . . . = Last week
i
30 ] ~_.'|_||"‘I | ot [ " Last month
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4 5 To:
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EQ] ' ' ' ' ' ) - Get data |
1200 1500 18200 21:.00 0000 O300 0800 0900
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Samples: 287 Average: 18.6

You can select the data view to be presented as
a graph or as a table. Also note the status line
at the bottom of the window supplying the
following information:

e  The number of Samples.
e  Average sample value.

If you click at a point in the graph, the exact
value of that point is displayed in the status
bar.

%% % Usage [THILLAI] [3% Usage]

-.:ﬁl _:_,,:IE &\ v|@ - j IEL-’-‘-.Iways ﬂ it ||:Iefau|t -
Source THILLA|
Target * Usage
Wiemw as graphl Yiew az tal:lle] f+ Last day
[l q\ . . . . . . . I Last week
a0 -4
i l"L_Fr*"'—*—"‘ [ " Last month
25 | [ " Specify penod
20
15 E rﬁﬂn{’
10 - [T | |
0 i | =
00 1800 2100 0000 0300 OEOD 0500 1200

b &, Y alue

WED JUL 29, 222818 Value: 14.7 Samples: 287
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The graph has the following color code:

e Blue

Represents the data value.
e Green

Represents the average value.
e Red

If the graph displays a QoS constraint
(opened from a SLO) with a specified
threshold value, a red line represents
the threshold value.

The window contains icons and controls for
modifying the view:

=
Toggles the fill-mode of the graph, as shown in
the following image.

%% % Usage [THILLAI] [% Usage] M=

IEI_ .=_3||EI il '|@ < j IEMIways j LIrit ||:|efau|t -
Source THILLAI
Target * Usage
Wiemw as graphl Yiew az tal:lle] f+ Last day
[l (= Last week
" Last maonth

" Specify penod

00 1800 21:00 0000 0300 000 0300 1200 —I

bl &, Walue

WED JUL 29, 222818 Yalue: 14.7 Samples: 287

4]

Automatic scaling-function. Automatically
scales the graph based on the maximum input
value.

Adds value points to the graph (toggle
function).
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% % Usage [THILLAI] [% Usage]

E,_ EIE & Q '| j @“"Wﬂﬁ | Unit |dsfaul >

Source THILLAI
Target % Uszage
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Yiew as graph l Yiew ag tal:ule] i+ Last day
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25
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15 ————_[7#

10 | J
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WED JUL 29, 222818 Value: 14.7 Samples: 287

[]

Shows periods when data is missing in the
graph (toggle function).

&,
Zooms in on the data samples (1 day period).
Left-click the point in the graph where you
want detailed view and then click this button.
Return to normal view by selecting period
(week, month etc.) by using the radio-buttons
on the right.

o

The Export QoS data to file icon lets you
export the QoS data as a CSV file or as a
picture file. As shown in the following image,
click the down arrow key next to the save icon.
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B % Usage [THILLAI] [% Usage] M=1t3

E’iﬁ H 'ELj IEL‘*'-'WE}'S j Unit default

S ource THILLAI Export QoS data ko file
Target % Usage Save graph as picture
| iew 3 araph| View as table | & Last day
[l i . . . . . . . . = Last week
30 " Lazt month
25 | [ " Specify period
20
: Mo
- Wl | el
10 J|
00 1800 2100 0000 000 0800 0900 1200
Maw. Walue
Samples: 287
e Click Export QoS Data to File
Option to save the QoS data to file.
The Export QoS Data dialog opens.
Export QoS Data X
Configure file and formatting properties
- J
L Select the destination path of the exparted file, and

chooze the format of the exported data.

File name

|E:HDDS_?;_LIS.-“-‘-.GE_31.I:SV |

nims

R o delimiter

{CRHLF} - [ Include column headers

Colurnn delirmiter

Tab [-] | [/

..... <Ba|:k ...... MHest = Cancel |

Enter file name in the File name box.
Click Next. In the next step, CSV file
is generated at the given path, as
shown in the following figure.
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Save As

E3 Microsoft Excel - QO0S_%_LISAGE_31

f2] Ele Edt  View Insert  Format Ton
REERO DS 5

G5 - A
A | B | ¢ |
2009-07-29 10:31:16024.04
2009-07-29 10:35:17 020.86
2009-07-29 10:41:18017.24
2009-07-29 10:46:19016.365

2009-07-29 10:51:19016.46
W e

Select save graph as a picture option
to save the graph as an image.
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IC)Documents and Settings
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by Documents gsdaE
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5! )W IND oS
by Computer
" File name:
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JPG files [*jpg)
TIF filess [* K]
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Save |
Cancel

Al files [*%]

The supported graphic file formats are
PNG, JPEG and TIF.
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Q-

The Time zone icon of the graph lets you
generate the graph based on different time
zones. Click on the down arrow key next to the
icon to open a list of time zone. Select the
appropriate time zone from it.

e,
|2|

Restricts the data to the selected operating
period. When selected, this function disables
the possibility to select other operating periods
(see below).

[E]

Alvaays ﬂ

This field lets you select operating period
(from those defined and located under the
Operating Periods Node in the Navigation
Pane.

Unit | default

This field allows you to specify the Unit for the
graph. The number of units available will be
different for the various QoS types.
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#& Sorvice Level Manager

£ Last day

" Last week
" Last month
+ Specify period

Fraom:

129 Jul 0910:28 |
Ta:

|30 Jul 0910:28 |

et data |

- Man Value i
You may select the period by using the radio-
buttons (last day, last week etc.).

Using the field in the lower right corner, you
may also set the maximum value of the vertical
axis in the graph to a proper value to compress
the graph in cases where you have "peaks".

Including the Target in your
Service Objective (SLO)
The quickest and simplest way of including

QoS in your SLO is to drag the target into the
QoS list in the SLO form.

File Wiew Tools Window Help
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This opens the standard QoS constraints dialog
preset with the QoS name, source and target
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information. Just set the threshold value, the
operating period and the calculation method
before clicking the OK button to save and close
the dialog.

Quality of Service Constraints X

[uality af Service Object

Dezcription | Metwork, Traffic [Packets] ﬂ o
Object |05_MET_PACKETS Cancel
Source | wpcaze.nimzoft.no j

Targst |NetBIOS |

Expect Quality of Service to be
" Greater than or equal to

" alue Unit
{* Lezs than or equal to j |F'.-"$ j
™ Mot equal ko
In operating period Calculation method

Alvways j | Drefauilt j

Exporting the QoS data series

You may export QoS data to a file, using the
one of the following methods

e Copy the data table from the QoS
dialog and paste into e.g. a worksheet
in Excel.

e Using the Export QoS Data wizard,
accessible from the right-click menu
in the Database Status dialog (see
Viewing the Actual Database Usage).
Note that this wizard may also be
started, right-clicking the QoS
constraint under the QoS node in the
Navigation pane and selecting Export
data.

Exporting QoS data, using copy
and paste
You can export the QoS data series for the
selected period by:
e Opening the QoS dialog by double-
clicking it (either under the Quality of

Service node in the Navigation Pane
orinaSLO).

e  Clicking the View as table tab.

e  Marking the columns (left-click the
first column and shift + left-click the
last).
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e  Pressing ctrl + c.

e Opening the export target (e.g. a
worksheet in Excel), placing the
cursor in a cell and pressing ctrl + v.

7% Disk Read Bytes/sec [THILLAI] [Disk Read Bytes/sec] Ml=1E3
EI =4 @| |H v|@ -| j IEMIWQI,IS j L rit default =
Source THILLA|
Target Disk Read Bytesdsec
View az graph  View as table l fo Last day
Tirrie Yalue Samplerate ~ 0 Last week
n " Last month
" Specify penod
| =l
| =l
— || oo |
Samples: 287

E3 Microsoft Excel - Book ?

(2] Fle Edt  wiew Insdrt  Format T

idlﬁlﬂ@ﬁldlﬁ 53 @ -
E5 - s
A B | ¢ |

2005-07-29 10:31:16024.04
2009-07-29 10:36: 17 020.86
2009-07-29 10:41:18017.24
2003-07-25 10:46:19016. 36
2003-07-25 10:51:19016.46
2005-07-29 10:56:19016.43
2005-07-29 11:01:20016.52
2005-07-29 11:06:21020.15
2005-07-29 11:11:22019.86

OO0 | = | O e | LD D —

Exporting QoS data, using
Export QoS Data wizard

e  Select Tools > Wizards > Export QoS
Data from the menu-bar to launch the
wizard.
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¥ NimBUS Service Level Manager
Window  Help
Database Status  Ctrl+D

Daka Management ——
SLA Calculations k4]
Wieww SLM Alarms

\Wizards Creake SLA By Service

File Miew RS

S0 Query Chrl+0

" Export Qo5 Data
b Heports pOrL Lo Lata

Add Exclude Period

Click the Next button to continue.

Export QoS Data X
Weloome
- J . . -
(. Thiz wizard will export (oS data bo a uger formatted text

[cav] file. You will be able to modify the column anddar
row separators az well as specifying the ime period to
extract data from.

nims

e The next dialog lets you configure the
QoS source and targets.
(Note that the fields in this dialog are
already filled in if the wizard was
started from the Database Status
window).
Click the Next button to continue.
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Export QoS Data X
Configure the QoS source and targetsz

L

First, pleaze configure the data source uzed for the
expoik.

| Metwork. Traffic [Packets) w

Ohbject
(D0S_NET_PACKETS

o
@)

g Deescription
-

Source

| wpcaze. nimzoft.no W

Target
BACKUP L
BACKIIP

WEE (HTTF)

e The next dialog lets you select which
period to export. Configure the period
to select data from and click the Next
button to continue.

Export Qo5 Data
Select peniod o expart
-
L Configure the penod to select pour data from.
VI

E (%) |gnore period [all available data)

) In selected period

-

Feriod begin
|Thu May 12,2006 10:44 j

Period end
|Fri May 19,2005 10:44 j

(oo ]

e The next dialog lets you specify a
name and a destination path of the
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exported file, and the format of the
file.

If typing a file name, the file will by
default be stored on your C: drive.

If using the Browse function, a name
and format as shown will be
suggested.

Save in: | g Local Digk [C:]

v| J? il

@

by M etwiork,

n |CBorgersen [Cwebsphere_ve
{_-‘5 i ClearCase [ WINDOWS
ty Recent 2)DzH ) Zippers
Dacumnents |E'|Du:u:uments and Settings
= Blmages
[ Ijesdk1.4.2_10
Desktop |- Javadoc januar 06
M3OCache
: I3)PDFs
.-j |C3)Program Files
My Documents & share
I SOLERR
%! @Temp
ky Computer
File narne: I.'-J_ 05 MET PACKETS 0030, cev w | Save l
Save as type: | Cav files [F v w | Cancel ]
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You can modify the column and or
row separators, and you can include or
exclude column headers in the
formatted file.
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Ed}

Export oS Daka
Configure file and formatting properties
e
L Select the destination path of the exparted file, and
O chooze the format of the exported data.
v o
ile name
E |E:HDDS_NET_F‘&EKETS_IIIIZISIII.n::sv | [ ]
[ ] —

Fiow delimiter
|{EF|}{LF} v | [ Include column headers

Colurmn delimiter
| Tab L |

| < Back |‘ Mewt » ‘

Click the Next button to continue to
the last dialog, where you click the

Finish button to finish and exit the

wizard.

Two other ways to launch the Export
Data wizard:

You may also launch the wizard by selecting
Tools > Database Status from the menu-bar.

This will open the Database Status window,
showing you various information related to the
QoS data stored in your database.
Right-clicking in the list opens a small menu.
Selecting the Export Data option will launch
the wizard.
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[E, Database Status

Active objects l (oS definitinns] oS probes ] Infarmatian ]

£

Cuality of Service | Source | T arget Rows Higtaric A... | First sample
QOS5 _WINTASKE_MACRO lab-com Ikanobanken 295149 10225
QOS5 WINTASE _MACRO lab-com |k.anoPartner E2E52 11181
m Update wpoaze nimzoft...  spcasenimsoft... 37800 15805
[0os_ul . wpoaze. nimzoft....  ARD Webserver  B34G62 126592
[0os_ul Get Sample Period wpoaze. nimzoft....  wew nimsoftno B34FT 126592
Qos_ul Delete Object(s) wpcase nimzoft . Walkammen bll L. 53457 12692
(105 _FF ] wpoaze. nimzoft....  snmptd.exe 435462 15754
gos_|  Merge Objects spoase.nimsoft..  Ikanobanken P.. 59457 12645
(105 _FF _ wpoaze. nimzoft....  snmptd.exe 435446 15730
Q05_PE View Data wpcaze.nimzoft...  net_connectexe 485449 16754
(105 _FF Delete Data wpoaze. nimzoft....  net_connectexe 485470 15755
(105 _FF wpoaze. nimzoft....  interface_traffic.. 485444 15754
[105_FF wpcaze. nimzoft....  snmpoetexe 485455 15754
QOs_PR Filker by Qo3 wpease.nimsoft...  hub.exe 485450 15754
LO5S_PE  Filker by Source wpcase.nimzoft...  controller.exe 485479 15754
QOS5 N Firer by Target Hpcase.nimsuft.... All Etherne_t Tra... 96226 15863
Q05 ML e wpoaze.nimzoft... Al P Traffic 96223 15861
[O05_MET_BYTES wpcaze.nimaoft....  AllARP Traffic 9E22A 15861
[O05_MET_BYTES wpcase.nimeoft....  AllRARP Traffic 96224 15861
[0S_MET_BYTES wpoaze. nimzoft. .. Al 1P Traffic 96225 15861
[O05_MET_BYTES wpcasze.nimgoft.... AlCMP Traffic SE22T7 15861
QOS_MET_BYTES wpcase.nimgoft... Al TCP Traffic SE227 15861
[O05_MET_BYTES wpcase.nimgoft.... Al UDP Traffic SE22T7 15861
[05_MET_BYTES wpocase.nimzoft...  WEB [HTTF] SEZ224 15861
QOS_MET_PACKETS wpcaze.nimzoft....  WEB [HTTP] 9E22A 15861
[O05_MET_BYTES wpcaze.nimeoft....  MetBlI0S 96229 15861
QOS5 _MET_PACKETS wpcase.nimeoft....  MetBlI0S 9E22A 15861
[05_MTSERVICE_STATE wpoaze. nimzoft....  OfficeScanMT .. 53441 12623
[QO0S_MTSERYICE_STATE wpcaze.nimzoft...  Office Source E... 53444 12231
[05_MTSERVICE_STATE wpoaze.nimzoft....  SMMP Service H9442 12623
QO0S_MTSERYICE_STATE spoase.nimzoft...  Print Spooler 59443 12623
[05_MTSERVICE_STATE wpoaze.nimzoft....  OfficeScanMT .. 53445 12623

[tems: 3322

Also right-clicking a QoS object under the QoS

node in the Navigation pane and selecting

Export Data will launch the Export wizard.
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¥ Service Level Manager Z E'E'
File Wiew Tools ‘“Window Help
El | &
- q:jl Service Level Agreements [SLA) ~
- & Accounts
+- B ACustomer
- & Mimsoft
E Metwork, Services [98,84%)
I Stian
[t Stian2

+

+

<

Operating Periods

%5 FTP Profiles

E] Calculation Profiles
Lo Quality of Service

+ - Operations

+ j Application
+ - Dirscan
+ j Hpovogte default
+- [ Machine
-3 Metwork
=1-[E2, Falder Availability
g MIMR<2600.nimzoft.no

%
. Inter, Delete Chject
3, Inter,
[@, Interfl  ‘iew Data
& Interf  Delete Data
3, Inter, Expork Data
[E, Metw
i b Create Monitar e Pac
i Netu Properties
+- [, Mebwl
¥ j Perfarmance
¥ j Printer
+ 2 frucgss w
| =
HpCATE 2009-02-13

Data Management
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All Quality of Service data is received by the
data_engine and inserted into the database. The
data_engine may be configured to perform
automatic clean-up procedures by defining
configuring the data management section of the
data_engine.

You may, however, perform manual data-
management by using the Service Level
Manager.
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Viewing the Actual Database
Usage

Select Tools > Database Status from the
menu-bar to bring up the Database Status
window. This will show you various
information related to the QoS data stored in
your database. The tabs represent various ways
of getting information regarding the database

usage.
[, Database Status g@@|
Active objects l (oS probes ] Infarmation ]

" Quality of Service | Source | Target | Rows | Histaric ... | Table id | Host | Robat | Frobe | Origin ~
(05 _PROCESS MEMORY vrn-hub-3 hub. exe 1284 2071 10.1.10.199 wn-hub processes wirn-hub-
"} (i i y il
Q05_PROCESS_MEMORY Update X hub.exe 77303 1285 2073 10.1.8.193 wnrhub-1 processes wrn-hub-1
[05_PROCESS_CPU Get Sample Period hub.exe 77308 1285 2074 10.1.8.199 vimrhub-1 processes wirhub-1
Q05_PROCESS_COUNT | b w hub.exe 57273 951 2075 193.71.55.150 Hprone processes sprone
005_PROCESS_MEMORY Delete: Obect(s) o hub.exe 57271 951 2076 1937155150 sprone processes sprone
0o0s_PROCESS_CPU Merge Objects 0w hub.exe B7270 951 2077 193.71.55.150 Hprone processes Hprone
005_PROCESS_THREADS o hub.exe 5727 951 2078 19371551580 wprone processes wprane
005_PROCESS_MEMORY M o data_engine.exe 57273 951 2079 193.71.55.150 wprone processes wprane
Q05_PROCESS_CPU Delete Data o data_engine.exe 57273 951 2080 1937155150 =prone processes ®prane
05_PROCESS_MEMORY Export Data hub.exe T3 1284 208 10.1.9.199 wi-hub-2 processes wimn-hub-2
Q05_PROCESS_CPU hub.exe 7293 1284 2082 10.1.9.199 wi-hub-2 processes wimn-hub-2
005_CPU_USAGE Filker by Qo3 wm-hub-3 15523 1283 2083 10.1.10.193 wm-hub-3 cdm win-hub-3
005_MEMORY_PAGING Filter by Source yirhub-3 15523 1283 2084 10110133 yrivhub-3 cdm wiihub-3
0S_MEMORY_USAGE Fiter by Target wehub-3 15523 1283 2085 1000133 viehub3 cdm withub3
Q05_CPU_USAGE ber b o wprone.nimsoftno 11226 923 2086 193.71.55.150 HpIone cdm sprone
005_PROC_QUELE_LEN Filter by Host o sprone.nimsoftno 11225 929 2087 1937155150 wprone cdm per
005_MEMORY_PAGING Filker by Robot o sprone.nimsoftno 11227 929 2088 193.71.55.150 Hprone cdm per
005_MEMORY_USAGE Filker by Probe i wprone.nimsoftno 11227 929 2089 193.71.55.150 wprone cdm per
Q05_DISK_USAGE Filter by Crigin o O 3756 929 2030 193.71.55.150 ¥prone cdm per
Q05_DISK_USAGE o Dh 3756 929 2091 193.71.55.150 wprone cdm wprane
Q05_CPU_USAGE Change COrigin wn-hub-2 15521 1283 2092 10.1.9199 win-hub-2 cdm wn-hub-2
005_MEMORY_PAGING VIFUZ wm-hub-2 15521 1283 2093 10.1.9.199 wm-hub-2 cdm win-hub-2
005_MEMORY_USAGE wm-hub-2 wm-hub-2 15521 1283 2094 10.1.9.199 wm-hub-2 cdm win-hub-2
005_DISK_USaGE wm-hub-3 C:h 5178 1283 2095 10.1.10.193 wm-hub-3 cdm win-hub-3
005_DISK_USAGE win-hub-2 % 5178 1282 2096 10.1.8193 win-hub-2 cdm wii-hub-2
QO05_COMPUTER_UPTIME wprone.nimsoft.no  prone.nimsoft.no 1004 932 2097 193.71.55.150 Hprone cdm Hprone
QO5_TEST test test 03 50 5 2100 193.71.55.150 HpIone swada
QOS_TEST best test 04 50 5 21 193.71.55.150 Hprone swada
QoOs_TEST test test 05 50 5 2102 193.71.55.150 Hprone swada
0oOs_TEST test test 06 50 ) 2103 193.71.55.150 wprone swada
OOs_TEST test test (07 &) 5 2104 1937155150 wprone swada
QOS_TEST test test 08 B0 5 2105 193.71.55.150 wprone swada
Q05_TEST test test 09 50 5 2106 193.71.55.150 wprone swada
Q05_TEST test test 10 50 5 207 193.71.55.150 wprone swada
Q05_TEST test test 11 50 5 2108 193.71.55.150 wprone swada e
2 - - P i

Items: 1059

The Active Objects Tab
Shows all available QoS objects registered
within the database structure. Bring up the
action menu by issuing a right-mouse button-
click. View the QoS data by double-clicking
the list element, or perform a selective data-
management by selecting delete.
e F5 - Refresh list
e F6 - Update/view sample period for
the selected QoS objects.
The Right-click menu
Right-clicking one of the QoS objects in the
list opens a small menu with the following
options:
e Update
Updates the selected row with data
from the current compliance period.
e Get Sample Period
Finds the time and date of the first
sample and the last sample within the
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“= Merge QoS Data

[uality of Service

current compliance period.

This information will then be found in
the respective columns (First sample
and Last sample) in the window.

Delete Object(s)

Deletes the selected QoS object(s)
(not only the data series) from the
database. The deleted QoS object will
disappear from the database and will
not be re-created before the probe is
restarted.

Merge Objects

Allows you to merge two QoS objects
of the same type. Left-click the first
object and <ctrl>+left-click the next
object. Right-click and select the
merge object option.

o=

|L| RL Response

Source

105 Source

|HpCﬂSE.nil‘ﬂSDanD

(105 Target
|F|Q Webzerver

First zample
|‘I 9/05/2005 00:04:57

Last zample
||:|2.-"|:|1 2006 15:33:59

[] Delete the 'source’ QoS after the merge operation

D estination

(a5 Source

|:-:p|:ase.nim$|:uft.nl:u

[1aS Target
$ |www.nimsu:uft. no

Firzt zample

|1 3/05/2005 00:04:57

Last zample
|IZI2.-’IJ1 S2006 15:33:59

‘ Merge ‘ ‘ Cancel ‘
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Note that you can toggle the direction
of the merge operation by clicking the
arrow in the middle of the dialog.

The newly merged QoS objects will
take the “destination” QoS object’s
name.

You also have the option to delete the
“source” QoS after the merge
operation.

The deleted QoS object will disappear
from the database and will not be re-
created before the probe is restarted.
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e View Data
Opens the graph, displaying the data
for the current compliance period.

e Delete Data
Opens the Data Management dialog
for the selected QoS constraint,
allowing you to delete the complete
QoS data series, or just for a selected
period. The QoS object is not deleted
selecting this option, and data for the
selected QoS constraint will continue
to be stored in the database table.

e Export Data
Opens the Export QoS Data wizard,
enabling you to export the data series
for the selected QoS constraint dialog
to a file. See the section Exporting the
QoS data series.

e Filter by QoS
Selecting one entry in the list and
selecting Filter by QoS, all entries
with the same QoS as the selected one
will be listed, all others will be
removed from the list.
In the example below, all entries with
QOS_CPU_USAGE will be collected
in a list; all others will be removed
from the list.

[E, Database Status

Active objects | QoS probes | Information ]

[Juality of Service Source

oS PROCESS

Q05 _PROCESS, WPdate +hib-3
Q05 _PROCESS| Get Sample Perind +hub-1
Q0S_PROCESS. , hub-1
QO5_PROCESS,  Delete Object(s) fone. i
Q05 _PROCESS|  Merge Objects rone. ni
[0S _PROCESS. i rone. ni
QO0S_PROCESS,  Yiew Data rane. ni
NOS_PROCESS| Delete Data rane. ni
OO5_PROCESS]  Export Data rone. ni
@0S5_PROCESS. rhub-2
Q05_PROCESS m vhub-2
Q0S_CPU_USAL  Filer by Source rhub-3
B0S_MEMORY_ -hub-

005 MEMORY. Filter by Target

Q05 CPU USAL Filker by Hosk
Q05 _PROC QU Filker by Robat
QO5_MEMORY_  Filker by Probe
QOS_MEMORY | pjpgy by Origin
QOS_DISk_USA

LQO5_DISE_USA Change Origin
Onc co A,

Right-click and select Update to
return to the original list.
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Filter by Source

Same as Filter by QoS, but in this case
entries with identical source will be
collected in the list.

Filter by Target

Same as Filter by QoS, but in this case
entries with identical target will be
collected in the list.

Filter by Host

Same as Filter by QoS, but in this case
entries with identical host will be
collected in the list.

Filter by Robot

Same as Filter by QoS, but in this case
entries with identical robot will be
collected in the list.

Filter by Probe

Same as Filter by QoS, but in this case
entries with identical probe will be
collected in the list.

Filter by Origin

Same as Filter by QoS, but in this case
entries with identical origin will be
collected in the list.

All messages received by a given hub
are stamped with an origin element.
The default origin name will be the
HUB name.

Change origin

Selecting one or more entries in the
list, right-clicking and selecting
Change origin lets you change origin
for the selected entries (all messages
received by a given hub is stamped
with an origin element. The default
origin name will be the HUB name).
Available origins will be listed in the
dialog popping up. You can also
create a new origin by clicking the
Add button.

select origins X

Arailable Origine

&l per

ﬁ rome robak
@ znada
@ wrn-hib-1
ﬁ wn-hb-2
@ wri-hib-3

i xprone

&dd
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The columns in the window

The followings columns appear in the window
when the Active Objects tab is selected:

Quality of Service
The name of the QoS object.

Source
From where the sample originates.

Target
The target of the sample.

Rows

The number of rows in the database
table containing data for the QoS
Object.

Historic rows

The number of rows in the historic
database table containing data for the
QoS Object.

First sample

The time and date of the first sample
within the current compliance period.
Note that this information is made
available when right-clicking the
entry and selecting Get sample period.

Last sample

The time and date of the last sample
within the current compliance period.
Note that this information is made
available when right-clicking the
entry and selecting Get sample period.

Table id

An id number assigned to each of the
QoS objects registered within the
database structure.

S.min.

The number of samples per minute.
Note that this information is made
available when right-clicking the
entry and selecting Get sample period.

Originator
The address of the computer running
the probe.

Host

The IP-address of the host hosting the
probe from which the sample
originates.

Robot
The name of the robot from which the
sample originates.

Probe

The name of the probe from which the
sample originates.

Origin

This is the origin of the QoS sample.
All messages received by a given hub
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are stamped with an origin element.
The default origin name will be the
HUB name.

The QoS Probes Tab

Shows the QoS objects registered per probe.
Delete the selected data-series by right-clicking
and selecting Delete Data. This operation
deletes all objects matching the "host" field and
the "QoS" field.

The followings columns appear in the window
when the QoS Probes tab is selected:

e Registered
The time the QoS object was
registered in the database,

e Host
The IP address of the host where the
probe sending the QoS data is
installed.

e Probe
The name of the probe sending the
QoS data.

e Quality of Service
The name of the QoS object.

The Database Status Tab

Shows information related to the database,
such as:

e Database server name

e Database name

e Database version

e Database owner

e  When the database was created
e Database usage

e Database location

Managing your QoS Data

Select Tools > Data Management from the
menu-bar to bring up the Data Management
Dialog, where you can change the period
settings and delete historic data for the selected
QoS constraint. The various fields in the dialog
are described below:
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Data Management
Cluality of Service

Drezcription
Object
Source

T arget

Operation
f+ [Delete Data
(" Invalidate D ata

Period zettingz

" In zelected perniod

(]
| Drizk Wwiites/sec j
|IJDS_DISK_WFEITES£SEE Cancel
| THILLAI |

Delete historic data v

{* lgnore [all available data]
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Quiality of Service

(@]

o

Description
The QoS description string.

Object
The QoS object name.

Source
The source of the QoS data. E.g.
computer, device etc.

Target

The target of the QoS data. E.g.
the disk, network service, CPU,
etc.

Operation

o

Delete Data: Select this option to
delete the QoS data related to the
source and target settings.

Invalidate Data: Select this option
to invalidate the QoS data related
to the source and target settings.

Delete Historic data: Select this
check box to delete the historic
data for this QoS constraint

Period settings

You can select a period, or you can
select Ignore, which means that the
measurement is not restricted to
specific periods.
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Watching SLA Calculations

B Service Level Calculations

0 e'a“'m i
P Delete

01
18/04/2006

Selecting Tools > SLA Calculations in the
Menu bar opens the Service Level Calculations
window, listing the current calculations for the

SLAs.

A service level agreement (SLA) will
automatically get recalculated for the current
period by the sla_engine (on a schedule as
specified in the sla_engine user interface), but
you can manually recalculate a SLA by
selecting New in the right-click-menu (see
below), or by right-clicking the SLA in the
Navigation Pane and selecting Regenerate.

Job D Period End Cner

0  MNewSl ated by 'a...

19/04/2006

adminiztrator

SYSTEM

1t
18/04/2006 03:08:00

04 1 0 0

10
18/04/2006 10:03:00

no

Timezoi atic 18/04/2006 154042006 STYSTEM 18/04/2006 03:08:00 1840442006 10:09:00
Timezoi Update atic 18/04/2006 154042006 STYSTEM 18/04/2006 03:08:00 1840442006 10:09:00 ho 26
Test i atic: 18/04/2008 19/04./2006 SYSTEM 18/04./2006 09:08:00 18/04./2006 10:03:00 na 4
TestTi TrOPEHES Ly 18/04/2006 19/04/2005 SYSTEM 18/04/200603:0800  18/04/200810:0%00  no 3
TestGMT-B85a..  Automatic 1740442006 184042006 STYSTEM 18/04/2006 03:08:00 1840442006 10:09:00 yes 2
Hub Automatic 18/04/2006 154042006 STYSTEM 18/04/2006 03:08:00 1840442006 10:09:00 ho 1
test shell sla Automatic: New 17404/ 2006 24/04/2006 SYSTEM 18/04,/2006 00:05:00 19/04,/2006 00:06:00 no 13
Mew SLA Automatic: Mew...  17/04/2006 244042008 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:06:00 ho 15
wnrhub-3 Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:06:00 ho 48
wn-hub-2 Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:06:00 ho 45
wrhub-1 Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:06:00 ho 44
#prone.nimsoft.no  Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:06:00 ho 43
ROKE Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:06:00 ho 42
teststss Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:06:00 ho 4
My Compary B...  Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:06:00 ho i)
Mew SLA Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:06:00 ho 33
Fubalda Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:06:00 ho 32
Operating Peria...  Automatic 17/04/2008 18/04./2006 SYSTEM 18/04,/2006 00:05:00 19/04,/2006 000500 yes 29
Timezone: GM...  Automatic 1740442006 184042006 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 yes 27
Timezone: none  Automatic 1740442006 184042006 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 yes 26
My Slaiscotland  Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 ho 25
My tine sla Automatic 01404/ 2006 01/05/2006 SYSTEM 18404,/2006 00:05:00 19/404,/2006 00:05:00 ho 23
Application Mo, Automnatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 ho 22
My Tv2 Rapport  Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 ho 21
Carsteins Test ... Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 ho 20
test shell sla Automatic 1040442006 1740442006 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 yes 19
Iy Sla Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 ho 18
Mew SLA Automatic 1040442006 1740442006 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 yes 15
#prone.nimsoft.no  Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 ho 13
wnrhub-3 Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 ho 12
wn-hub-2 Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 ho i
TD 1454 Automatic 01/04/2006 01/05/20086 STYSTEM 18/04/2006 00:05:00 15/04/2006 00:05:00 ho 10
b L) Async Test Automatic 17/04/2008 24/04/2006 SYSTEM 18/04,/2006 000500 19/04,/2006 000500 no | -
Items: 45
The Right-click menu
Right-clicking one of the QoS objects in the
list opens a small menu with the following
options:
e New
Using this option, you may manually
recalculate the SLAs.
The Job properties dialog is opened,
allowing you to select a SLA to be
recalculated.
The time period for the report can be
specified, either as a Fixed report,
where you can select one or more
fixed periods, or as a Custom report,
where you can select a time range.
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The Job start time specifies when the
job calculation job should be started;
the Job expiration time specifies when
the job is removed from the database.

The Create historic data option lets
you select the compliance data to be
recorded/saved for historic reports,
and the Delete report when expired
will delete the report from the
database when the report has expired.

Job properties [NEW] X

Drezcription

[

Cancel

{* Fized Reports

|Generated by "admiristrator

i Cugtom Repart

17 September 2007
[ 10 September 2007
[ 03 September 2007
[ 27 August 2007

[ 20 August 2007

[ 13 August 2007

[ 06 August 2007

O 20 July 2007

O 23 July 2007

16 July 2007

b ore

Job start time

24 September 2007 ~
17 September 2007

10 Septernber 2007

03 September 2007

27 August 2007

20 August 2007

13 August 2007

06 August 2007

30 July 2007

23 July 2007 v

18, September 07 11:55

Job expiration [when the job iz removed]

El

19, September 07 11:55

[ Create higtaric data

El

[ Delete repart when expired
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Note the meaning of the following
icons in the window, indicating
different levels of the calculation jobs.

The calculation job is queued,
waiting to be executed.

% The calculation job is finished.

% The calculation job is finished and
the SLA report is generated.

SLAs are also automatically
recalculated on a schedule as specified
in the sla_engine user interface.

e Delete
Deletes the calculations for the
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selected SLA from the list in the
window.

e Update
Updates the selected row with data
from the current compliance period.

o View
This option opens the compliance job
description window for the selected
SLA.

e Properties
Opens the Job Properties window for
the selected SLA. This option is only
available for currently running
recalculation jobs, manually started by
the New option (see description
above). A wait cursor indicates that a

recalculation job currently is running.

wpcase. nimzoft.
birdie

wocaze. imzaft.
loba

lah-rinm

The columns in the window

The Service Level Calculations window
contains the following columns:

Job Id
The job identification number assigned to a
new job.

SLA
Shows the name of the SLA being calculated.

Description

Indicates if the calculation job runs
automatically as scheduled, or if it was
manually started by the administrator.

Period Begin
Displays the starting date/time of the
compliance calculation period.

Period End
Displays the end date/time of the compliance
calculation period.

Owner
The name of the operator that requested the
calculation job

Job Start
Defines the date/time for when the compliance
calculation job should start.

Job Expire
Defines the date/time for when the job is
automatically removed from the SLM system.

History
Indicates that compliance data should be
recorded/saved for historic reports.

Double-clicking (or right-clicking and
selecting View) one of the SLAs in the window
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opens the Calculated SLA Compliance job
window for that SLA.

K Calculated SLA compliance [4697]- Job description.... |:||E|E|
General l ]
Selected period
|EI1 A04/2006 - 01 /05,2006 Statu:
N Achieved 100,005
ame
|vrn-hul:u-3 Expected 98.00%
Description
test
Z) 5LA 100.00% (expected 38.00%) I arne | Source | T arget | Achievedl EHpectedl Tu:utal|
@ Server @) Process ... wvmhub-2  hubese 100.00 500 242
@ Froceszs ... wm-hub-3 hub.exe 100.00 9g.00 242,
E@CPUUs..  vm-hub-3 wm-hub-3 100.00 98.00 48EZ
@ Memory . wm-hub-3 wm-hiub-3 100.00 93.00

The window displays:
e The selected Compliance period
e The name and description of the SLA

e  The Status, with the expected and the
achieved value.

e The SLOs, listed in the lower left
corner.

e The QoS constraints, listed in the
lower right corner, supplying the
following information:

The name of the QoS object.

The name of the source computer.
The name of the target computer.
The achieved compliance.

The expected compliance.

o O O O O O

The number of samples returning
an OK result.

o  The total number of samples.

Double-clicking one of the QoS
constraints brings up the QoS
graph (also see the section
Generating a Graph).
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Sending SQL Queries to the database

Selecting the Tool > SQL Query option from
the Menu Bar opens the SQL Query dialog.
This function can be used to query the database
directly, and is useful for testing- and
verification purposes.

Warning:
This function should be used by experienced
users only.
I SOL Query EEX
> SELECT *FROM D_SLA_COMPLIARNCE w
Query SELECT * FROM 5_5SLO_DEFINITION Py

- SELECT * FROM S_00S_DEFINITION
SELECT *FROMD fop| Fr7 = FROM D_SLA_COMPLIANCE
SELECT *FROM S_{cE| ECT « FROM D SLO_COMPLIAMCE

SELECT *FROM D_Q0S COMPLIAMCE k
SELECT *FROM 5_005_DATA

SELECT GETDATE()

SELECT *FROM D_SLA_COMPLIAMCE SELECT *FROM 5_Q0OS_DEFIR ™

Recordset (41 rows) | Recordset #2 (23 rows] |

job _id created zla id compliance percentage| percentage | period beqin S
p (4813 18/04/2006 09:05:00 |1 an 99.69 18/04/2006

4314 18/04/2006 09:05:00 |2 930 99.65 17/04/2006

4315 18/04/2006 09:05:00 |3 93 93.97 18/04/2006

4316 18/04/2006 09:05:00 |4 G0 74 58 18/04/2006
|< A7 18/04/200F N9 Na-nn- 2R a9 qa 1A 1004 /200F . b

Query completed. ..

Here you can select a query from the combo
box, and the query is sent to the database by
clicking the Start query button.

>l

The result of the query will be presented in a
table under the Recordset tab. The number of
rows found is also displayed on the tab header.

Note that you may run multiple queries
simultaneously by typing queries in the list in
addition to the one selected from the combo
box. Clicking the Start query button will run
all queries in the list.

If selecting (highlighting) one of the queries in
the list, just that query will be run when
clicking the Start query button.
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|SELECT * FROM D_Q0S_COM

Skark
Trorih0M D_Q05_COMPLIANCE

SELECT *FROM 5 005 DEFIMITION
SELECT GETDATE])

Note that a started and running query can be
stopped, using the Stop query button.

Setting the Connection Properties

The Service Level Manager requires a
successful login to a Hub managing a Data
Engine. This probe provides the SLM products
with the necessary database information. The
information is entered during the initial setup
of the SLM products through the Installation
Wizard.

The wizard is located in the Start/ Nimsoft
Software/Tools folder, and should be used
when database parameters change (e.g.
username, password etc.).

Selecting File > Properties from the Menu Bar
activates the connection properties dialog.

The SLM Connection tab

Properties E

SLM Connection l Uszer Preferences ]

-

HimBUS 5L Hub [hosthames|P-address]
| NpCase |

It

MimBUS Data Engine
|.-"D evelopment/dskerwpoase/data_enagine

nims

MimBUS SLA Engine [master]
|.-"D evelopmentbzkernspoazedsla_engine

MimBUS Report Engine [mazter]
|.-"D evelopmenthzkerntspoazedieport_engine

MirmBUS Alarmn Server
| fDevelopment/dzker/spoaze’naz w

e SLMHub
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The hosthname or IP-address of the
computer running a Hub with SLM
responsibilities

e Query [button]

This button must be pressed to
confirm the change in the SLM Hub
field.

e Data Engine

Displays the Nimsoft address of the
Data Engine

e SLAEngine

Displays the Nimsoft address of the
SLA Engine

e Report Engine

Displays a list of available Report
Engines Select the preferred from the
list

e Alarm Server

Displays a list of available Alarm
Servers Select the preferred one from
the list

e Save window preferences on exit

Window size (and position) will be
stored and used the next time you
launch a form.

The User Preferences tab

Properties [
SLM Connection  User Preferences l
(.

5 ave window preferences on exit

[ ]Edit QoS5 Constraint on double-click
(a5 Data Folders

Folder iz created on Digtinict objects

MNebmark Folders Text Falders

Qs QOB @®C Characters

It

Nnims

The following options and properties are
available:

e Save window preferences on exit
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Any window preferences you select
will be saved on application exit, and
these preferences will be active the
next time you launch the SLM
application.

e Edit QoS Constraint on double-click

- When this option is checked, double-
clicking a QoS constraint in a SLO
dialog opens the properties dialog for
the QoS constraint.

- When this option is NOT checked,
double-clicking a QoS constraint in a
SLO dialog opens the QoS constraint
graph.

Note that pressing the Shift key when
double-clicking a QoS constraint in a
SLO dialog will toggle this
functionality.

The following options and properties are
available:

e  Save window preferences on exit

Any window preferences you select
will be saved on application exit, and
these preferences will be active the
next time you launch the SLM
application.

e Edit QoS Constraint on double-click

- When this option is checked, double-
clicking a QoS constraint in a SLO
dialog opens the properties dialog for
the QoS constraint.

- When this option is NOT checked,
double-clicking a QoS constraint in a
SLO dialog opens the QoS constraint
graph.

Note that pressing the Shift key when

simultaneously double-clicking a QoS
constraint in a SLO dialog will toggle
this functionality.

e QoS Data Folders
This option lets you organize the QoS
objects located under the QoS node in
the Navigation Pane into folders.

Folder is created on:

Lets you define the minimum number
of objects that must be present to
enable for automatically organizing
the objects into folders.

If set to e.g. 5, the Disk Usage
group of objects shown below
will not be grouped (only 4
objects present in the group)



¥ Service Level Manager

File Miew Tools Window  Help
El E | &
+ U.j Service Level Agreements [SLA)
+ O perating Periodsz
+ %5 FTF Profiles
+ Calculation Profiles

+- [, Casze
+-[d, Databas

[, Com
@, CrPU
= 3.. Dhizk,

¥ Sorvice Level

lad Quality of Service

]

=1+, Machine

puter Uptime
Uzage

lzage

5 RONE
g vm-hub-2
g vm-hub-3

g prone.nimsoft no

If set to e.g. 4, the group of
objects will be grouped like this:

Managen

File Wiew Tools

B @ =

Window  Help
| &

] Service Lev

%3 FTF Profiles

[ [ [

@
-]

&l
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el Agreementz [SLA]

Qperating Periods

+-[d, Databasze
=&, Machine
[, Computer Uptime
[, CPU Usage
=-[d, Digk Uszage

ROME
...

g wrhub-2
g vm-hub3

¥prone. nimzaft no

Note that the way the objects are
grouped depend on the other
settings (described below).

o Network Folders

Organizes objects where an IP-
address is used as the name of the
object into folders.

You may also select the number
of octets of the IP-address to be
used when organizing the objects.
Example: Object name is
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193.71.55.xxx

Selecting A will create a folder
called 193, and all objects with a
name starting with 193 will be
placed in that folder.

Selecting B will create a folder
called 193.71, and all objects
with a name starting with 193.71
will be placed in that folder.
Selecting C will create a folder
called 193.71.55, and all objects
with a name starting with
193.71.55 will be placed in that
folder.

o Text Folders

You may also enable objects to
be grouped into folders, based on
one or more characters in the
object name.

If e.g. selecting 2 (two)
characters, all objects with a
name starting with the same 2
characters will be placed in one
folder. In the example below,
there are three objects with names
starting with vm. A folder called
wm... will be created, and the
three objects will be placed in
that folder.

¥ Service Level Manager

File View Tools ‘Window Help
E @& &
[L'_-] Service Level Agreements [SLA]
Operating Penods
%y FTP Profiles

[ Calculation Profiles
Lo Quality of Service

+-[d, Case

+-[d, Database

-1-[E, Machine
&, Cormputer Uptime
. Computer U ptime:
. CPU Uszage
. CPU Uszage
. DHCP Responze

+ [ [F] [

il 0 0 ) )

G =prone nimsoftno

If e.g. selecting 5 (five)
characters, all objects with a
name starting with the same 5
characters will be placed in one
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folder. In the example below,
there are objects with names
starting with vm-hu. A folder
called wm-hu... will be created,
and the objects will be placed in
that folder.

¥ Service Level Manager,

File Wiew Tools ‘Window Help

E @ S| &

+ []_j Service Level Agreementz [SLA]
Operating Periods

%3 FTP Profiles

E Calculation Profiles

lad Quality of Service

+-|[d, Casze

+-|0, Databaze

=-|d, Machine

Computer ptime
Computer ptime
CPU Uszage
CPU Uszage
DHCF Rezponze

+--[H-[F

AERAAR

+

El sprone. nimzoft no

e  Clicking the Reset button resets the
preferences to the factory default
values.

Press OK to save the changes. You may
change between multiple SLA environments by
setting the SLM Hub property.

Viewing Historic Data

The Data Engine will store the current SLA
and SLO compliance data before starting a new
period. This data can be viewed and examined
from the Service Level Manager Right-clicking
a SLA in the Navigation Pane and selecting
History.
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¥ Service Level Manager ._ E'E'
File Miew Tools Window Help

E & & &
- q:jl Service Level Agreements [SLA)
- & Accounts
+ - & ACustomer
- & Mimsoft
E! Metw
& gt!arﬂz Mew Clone
L} Stian Mew Based On...

+ g Operations
Operating Peric
ﬁ;} FTP Profilez Histary

Calculation Prol pecalculate

Delete

+

+

+-Lgd Quality of Servi
+ ﬂ Web Reparts Update
Properties
WpCase 2009-02-13

This brings up the Historic SLA compliance
window.

You can select the period you are interested in,
and you can toggle between general and
graphical view.

i Historic SLA compliance - HISTORY:

General l Graphical view ]

Selected period

[7hu May 18 - Fri May 19 v [ St

Achieved 93.68%
M amne @

|H one Test Expected 99.003%
Description
Text
[&) 5L 39.68% [expected 33.00%) MName D escription Achieved | Exf
@ HpEase @ WpCase 9368

[
| W
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The graphical view contains a combination
graph showing the actual compliance
percentage as a blue line with value plots and
the expected compliance as a red line.

Bl Historic SLA compliance - HISTORY:

Percent [%]
100 <

Selected penod iz Thu kMay 13 - Fri kay 19
< b wp <

gg Ll

36

34

32

30

|t

12 ay 13 bay

14 bday

15 b ay 16 bay 17 bday 18 bay 19 bday

|@ SLA 99 68% [expected 99.00%]

&) wpcase

M arme D escription | .-'f-.chieve-:l| Exf
@ HpCaze 99,68
< | @

Nimsoft Documentation: Service Level Manager

You may change / zoom in on a smaller period
by using the zoom handles. Scroll the zoomed
period by right-clicking and moving your
mouse
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Handling Service Level Alarms

When defining SLAs, we can tell the product
to send us an alarm when the “actual”
compliance drops below expected levels.
Alarms can be issued to the Enterprise
Console, can be forwarded to other commonly
used alarm consoles such as OpenView,
Unicenter, Tivoli etc, or can be forwarded to
email, pagers or cell phones.

Selecting Tools > View SLM Alarms launches
the Alarm SubConsole application, displaying
current alarms Service Level Alarms.

# NimBUS Service Level Manager

File Wiew BEEEN Window  Help

Database Skaktus  Chrl4+D
Data Management
AL Calculations

Ctrl+3

Wizards

SOL Query Chrl+0

The Alarm SubConsole Window

The Alarm SubConsole window displays a list
of alarms received, and the window is divided
into a number of columns with information

=< Alarm SubConsole

File ‘iew Help
W B [T B o000

(o] | Hosk Mame | Source | Message L | Time Received | Time Origin | Tirne: Arrival -~

_|®14c575414-64145  wpruha 193.71.55.127  MimBUS(13 - (133 Unformatted mess...  0L/19(09 1Z:27:16  01/19/09 12:27:14  01/19/09 12:27:16

. ®¥O06024743-00001 xpruha 193.71.55.127 Mo walid SLM-QO3 license was found 01/05/09 13:06:25  01/06/09 15:14:21 01/06/09 15:14:24

_|=vs3470501-26573  wpruha 193.71.55.127  MrServicePack(4377): Windows ¥PH.., 02/02/09 09:51:30  02/02)09 09:51:29  02/02/09 0::51:30

_|®Mes7e414-64105  xpruha 193.71.55.127  Outlook(26): Connection ko the Micr...  02/13/0908:14:19  01/19j09 12:27:13  01/19/09 12:27:16

W zvs3470501-26550  wpruha 193.71.55.127  Prink{20): Printer Driver Microsoft OF,,,  02/02/0% 02:51:00  02/02/09 09:50:58  02/02/09 02:51:00

. WIB2273242-84158  xpruha 193.71.55,127  Prink{3): Printer Microsoft Office Doc,..  02/09/09 11:52:16  02/09/09 11:52:15  02/09/09 11:52:16

. GY53470501-26542  xpruha 193.71.55,127  Prink{3): Printer Microsoft Office Doc,..  02/02/09 0::51:00  02(02/09 09:50:53  02/02/09 09:51:00

. GY53470501-26548  xpruha 193.71.55,127  Prink{4): Printer Microsoft Office Doc,..  02/02/09 0::51:00  02/02/09 09:50:58  02/02/09 09:51:00

_|UNE7E96125-02619  vistabelo vistabelo,nim...  Process outlook, exe is not running 02/12/09 09:14:52  02/11/09 15:44:50  02/11/09 15:44:51

| MEGD396266-14547  gaautoubuntud gaautoubunt...  gaautoubunkuB.D4x64: Connection t... 02/11/0909:02:39  02/11/0905:42:39  02/11/09 03:42:39

_|7M31159937-27653  xpronexp 193.71.55.36 qos_engine. exe: Process qos_engin...  01/05/09 16:38:37  01/05/09 16:36:32  01/05/09 16:36:45 %

< >
Tat: 166, Sel: O I

Ready User: administrator  (ACL: Superuser) Mas: [Development/xpruh

The information about the alarms in the list is
divided into the following columns:

e ID
Each alarm is assigned a unique 1D-
number by the Alarm Server.

e Message

This field contains the alarm text
message, describing the error
condition.

Nimsoft Documentation: Service Level Manager 194



Nimsoft Documentation: Service Level Manager

Time Received

The last time the alarm was received
by the nas.

Time Origin
The time when the alarm was sent
from the probe

Time Arrival

The time when the alarm was received
by the nas

Severity

All alarms are stamped with a code
indicating the severity level,
indicating the seriousness of the
alarm. Note that the severity level also
appears as colored icons in the ID
column, making the most important
ones stand out. The severity levels
are:

o Clear (Green)

o Informational (Cyan)
o Warning (Blue)

o Minor (Yellow)

o Major (Orange)

o Critical (Red)

Host Name

The name of the computer sending the
alarm

Note: Occasionally host computers
are represented with their IP address
in this column.

You may try to convert these by
setting the following string in Registry
to 1:

HKEY_CURRENT_USER > Software
> Nimsoft Software > Nimsoft
Manager > Options >
StripHostNamelp

However, be aware of that this may
result in timeouts!

Source

The IP-address of the computer
sending the alarm

Subsystem

This identifies which part of the
monitored computer the alarm was
sent from (CPU, disk network etc.).

Subsystem ID

The subsystem ID is a field,
containing one or more numbers
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separated by dots. This ID identifies
which part of the monitored computer
the alarm was sent from (CPU, disk
network etc.).

e Count

This field shows how many times the
alarm has been received from the
probe.

e Domain

The name of the Domain associated
with the Probe sending the alarm.

e Robot
The Robots hosting the Probe sending
the alarm

e Probe
This is the name of the probe that sent
the alarm.

e Assigned To

If the alarm is assigned to an operator,
this field shows the name of this
operator.

e Assigned By

If the alarm is assigned to an operator,
this field shows the name of user who
assigned the alarm to the operator.

e  Assign Time

If the alarm is assigned to an operator,
this field shows at which time the
alarm was assigned to the operator.

Modifying the layout of the list in
the window
If you want to modify the layout of the list in

the window, you have a set of options
available:

e If you want to have the columns placed in another order, the
columns can be moved, using drag and drop.

e Left-clicking the column border, dragging to the preferred
width and releasing the mouse button can also modify the
width of columns.

e Right-clicking in a column header or inside the list also gives
many options.

Nimsoft Documentation: Service Level Manager 196



9 | lin. i|§

i 1 (] . -

® Sork Ascending
Sort Dascending

mtlll
mrlll

Columns., ..

Properties

For details, see the section Right-
clicking a Column Header.

Right-clicking in the Alarm
Window

View k

Accept

Assign L4
Lnassign

Acknowledge [Del]

Alarm Details

Locate Probe
Configure Probe, .,

Hold Alarms

Alarm Filker, .,
Sek alarm Filker Based on 3
Clear Alarm Filker

Transaction History
Hiskory k

Print. ..
Print Preview

Edit 3

e View
Print
Print Preview
Edit
See description in the section Right-
clicking in a list.

e Accept
Assign
Unassign
Acknowledge

Nimsoft Documentation: Service Level Manager

197



Nimsoft Documentation: Service Level Manager

Alarm Details
Hold Alarms

See the description in the section
Handling Alarms for these options.

Locate Probe

Right-clicking an alarm message and selecting
this option searches and finds the probe that
sent the selected alarm message.

If the option is selected in the Alarm
SubConsole integrated in the Infrastructure
Manager, the probe will be selected in the
Main Window Pane.

If the option is selected in the Alarm
SubConsole integrated in the Enterprise
Console, or when the Alarm SubConsole is
running stand-alone, a message will appear on
the screen, displaying the complete probe
address (Domain/Hub/Robot/Probe).

Configure Probe...

Right-clicking an alarm message and selecting
this option opens the Probe configurator for the
probe that sent the selected alarm message.

This enables you to edit the options and
configuration parameters for the Probe.

Alarm Filter...
Using the alarm filter, you can configure the
alarm objects to display:

Alarms from selected source(s), subsystems,
probes, etc.

Only alarms with severities as specified.
Alarms containing specific text

Time when the alarms were received
Alarms assigned to or by specific users, etc.

Also note the two options Set Alarm Filter
Based on and Clear Alarm Filter (see below).

Set Alarm Filter Based on

Selecting (by left-clicking) one of the alarms in
the window, you can use this option to filter on
parameters like:

Source
Severity
Host Name
Probe

Etc.
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Then only alarms sent by the source, probe etc.
that sent the selected alarm will be displayed in
the window.

Another example: If selecting an alarm with
severity Warning and filtering on Severity,
only alarms with severity Warning will be
displayed.

Clear Alarm Filter
Clears alarm filters (as described under Set
Alarm Filters based on, see above), if any.

Transaction History

Marking an alarm in the list and selecting
Transaction History opens a separate window,
containing transaction information about the
selected alarm.

History
Even if an alarm message is acknowledged, it
can still be traced in the nas history database.

Using the History option, you can list and see
alarms from the selected time frame (today,
last hour, last week, last month, last 24 hours,
last 3 days or last 7 days).

Hiskory Today

] Lask hour
F‘rfnt. o Lask week
Prink Preview Last month
Edit b Lask 24 hours

1/20/09 08:30:40 012009 05:530:43 |  Last 3 days
1/19/09 12;:27:06 011909 1z:27:10 |  Last 7 days
PIOZ/09 11:39:14 02/02/09 11:39:20

(I I T [ B Bl P ) 1M aing 1202701

Query, ..

The alarms will be opened in a separate
window.

Selecting the Query option, a filter dialog
appears, enabling you to filter the historical
alarms you want to see for the period specified.

You can select one of the same predefined time
periods as mentioned above, or you can select
Custom and specify a custom period (From
time and To time).
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Query

Penaod
" Today

" Last hour
" Last week
" Last manth

YWhere

Severty Level

" Last 24 hours
" Last 3 days
" Last 7 daps

{* Cuztom

x]

Fram: |2nna-nz-n?

| |1=500:00 e

To: |2nna-nz-na

| |2000:00 =l

Open... |

|Host >||= =] lspruha |<Columr>  w| |- -]
Prebe  x|- ~|) | <Columr> x| |- ]]
|<E|:|Iumn> j | J | |<E|:|Iumn> j | J |
|<I2|:|Iumn> j | J | |<I2|:|Iumn> j | J |
|<E|:|Iumn> j | J | |<E|:|Iumn> j | J |
|<I2|:|Iumn> j | J | |<I2|:|Iumn> j | J |
|<E|:|Iumn> ﬂ | J | |<E|:|Iumn> ﬂ | J |
|<I2|:|Iumn> j | J | |<I2|:|Iumn> j | J |
|<E|:|Iumn> j | J | |<E|:|Iumn> j | J |
|<|:|:|Iumn> j | J | |<|:|:|Iumn> j | J |

| Cancel
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You can filter on one or more of the columns
in the alarm window, and regexp (regular
expression) is supported. The example above
will pick alarms from all probes on the host
xpruha with severity level Minor and above
for the custom period specified.

Setting the filter and clicking the Open button,
the alarms matching the filter will be opened in

a separate window.

Clicking the Save button, the query will be
saved to a local repository. Then clicking the
Open button, this repository will be opened,
enabling you to paste the query for other use.
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Open [z|

mode:today, where:[hoztname like ‘spruha’l AND [prid like %1
rnn:u:le date, 2009-02-07 1 5 o, 2EIEIE| 0209 2EI 00, where: [hn:nstname Ilke :-:pruha 1 .-'1'-.ND [prlu:l Ilke '°/]

I ||:||-' |:|:|h=- 'I_II_I':| I_I._ 07 'I': IIII A0 I._ [9: III III_I 1y Ihn—-rn—- [hosthame like

k. | Delete... Cancel

Clicking the OK button, the filter dialog will be
filled in according the selected query.

Clicking the Delete button will delete the query
from the repository.

Note
Double-clicking a query will open the query in
a new dialog, making long queries easier to

read.
Query Line @
hode:

date 2003-02-07 15:00.2003-02-09 20:00

Where:

[hozthiame like "spruba’l AMD [prid like 2 AND [domain
like 'Development'] AMD [hub ke 'Bun']

k. | Cancel

The Toolbar in the Alarm Window

The upper part of the Alarm Window contains
a toolbar, enabling you to find, sort and handle
alarms, manage views etc.
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Accept I Hold alarms I Find I Sort I Manage views I
l Unassign I Select I‘ Find next Columns I
||£5—33E|vf|*l*|%|§a%|ﬁﬁ Bl & &% oo 0o
Assign I Alarm filter I Filter Find previous I Save view

Print

Acknowledge I

See the description in the section Handling
Alarms for the following (leftmost) tool

buttons.
e Accept
e Assign
e Unassign

e Acknowledge
e Hold Alarms

Accept I

Unassign I

€ €% |v [T

Hold alarms I

Assign

Acknowledge

e Alarm Filter...
Using the alarm filter, you can configure the alarm objects to
display:

o Alarms from selected source(s), subsystems, probes, etc.
o Only alarms with severities as specified.

o Alarms containing specific text.
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o Time when the alarms were received.

o Alarms assigned to or by specific users, etc.

See the description in the section Right-
clicking a column header for the following tool

buttons:
e Select
o Filter
e Find

e Find next
e Find Previous

Find

Select I Find next I

; xﬁi

Bh | 84 & % |
A A

Filter I Find previous I

See description in the section Right-clicking in
a list for a description of the right-most
buttons:

e Sort

e Columns

e Print

e  Save views

e Manage views
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Sort I Manage views

Columns J
=

. I | & | B

Save view

Print

Working with Alarms

Nimsoft Documentation: Service Level Manager

Once an alarm is generated, the Enterprise
Console provides a powerful area where
operators can view and manage the alarms. The
basic alarm management architecture ensures
that alarms are positively assigned and
acknowledged (closed) before they disappear
from the screen. Obviously some alarms can be
set to timeout after a certain period and other
alarms can be automatically closed based on
the receipt of a clearing event.

The basic flow of alarm management is:
e Alarm generated by the probe.

e  Alarm appears on the Enterprise
Console.

e An operator takes ownership of the
alarm.

e  The operator gets more detail about
the problem and fixes it.

e  The operator closes the alarm, and the
alarm is therefore removed from the
console.

The basic alarm window allows the operator to
decide which columns to display (see the
section Working with views in lists), in which
order to display them and how to sort the
display. The operator can save preferred
methods of viewing the alarms for future use.

Selecting any one of the icons at the top of the
screen will filter the display to show only
alarms associated with that source, or multiple
servers can be grouped together to create a
technology or business- view — e.g. see all
alarms from File Servers.
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Each alarm offers a menu of actions by right
clicking on the alarm.

From this menu, the operator can assign the
alarm, close the alarm or look at the history of
an alarm (i.e. look at all previous occurrences
and what state changes have occurred).
Numerous other options are available to
improve the operator’s efficiency.

The Alarm Window

The Alarm window displays alarms received
by the nas belonging to the Hub you are
currently logged on to.

If no alarm filters are active, the window will
display all alarms received.

Note that if you click an alarm object in a
Dashboard, you implicitly set a filter. Click on
an empty part of the Dashboard to clear the
filter, or go through the Set Filter dialog to
clear it manually.

Handling Alarms

Alarm details

Double-clicking an alarm in the Alarm
Window opens the alarm and displays it in a
separate window called Alarm Details.

The window provides detailed alarm
information and some function buttons (going
to the previous/next alarm in the Alarm
Window, the alarms’ history and some
functions for handling the alarm).

Alarm Details

ID: *YB95338071 -00322 Host Mame: 193.71.55 26 Accept

Source: 193.71.85.26 Frobe: net_connect

Damain; Developrment Fobat: wemine Agzign...
Subsystern: Metwark: Subsystern ID: 1.1.3 Wnassig
tezzage:

Acknowledge

iptezt-898: Connection to iptest-398 [ping] failled
Higtory

Previous

W

M et
Severity: Major Supp.Fey iptest-898/ping  Count; 3532

Time Received: Oct 13 2004 11:17:06
Time Origin: Sep 23 2004 13:15:45
Time Amival: Sep 23 2004 14:12:02

Assign

The Assign function found in the alarm
windows’ toolbar could be used when
assigning an alarm to a specific user. You can
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also assign an alarm by right-clicking it and
select Assign.

A white dot will appear in the lower right part
of the colored alarm symbol when the alarm is
assigned.

Assigned alarms can be unassigned again (see
below).

Unassign

The Unassign function found in the alarm
windows’ toolbar could be used when
unassigning an alarm that has been assigned.

You can also unassign an alarm by right-
clicking it and select Unassign.

Acknowledge

Acknowledges an alarm. The alarm gets closed
and disappears from the alarm window.

History

Opens the Alarm History window, showing the
transaction log for the selected alarm.

Hold Alarms

The alarm window will not be updated when
this function is active. May be useful when the
alarm traffic is heavy.

Accept
The user assigns selected alarms to himself

Working with Views in Lists
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If you want to modify the layout of a list in a
window (e.g. the alarm list in the Alarm
SubConsole), you have a set of options
available:

Left-clicking the column border, dragging to the preferred
width and releasing the mouse button can also modify the
width of columns.

If you want to have the columns placed in another order, the
columns can be moved, using drag and drop. You left-click the
column you want to move, drags it to the preferred position and
drop it by releasing the mouse-button.

F

=. Alarm SubConsole

File Wiew Help

lE

B RO M I
] | Host Mame SDLI’I'_"_E:IE%:]E
W ::005024743-00001  xpruha 194F1.55.127
_ | 3¥53470501-26573  xpruha 193.71.55.127

Left-clicking the column border, dragging to the preferred
width and releasing the mouse button can also modify the
width of columns.

Right-clicking a column header also gives many options.
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# ww I E
i Il . -

® Sort Ascending
Sort Descending

&hctlll
Filter. .,

Columns., ..

Properties

See the section Right-clicking a
column header.

e Right-clicking inside the list also gives many options. Some of
the options are special for the different lists, and will be
described in the sections describing the different lists.

The other options, which are common
for all lists are described in the section
Right-clicking in a list.

e  Further, the Toolbar in the upper part of the lists contains a set
of functional buttons; see the section The Toolbar in the list.

The Toolbar in the list

The Toolbar integrated in the upper part of the
list includes a set of functional tool buttons
making it easier to navigate in the pane. Note
that this toolbar can be selected / deselected by
right-clicking in the list and selecting View >
Toolbar.

The options in the toolbar are also available
when either right-clicking in the list or when
right-clicking a column-header.

See the section Right-clicking in a list for an
explanation of the following options in the
Toolbar:

o Sort

o Columns
o Print

o Save view

o Manage views

See the section Right-clicking a Column
header for an explanation of the following
options in the Toolbar:

o Select
o Filter
o Find

o Find next
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o Find previous

Right-clicking a column header

Right-clicking a column header gives many
options.

4 n;é“lu.ﬁw%f

' T ——

® Sort Ascending
Sort Descending

Select. .,

Columns., ..

Properties

Sort Ascending / Descending

The entries in the list can be sorted, ascending
or descending, based on the entries in the
column under the header you right-click.

Select

This option can be used to select specific rows
in the list. You can select all rows, or you can
specify a select pattern in the Select what field.
All rows matching the specified pattern will be
selected.

Clicking the Match whole column value option,
only rows containing exactly the pattern
entered will be selected.

There is also an option for case sensitive
selection. In this example, all list entries
containing the word warning will be
highlighted.

Select in column: Severity

Select what; Apply

[waming [ Cl
[k )

[ Match whale column walue
[T Match caze

Help

i)

Filter

Entries in the list can be filtered by defining a
select pattern (i.e. text). Only entries in the list
containing this pattern will be displayed in the
list, others will be hidden.

In this example, only alarms containing the
word wsrune will be displayed.

Using the option Dynamic filtering, the
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filtering starts immediately (while you are
writing the select pattern).

Filter in column: Host Mame

Filter what;

X
Apply I
strunel j Fezet |
[ Match whale column walue
Cloze |
[ Match case
™ Dynamic filkering Help |

To reset to normal view, with all list entries
displayed, open the filter dialog again and click
the Reset button.

Find
You can search for specific list entries by

defining a select pattern (i.e. text), and the first
list entry containing this pattern will be

highlighted.
Find what: Firid Mext
IEDnnectiDn j

Find Previous
[ Match whale column walue

Cloze
[T Match caze

plfle}

Help

Clicking the Match whole column value option,
the find function searches for a column with
exactly the contents entered in the Find what
field.

You may also select the find function to be
case sensitive.

Clicking the Find Next button highlights the
next entry containing the select pattern, while
clicking the Find Previous button will find the
previous entry containing the select pattern.

Columns

Columns can be removed from the list. You
select the column you want to remove and
click the <<Remove button. If you later want
the removed columns back again, you simply
select them and click the add>> button, or you
click the Reset button.

You may also change the order of the columns.
Selecting a column in the list and clicking the
Move Up button, moves the column one step
up, which means that the column will be
moved one position leftwards in the list.
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Columns

Ayeailable Colummnz:

Dizplayed Columns:

Nimsoft Documentation: Service Level Manager

In the Properties dialog, you can modify the
selected column’s title. Note that for the Assign
Time column, you may also specify the time
format. You may also select between Fixed
column width and Automatic Adjustment (the
width is automatically adjusted to fit the length
of the longest text string in the column.

x|
Source Add s | D ] |
Time Origin Huost Name
Subsyztem Seventﬁ Cancel |
Time A eceived
el ] Tirme Arrival ﬂl
Subzyztermn 1D
Remove Al | Caunt
Frobe
Feset | Azzigned To
Agzigned By
Azzign Time
taove Up ko Down |
Properties

General |
Title: Heset |
Faormat; I j Heset |
— Colurnn Yfidth
' Automatic Adjustment ' Fixed Size
ak. I Cancel Help

Right-clicking in a list

Right-clicking inside the list offers a lot
options. Some of the options are special for the
different lists, and will be described in the
sections describing the different lists.
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Wism

Al

Sort by r Assigned
Accepk
. ) Message
Assign » Row Details :
U . Time:
nassign
Sart... Bursk
Acknowledge [Del]
Columns. .. ; i
) v Persistent Yiew
Alarm Details
v Toolbar i
Save Yiew. ..
Hold alarms v Status Bar :
Manage Views...
&larm Filker... Properties

Set Alarm Filker Based on »
Clear alarm Filter

Transaction History
Hiskary k

Prink...
Print Preview

Edit »

The other options, which are common for all
lists are described in this section.

Right-clicking in a list in a window (e.g. the
alarm list in the Alarm SubConsole) gives you
the possibility to modify the appearance of the
list.

Views

The View function can be used to manipulate
the view (the appearance of the list in the
window). You may create your own views or
make modifications of the layout of a list and
save the views, giving them descriptive names
(see Save View).

You can then toggle between different defined
views.

Persistent view

If you have no default view specified, you can
turn on or off a switch telling the system
whether you want to save the changes you have
made to a list during an ongoing session or not.
If the switch 'Persistent View' is set, the sort
levels and column ordering will appear in the
same manner at start-up as when you exited the
application.

Save View

This option can be used if you want to define
specific views. If you change the layout of the
list to match your specific needs, you can save
the view and give it a specific name.

Reset Yiew
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save view x|

E nter name:

Simple Yiew

k. Cancel Help

Manage views

The View function can be used to manipulate
the view (the appearance of the list in the
window) and to create your own views.

The Manage View function can be used to
manipulate these defined views.

You can:
Activate a view

Delete views that are no longer required

Specify which view should be set initially when the application
is started. A blue arrow will indicate this selection in the list

containing your defined views.

If you have no default view specified, you can
turn on or off a switch telling the system
whether you want to persistently save the
changes you have made to a list during an
ongoing session or not. If the switch Persistent
view is set, the sort levels and column ordering
will appear in the same manner at start-up as
when you exited the application.

Wiew |
Hiztorny - Main

History - Tranzaction

Historny - Repeating

Activate
OF.
Cancel
Set Default
Delete

Help

Pl

Reset view

Resets to a basic view, with application default
values.

Sort By

This function can be used to sort the list based
on the different columns in the view.
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Row Details

Marking an entry in the list and selecting Row
Details opens a separate window containing
detailed information about the selected list
entry.

Sort

A more sophisticated sorting function, where
you can specify multiple sorting keys.

You may sort by a first column, then by a
second and finally by a third column.

You may select to sort in ascending or
descending order and also choose case
sensitive sorting.

—Sort by colunn
IS.:.ur.;E j v Ascending order
[T Casze zenzitive
— Then by
IF'rl:nl:ne j v Azcending order
[T Casze sensitive
— Then by
Timne Fleceived 2 Ascending order
[T Caze sensitive

k. I Cancel | Help

Columns

This function allows you to add or remove
columns from the view.

Columns can be added by marking the column
you want to add in the Available Columns field
of the dialog and clicking the Add>> button.
The column will move to the Displayed
Columns field (note the Add All button, which
moves all columns).

Columns can also be removed by marking the
column you want to remove in the Displayed
Columns field of the dialog and clicking the
<<Remove button. The column will move to
the Available Columns field (note the Remove
All button, which removes all columns).

Further you may change the order of the

columns by using the Move Up / Move Down
button.
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Columns

Ayeailable Colummnz:

Dizplayed Columns:

Pl |

Hozt Mame fdd s | D -
Time Received Time Acknowledoed —
Sewvert Mezzage
Type d Count ? EeeE]
| Source
Add Al Tirne Origin Help
| Tirne Arrival
Remeve Al Subsystem
Subzyztern 1D
Reset | Probe
Acknowledged By
Azzigned To —
Azzigned By
E'\'."'{"iﬂl"l T il'i'lFII ;I

taove Up

ko Down |

Toolbar

Lets you include or remove the Toolbar (see
the section The Toolbar in the list) from the top
of the list.

Status Bar

Lets you include or remove the Status Bar from
the bottom of the list.

Properties

Opens the properties box for the list.
There is a General tab for selecting background
color, text color and font etc. for the list.

Further you may select:

e The Grid Lines option, which will make the list appear with
grid lines (as a table).

e The Full Row select, which makes it possible to select the full
row in the list by left-clicking it.

In addition, there is a tab for each column,
where you can modify the column title and
column width.

x

General | o] I Hu:ustNameI Su:uuru:el Messagel Tire 4 I *I
Sarnpl
S i Set text calor and font... |
| Test Set background colar... |
Hezet calars and font |
v Full Bow Select
[ Grd Lines
] 4 I Cancel Help |

Nimsoft Documentation: Service Level Manager 214



Print

Prints the contents of the window. The printer
dialog appears, allowing you to select a printer
and to modify the printer properties, such as
page orientation, number of copies etc.

skivat 2| x|

— Sknver
M awr: Egenzkaper... |
Status: Klar
Type: HP Lazerlet 4440 Plusz PS GO0
Sted: TCPZ:
F.ammentar: [ Skriv bl fil
— Utskniftzamride — Eksemplarer
v Al &ntall ekzemplarer: 1 -
™ Sider Fra: |1 Til:
C e GG e
) Merket amrdde

k. I Axbrot

Print Preview

Displays a preview of the contents of the list,
as it will appear on a printout.

Edit

This option enables you to select, filter and
find alarms in the list. These functions are also
available in the Toolbar, and more information
about these functions can be found in the
section The Toolbar in the list.

You may also copy selected alarms to the
clipboard.
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Automatic (Interval) data type

QoS Data is recorded at intervals, individually
specified in the probe configuration for each of
the probes.

Asynchronous data type

QoS Data is recorded only each time the
measured value changes.

Calculation profile

Calculation profiles are user-created profiles
that can be used when defining the calculation
properties for Service Level Objects and
Quality of Service Constraints. These profiles
are based on built-in plug-ins distributed with
the Service Level Manager application.

When defining calculation profiles, the profiles
will be grouped either as SLO calculations as
QoS calculations, depending on if the selected
plug-in supports single-data or multi-data
series.

Calculation method

Calculation method is the set of rules and
conditions determining the way the SLA
compliance is calculated.

Compliance period

The compliance period defines the period of
time that the SLA should meet the
requirements stated by the compliance
percentage, typically a day, a week or a month.

The illustration shows the relationship between
the operating period and the compliance
period.

The gray area illustrates the compliance period,
and the blue area illustrates an operating period
with 5 time-specifications.

Example:

Let's say that the compliance period (gray area)
is defined to be one week (Monday to
Monday). Our requirements for the SLA is
defined to be between 08:00 and 17:00 every
weekday (operating period). Notice that the
data (blue plot) within the operating periods
(blue area) are included in the SLA
computations.
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Compliance percentage

The compliance percentage is defined to be the
percentage of time that the QoS, constrained by
e.g. operating period and thresholds, should be
considered compliant within the compliance
period..

Each sample is checked within the compliance
period by the data_engine and summarized as
failed or successful. The result is compared
against the expected compliance percentage
(defined by the user).

1108 1 g o e 0
[ ! ;
Hin |
! i‘“ E ‘i 'I“" v
J.]‘i At Lit o } Mi Bl ] | ‘(1! '
EPIGIAE A

[
[
l
=
&

|:| Operaking period
D Compliancy period

Consider the data represented by the
illustration. The red line represents the
threshold value, the green line represents the
average value and the blue line represents the
actual sample values.

How many samples within the operating period
are above the threshold settings?

Zero samples breach the threshold line within
the operating periods, thus fulfilling 100% of
our compliance requirements. The 5 samples
that breach the threshold are outside the
compliance period which was e.g. Monday to
Monday, with operating periods every
weekday from 08:00 to 17:00.

Let's assume that the total number of samples
within the operating period is 129, with 9
samples breaching the threshold. This implies
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that 6.98% of the samples are accounted for as
out of compliance (9 * 100/129).

If our Service Level Agreement requires a
compliance of 98.50% (or better) and the only
data defined in this SLA is the above data, then
our requirements to the SLA is breached due
to a current compliance percentage of 100% -
6.98% = 93.02%.

Data Types

We use the following different data types when
calculating the compliance:

e  Automatic (Interval)
QoS Data is recorded at intervals,
individually specified in the probe
configuration for each of the probes.

e  Asynchronous
QoS Data is recorded only each time
the measured value changes.

Domain

The Domain is the top-level node in the
hierarchy, and a site is normally set up with
one Domain. It is used to group one or more
Hubs in a logical set such as a company or
enterprise.

Hub

The Hub is a message concentrator and re-
distributor. It is the collection point for all
messages coming from the various installed
Robots. Many other Nimsoft components can
connect to the Hub to receive dedicated
messages and perform other specific activities.
One such component is the Alarm server.

NULL value

A NULL value will be recorded into the
database typically if a probe does not measure
a value from the target due to a timeout, e.g. no
answer to a ping). In the QoS Calculation
Profiles, available under the Calculation
Profiles Node in the Navigation Pane of the
SLM, you may define how these NULL values
are handled in a compliance calculation.

Operating period

The operating period constrains the QoS
samples to one or more time-specifications
within the compliance period. This means that
samples falling outside these time
specifications will not influence the SLO/SLA
compliance requirements. Each operating
period is defined as a union of one or more
time-specifications.
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Probes

Probes are small dedicated pieces of software
that monitor specific resources or events. Each
probe can be easily configured for your own
specific monitoring requirements.

Robot

The Robot is the first line of management for
the Probes. The Robot starts and stops the
probes at the required times, collects, queues
and forwards messages from the probes onto
the specified Hub.

Service Level Aagreement (SLA)

A Service Level Agreement (SLA) is an
agreement to deliver a service within a
specified/fixed time-period to an extent where
both parties agree on a measurable service
levels. The parties may be an IT department
delivering services to another department
within the company, or by a company and an
external service provider.

The services included in the SLA may be a
collection of monitored objectives we call
Service Level Objectives (SLO). These
objectives (or group of objectives) are
monitored by dedicated programs (often
standard probes) that monitor e.g. network
connectivity, application (Oracle, Exchange, e-
mail) availability and service (DNS, DHCP)
availability.

SLA

A (SLA) is an agreement to deliver a service
within a specified/fixed time-period to an
extent where both parties agree on a
measurable service levels. The parties may be
an IT department delivering services to another
department within the company, or by a
company and an external service provider.

The services included in the SLA may be a
collection of monitored objectives we call
Service Level Objectives (SLO). These
objectives (or group of objectives) are
monitored by dedicated programs (often
standard probes) that monitor e.g. network
connectivity, application (Oracle, Exchange, e-
mail) availability and service (DNS, DHCP)
availability.

SLO

A Service Level Objective (SLO) is a
combination of one or more component
measurements (Quality of Service) to which
constraints are applied. A SLO is said to be in
compliance if the underlying measurement
values are within the specified constraints.
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SLO's may have operating periods during
which the SLO has to be compliant.

SLM

The Service Level Manager (SLM) is the
application where service level configuration
and monitoring is performed. The application
needs a valid license to operate.

QoS

The Quality of Service (QoS) is the atom of the
Service Level Management. The QoS is the
actual value (sample) collected and used
centrally to determine the state of the service
level objective. This value is normally
collected by a probe like cdm, net_connect,
url_response etc. The value is first used for
alarm purposes, but if the probe is configured
to deliver Quality of Service, then a QoS
message is issued.

A QoS constrained by threshold, source, target
and operating period settings is used as the
building blocks for SLO's.

QoS object

The QoS object is defined by its QoS name,
source and target. All sample-data with this
unique combination form data-series that may
be used as part of any Service Level Objective.

QoS constraint

A constrained QoS object is defined by its QoS
name, source, target, threshold and
operating period. This constrained object is
the building block of the Service Level
Objective.
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