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Copyright Notice

Copyright Notice

Legal Notices
Warranty

The material contained in this document is provided "as is," and is subject to
being changed, without notice, in future editions. Further, to the maximum
extent permitted by applicable law, Nimsoft Corporation disclaims all
warranties, either express or implied, with regard to this manual and any
information contained herein, including but not limited to the implied
warranties of merchantability and fitness for a particular purpose. Nimsoft
Corporation shall not be liable for errors or for incidental or consequential
damages in connection with the furnishing, use, or performance of this
document or of any information contained herein. Should Nimsoft Corporation
and the user have a separate written agreement with warranty terms covering
the material in this document that conflict with these terms, the warranty
terms in the separate agreement shall control.

Technology Licenses

The hardware and/or software described in this document are furnished under
a license and may be used or copied only in accordance with the terms of such
license.

No part of this manual may be reproduced in any form or by any means
(including electronic storage and retrieval or translation into a foreign
language) without prior agreement and written consent from Nimsoft
Corporation as governed by United States and international copyright laws.

Restricted Rights Legend

If software is for use in the performance of a U.S. Government prime contract
or subcontract, Software is delivered and licensed as "Commercial computer
software" as defined in DFAR 252.227-7014 (June 1995), or as a "commercial
item" as defined in FAR 2.101(a) or as "Restricted computer software" as
defined in FAR 52.227-19 (June 1987) or any equivalent agency regulation or
contract clause. Use, duplication or disclosure of Software is subject to Nimsoft
Corporation’s standard commercial license terms, and non-DOD Departments
and Agencies of the U.S. Government will receive no greater than Restricted
Rights as defined in FAR 52.227-19(c)(1-2) (June 1987). U.S. Government users
will receive no greater than Limited Rights as defined in FAR 52.227-14 (June
1987) or DFAR 252.227-7015 (b) (2) (November 1995), as applicable in any
technical data.
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Copyright Notice

Trademarks

Adobe®, Acrobat®, Acrobat Reader®, and Acrobat Exchange® are registered
trademarks of Adobe Systems Incorporated.

Intel® and Pentium® are U.S. registered trademarks of Intel Corporation.
Java(TM) is a U.S. trademark of Sun Microsystemes, Inc.

Microsoft® and Windows® are U.S. registered trademarks of Microsoft
Corporation.

Netscape(TM) is a U.S. trademark of Netscape Communications Corporation.

Oracle®is a U.S. registered trademark of Oracle Corporation, Redwood City,
California.

UNIX® is a registered trademark of the Open Group.
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Contact Nimsoft

Contact Nimsoft

Contact Technical Support

For your convenience, Nimsoft provides one site where you can access the
information you need for your Nimsoft products.

At http://support.nimsoft.com/, you can access the following:

m  Online and telephone contact information for technical assistance and
customer services

m Information about user communities and forums
m  Product and documentation downloads
m  Nimsoft Support policies and guidelines

m  Other helpful resources appropriate for your product

Provide Feedback

If you have comments or questions about Nimsoft product documentation, you
can send a message to support@nimsoft.com.
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Document History

Document History

Version What’s new?

Version 5.00 m  Added details for MySQL and Oracle support

m  Added Java requirements
m Added details for cloud installation

m  Removed Nimsoft Web Service and Mobile Panel
documentation
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Nimsoft Server Introduction

Chapter 1: Nimsoft Server Introduction

Nimsoft Server, introduced in Nimsoft Server Release 3.10, is a package
containing the Nimsoft Software for Infrastructure, Availability, Service level
Management and Discovery ACE Components.

You can download and install Nimsoft Server from the Nimsoft download site
(see the section Nimsoft Server First-time Installation).

The Nimsoft Server provides you the tool for managing your Nimsoft
infrastructure. It gives you the opportunity to add and remove Nimsoft
components through a web-interface.

It also holds shortcuts to the various consoles that may benefit you in your
daily work.

This document

This document covers Nimsoft Server 5.00.

During this installation, you will be asked what you want to install:

m  Infrastructure components (Robot, Hub, Distribution Server, Alarm Server)
m  Nimsoft Availability Server

m  SLM Server

m  Nimsoft Discovery ACE Components

Use this module to automatically create monitoring profiles for devices
detected on the network you want to monitor. Otherwise, you have to
manually distribute probes and create monitoring profiles for the devices.

The devices found by the discovery process can later be found under the
Dynamic Views node in the Enterprise Console (and the Service Delivery
Portal, provided that you install it afterwards), but they will NOT be
monitored and NOT send QoS values before you set them to Managed in
the NIS Manager!

The installation consists of three steps:

1. Files are copied to your computer, and the Infrastructure is installed and
initialized.

2. This step only applies if you select to install the SLM Server (see above).

The SLM installation is started; configuring SLM and setting up the
database connection on your computer, and prepares for SLM client
installations.

10 Nimsoft Server 5.0.0 Installation Guide
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NOTE:

If this is a first time installation, or you are installing onto a new Domain,
you will be prompted with the New User dialog. The user name is set to
Administrator, and you have to select a password for domain login.

Nimsoft Discovery ACE is dependent on a SLM Server Installation and
cannot be installed without SLM Server.

When the Nimsoft Server installation is completed, Nimsoft Server will
automatically be opened in a web browser, provided that the Start Nimsoft
Server window option was checked in the last dialog in the setup. Here you
can start installing Nimsoft client software on your computer. Further,
using the web browser, you can access Nimsoft Server from other
computers on your network and install Nimsoft Client software.

As mentioned above, Nimsoft Server will, when installed on your server, act as
a portal that you may access from other computers on your network via a web
browser.

You may then:

Launch Nimsoft applications
Install Nimsoft on your clients
View your Nimsoft Dashboards and reports

Access the Nimsoft Server on-line documentation.

Nimsoft Server 5.0.0 Installation Guide 11
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Chapter 2: Nimsoft Server Installation

Infroduction

To avoid unwanted access to your dashboards, Nimsoft installations etc. from
the web, you should not install Nimsoft Server in a DMZ.

Prerequisites

NMS Server can be installed on the 32-bit and 64-bit versions of the following
operating systems.

Microsoft Windows platform

m  Microsoft Windows XP
m  Microsoft Windows 2003
m  Microsoft Windows Vista
m  Microsoft Windows 2008
m  Microsoft Windows 7

Note:

Administrator privileges are required both to install Nimsoft Server

components and to run Infrastructure Manager on Microsoft Windows Vista,
Microsoft Windows 2008 or Windows 7.

Microsoft Windows Vista and later specific:

On Windows Vista, you need to be logged in as a user with administrator
privileges both to install and run Nimsoft Server.

Dragging & Dropping zip-packages from e.g. a Windows Explorer to the
Infrastructure Manager archive is not allowed by Windows Vista security policy
(Nimsoft is running with administration privileges).

You must copy the zip-file to any folder but the Program Files\Nimsoft\archive
folder.

Then go to the archive in the Infrastructure Manager, find the probe, right-click
it, select ‘import’ and browse to the folder to which you copied the zip-file.

This applies when User Account Control (UAC) is turned on. UAC is by default
turned on after the installation of Windows Vista. You can solve the problem by
turning UAC off. This can be done under Control Panel > User Accounts > User
Accounts > Turn User Account Control on or off.
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Linux platform

Solaris platform

Note: The purpose of the UAC is to prevent against unauthorized modifications
of the computer, and it is recommended to keep UAC turned on.

m  OS Minor is listed as Windows and not Windows Vista.

m  Red Hat Enterprise Linux (RHEL) 4 and 5
m  SUSE Linux Enterprise Server (SLES) 10 and 11

m  Solaris 10 (SPARC and Intel)

The installation contains four main components:
1. Nimsoft Infrastructure components (Robot, Hub, Distribution
Server, Alarm Server)
2. Nimsoft Availability Server
3. Nimsoft SLM Server
4. Nimsoft Discovery ACE Components

During the Setup Wizard, you have the option to install one or more of them.

You also need to ensure access to a database such as MS-SQL Server or MySQL
or Oracle database.

Please refer to the chapter Preparing a database for a SLM installation for more
details.

Note: You must use a case INSENSITIVE database.

If you want to install the Service Level Manager component on Microsoft
Windows 2000 computers, you also need MDAC 2.8 or newer installed.

Java Requirements

m  Java Runtime Environment 1.6 is a prerequisite for installation.
®m  Ensure that a Sun Microsystems JVM is used.

m  The path to the Sun JVM should be set in the PATH environment of the
terminal used for starting the installer. The Sun JVM should be found prior
to any other java virtual machine.

Nimsoft Server 5.0.0 Installation Guide 13
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Installation requirements

Installing on one or two machines?

When installing a small system, you may install the components involved on
one machine, otherwise we recommend installing on two servers.

As a rule, if your Nimsoft installation shall handle more than 1000 QoS
messages per minute, we recommend to install on two servers.

Installing on a virtual machine?

When installing the NMS on a VMware ESX Server, please review VMware's
document "“Java in Virtual Machines on VMware ESX: Best Practices"

The document is available at the following URL:
http://www.vmware.com/files/pdf/Java in Virtual Machines on ESX-FINAL-

Jan-15-2009.pdf

Installing one or more Hubs?

It is recommended that at least two Hubs should be installed on the same
Domain and network to avoid loss of user/security data, such as Nimsoft user
definitions ACLs etc., in case your Hub crashes. With more than one Hub, this
information is mirrored between the Hubs.

System requirements

Large Network

Database Server:
m  2CPUs
m 3+ GHz Processor
m 2-4 GBRAM
m  Raid 10 disk system 100+ GB *

Nimsoft Server:
s 1CPU
m 3+ GHz Processor
s 1GBRAM
m 100 GB Disk *
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Medium-size network

Nimsoft Server and Database Server:
s 1CPU
m 3+ GHz Processor
s 1GBRAM
m 100 GB Disk *

* Recommended disk configuration:

m  Operating system on a separate disk
m  Transaction log on a separate disk

m Data on a separate disk (or Raid 10)

Preparing a database for a SLM installation

The SLM product needs to store data in a database. If you want to install the
SLM Server component during the Nimsoft Server installation, you must decide
which database to use.

The NMS Server supports the following databases:
m  Microsoft SQL Server
= MysaL

m Oracle
NOTE: The database must be case INSENSITIVE!

The modifications described below (depending on which database you are
going to use) should be performed before starting the Nimsoft Server
installation wizard.

Utilizing an existing database?

If you intend to utilize an existing database for a new installation or an upgrade
of Nimsoft version 3.35 / 3.35 SR1 or earlier, please make sure that you make a
backup of your database. The Nimsoft Server 4.3 contains a non-reversible
upgrade script that changes the database structure of some tables.

The database upgrade may take a long time to finish if the database contains
many QoS objects. It is difficult to estimate the duration of an upgrade, since
the duration depends on a number of different factors. A database upgrade
with 5000+ tables with a size of 25 GB may consume 5-6 hours. A database
upgrade with the same amount of data, but with less than 1000 tables may
consume only 30-45 minutes.

Nimsoft Server 5.0.0 Installation Guide 15
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MS-SQL Server

Another example from a site with a database of size 120GB with approximately
20000 QoS objects showed that the database upgrade were running
approximately 8 hours.

If you have a database similar to the first example, you may consider upgrading
during a weekend and stop the probes sla_engine and report_engine during
the upgrade.

You can use Microsoft SQL Server or Microsoft SQL Express.

For a production system, we recommend you to use Microsoft SQL Server, with
database authentication or Windows authentication.
The following versions of MS-SQL Server are supported:

m  MS-SQL Server 2005

m  MS-SQL Server 2008

You may also use Microsoft SQL Server Express if you are planning to install an
evaluation/demo system.

During the Nimsoft Server installation, a dialog will ask you to select one of the
following three options:

m  Using a SQL Server with database authentication

m  Using a SQL Server with windows authentication

m  Using SQL Server Express
Necessary modifications, depending on which database you are going to use,
are described below:
4. Using a SQL Server with database authentication

No further configuration is needed.
5. Using SQL Server with windows authentication

The user running the SLM part of the Wizard must have administrative
rights on the machine running the SQL Server. The data_engine probe
must have administrative rights both on the local computer as well as on
the SQL Server machine. This can be achieved by changing the Watcher
service to run as an appropriate user.

6. Using SQL Server Express

In order to use SQL Server Express, you must specify the following options
to the SQL Server Express setup program:

SAPWD=<password>

SECURITYMODE=SQL

DISABLENETWORKPROTOCOLS=0
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MySQL

Notes:

m  When specifying the server name, you must use the format
<server name>\SQLEXPRESS

m If you also later want to install the Nimsoft Service Delivery Portal
(SDP), the “SQL Server Browser” service must be started on the
computer after installation of SQL Express. Otherwise you will get
a database error when logging in to the SDP.

The following versions of MySQL are supported:

= MySQL5.1
Please note that NMS requires the following configuration settings for MySQL
server:

m lower_case_table_names=1

m local-infile=1

The second option is required to support data_engine’s use of ‘load data local
infile’.

In order to use MySQL as the SLM database, you must specify the following
options:

m Database: Specify the schema name (referred to as <DBname>) for
SLM database. For example, Nimsoft-SLM

m  MySQL Host Address: Specify the server name or IP address of the
machine on which MySQL database is being hosted

m  Username: Enter the login name for the user having administrative
rights on the MySQL database. Usually this is root

m  Password: Enter the password (referred to as <password>) for the
above username. Ensure that the password does not contain any
special characters (such as “;”).

m  Port: Specify the port number at which database connection will be
established with the MySQL database. Usually this port number is
3306.

For further information on My SQL installation, please refer Appendix section in
this document.

Nimsoft Server 5.0.0 Installation Guide 17



Nimsoft Server Installation

Oracle

The following versions of Oracle database are supported:

m  QOracle1lg

Provide the following details while configuring the Oracle database.

m  Database Server Name or IP: Specify the server name or IP address of
the machine on which the Oracle database is being hosted.

m Database port: Specify the port number at which database
connection will be established with the Oracle database. By default,
this port number is 1521

m  SYSuser name: Enter the login name for the user having
administrative rights on the Oracle database.

m  SYS user password

m Service Name for Oracle
NOTE

When installing Nimsoft Server 5.0 using Oracle database, the following point
should be noted with reference to the “locale” settings.

The installation works fine with locale set as en_US.UTF-8.

If you use any other locale (for example, Norwegian), you may see the
following error message:

"The database does not exist or could not be created"
To resolve this, please ensure to make the following changes:
shell# export LC ALL=[your Locale]

For example:

# export LC ALL=norwegian
# locale

LANG=norwegian

LC CTYPE="norwegian"

LC NUMERIC="norwegian"

LC TIME="norwegian"

LC COLLATE="norwegian"

LC MONETARY="norwegian"

LC MESSAGES="norwegian"

LC PAPER="norwegian"

LC NAME="norwegian"

LC ADDRESS="norwegian"

LC TELEPHONE="norwegian"
LC MEASUREMENT="norwegian"
LC IDENTIFICATION="norwegian"
LC ALL=norwegian
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Modifications made on computers when Nimsoft is
installed

This section describes the modifications made on computers when Nimsoft is
installed, such as:

m  New folders
m  Updated DLLs

m  Registry entries

Modifications made when Nimsoft Server or Nimsoft Infrastructure is
installed (Windows 2000/XP/2003/ Vista/2008/Windows 7)

When installing the Nimsoft Server or Nimsoft Infrastructure, a VB runtime can
be selected. When this is done, the following additional components are
installed:

Windows system directory

atl.dll
Only updated if the existing version is old. This should not be the case on
Window XP or Windows 2000 with a recent service pack.

asycfilt.dll
stdole2.tlb
Only updated if nonexistent, or the existing version is old.

comcat.dll

msvbvm60.dll

oleaut32.dll

olepro32.dll

Only updated if nonexistent or the existing version is old. These dll’s are also
registered.

<registered>
...\Nimsoft\lib\Nimbus.dll

This DLL is registered.
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Modifications made when Robot is installed (Windows 2000/XP/2003/
Vista/2008/Windows 7)

.../Nimsoft

This is the product directory specified by the user and thus the directory where
the Nimsoft product files reside.

Normally this is C:\Program Files\Nimsoft Monitoring
Windows System directory
msvecrt.dll (Microsoft C library)

Only updated if the existing version is old. This should not be the case on
Window XP or Windows 2000 with a recent service pack.

New Registry sections
HKEY_LOCAL_MACHINE\Software\Nimsoft Software
HKEY_LOCAL_MACHINE\Software\Nimsoft Software AS
HKEY_LOCAL_MACHINE\Software\Nimsoft Corporation
Stores some variables internally used by Nimsoft.
Start Menu\Programs\Nimsoft Monitoring

A common menu choice to start the Service Controller.
<services>

A service called ‘Nimsoft Watcher . The service can be managed with the
service controller. The complete service can be removed with the command

...\Nimsoft\bin\Nimsoft -remove

Nimsoft Licenses

Downloading and installing Nimsoft Server offers you a 30 days trial license for
the Nimsoft products and some of the most common probes.

After the trial period of 30 days, you are welcome to contact us at
www.nimsoft.com for valid permanent licenses.

The Nimsoft Server Installation Wizard
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Nimsoft Server First-time Installation

Go to the Nimsoft Customer Support Centre site (which you will find
here). Log in and start the installation by double-clicking Nimsoft
Server xxx Full Distribution.

Note that this description applies to a first-time installation of Nimsoft
Server software.

Setup starts extracting files. Wait for the Welcome dialog to appear
and click the Next button to continue.

The License Agreement dialog appears. Read the license agreement
carefully and click Yes to continue if you accept the terms, otherwise
click No to exit.

The next dialog asks you to enter the password for your domain
administrator. Enter the password and click the Next button.

A dialog containing important installation information pops up. Read
this information before clicking the Next button to continue.

The next dialog enables you to select which components to install:
Nimsoft Availability Server and/or Nimsoft SLM Server and/or Nimsoft
Discovery ACE Components.

Ensure that the component(s) you want to install are checked.

NOTE:

If you select the Nimsoft Discovery ACE Component, the SLM Server
will also automatically be installed.

The SLM component requires a database that must be case
INSENSITIVE!

Click the Next button.
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Nimsoft Server Setup 5.00

Products

The productz zelected determine which components will be selected for inztallation

[v Mirnzoft Availability Server
[v Mimzoft SLM Server

[v Mimzoft Dizcovery ACE Components

| the next soreen you can select Custom installation to choose
components product

¢ Back MHext = | Cancel

10.

11.

The next dialog lets you choose between Typical and Custom
installation.

Typical searches for existing Nimsoft components on your computer
and installs the necessary software. Custom offers you the option of
selecting Nimsoft components to be installed. Make your choice and
click the Next button to continue.

The next dialog displays the settings selected so far in the installation
process. Click the Back button if you want to change something or
click the Next button to continue. The next dialog confirms your
selections so far

The next dialog prompts you for a Domain name (to which the Hub,
which will be installed in the next step, will belong). Specify a name
and click the Next button to continue.

This dialog prompts you for a Hub name. Specify a name and click the
Next button to continue (if no name is specified, the name of your
computer will be used).

Note: It is recommended that at least two Hubs should be installed on
the same Domain and network to ensure you have a backup of the
user/security data. See the Client Installations for instructions on how
to install another Hub after this wizard is finished.

The Hub License dialog prompts you for a Hub license. On an initial
installation, the license field contains an evaluation license string, valid
for 30 days.
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If it is an upgrade, you will have the option of selecting your existing
license, or to use the evaluation license.

Nimsoft Server Setup 5.00

Mimzoft Hub license

Pleaze enter the licenze string fram vour License Document,
[f your have not received a License Document, you may uze the suggested 30 day trial license.

NimBUS /80t generated/172.18.3. 411042 aug-200 0000 s b 200 0]

< Back Mest » | Cancel

Click the Next button to continue.

12. First Probe Port dialog appears. You can specify a port number to be
used when starting the probes, or leave this field blank if you wish the
operating system to generate a random port number. Click the Next
button to continue.
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Nimsoft Server Setup 5.00
First Probe Port

'ou can optionally zpecify the first park number that iz to be uzed when starting probes. Leave
thiz field empty to let the operating system generate random ports.

Fart |a0a4

< Back Hest > | Caricel

13. At this point in the installation, and provided that you selected to
install the SLA Server component in step 6, a dialog appears, asking
what kind of database you are using.

Please use a login with sysadmin privileges when installing or
upgrading:

a. If using an existing database, make sure that the login
used for installation/upgrade maps to the database’s dbo.

b. |If database is created by the Nimsoft Server installation,
the database's dbo will automatically be mapped to the
login used in the installation.

c. If you did NOT select to install the SLA Server component
in step 6, clicking the Next button brings you to step 21.
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Nimsoft Server Setup 5.00

Service Level Management Initailization
Select databaze wpe

The 5L product needs to store data in a databaze.

{* | have access to a SOL Server with databaze authentication.
" Using Windows Authentication, | have access to a SOL Server.
| will uge MSDE or SOL Server Express.

" | have a MySOL database server available.

" | have an Oracle databaze server available.

For a production system we recommend that you use
kS SOL Server. For demo purpoges, you can uze the
MSDE or SOL Server Express database. which can
be downloaded from the Microzoft or Mimsaft web site,

¢ Back Cancel

14.

15.

16.

If selecting the option "I have access to a SQL Server with database
authentication", clicking the Next button brings you to step 14.

If selecting the option "Using Windows authentication, | have access
to a SQL Server", clicking the Next button brings you to step 15.

If selecting the option “I will use MSDE or SQL Server Express”, clicking
the Next button brings you to step 16.

You have selected the option "I have access to a SQL Server with
database authentication" in step 13.

Click the Next button and proceed with step 17.

You have selected the option "Using Windows authentication, | have
access to a SQL Server” in step 13.

If you have prepared the database as described in this dialog before
you started this wizard (see also), you click the Next button and
proceed with step 17.

If the database was not prepared as described in this dialog before you
started the wizard, you should now read the instructions in this dialog,
and then click the Cancel button to finish the setup. Follow the
instructions given in the dialog, and note that you must run the wizard
again to install the SLM component.

You have selected the option "l will use MSDE or SQL Express" in step
13.
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17.

If you have prepared the database as described in this dialog before
you started this wizard, you click the Next button and proceed with
step 17.

If the database was not prepared as described in this dialog before you
started the wizard, you should now read the instructions in this dialog,
and then click the Cancel button to finish the setup. Follow the
instructions given in the dialog, and note that you must run the wizard
again to install the SLM component.

The installation procedure is a bit awkward if you want to use SQL
Server Express with the command line parameters depicted above.
This is due to the fact that the program SQLEXPR.EXE extracts the real
Setup files to a directory and then invokes the Setup.exe program (see
http://msdn2.microsoft.com/en-us/library/ms143793(SQL.90).aspx).

It is the Setup.exe program that recognizes the command line
parameters SAPWD etc.

e.g.:

setup.exe SAPWD="<password>" SECURITYMODE=SQL
DISABLENETWORKPROTOCOLS=0

In the next step, you must connect to a database server, using a valid
server name, database user name and password.

Note that the server name must be prepended with \SQLEXPRESS if
you are using SQL Server Express, e.g. fluffy\SQLEXPRESS.

Click the Next button to continue.

Nimsoft Server Setup 5.00 PS__(|

SLM Database Access

Semvice Level Management requires the uge of a databasze.

Server |ws-nim|
L zer |S a
Fazzwaord p——

Cancel

¢ Back
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18. In this step you select the SLM database.
Clicking Simple, you select to use the default database which will be
created if it does not exist). A new dialog appears, confirming the
selected database settings. Click the Next button to continue. You will
then proceed with step 20.

Clicking Advanced, you are allowed to select a database from the list.
You will then proceed with step 19.

Nimsoft Server Setup 5.00
SLM Databasze Access

[ atabaze name and location

* Simple - Your configured database will be upgraded or a new databaze will be created

" Advanced - *fou will be able to specify the SLM database name and location.

< Back MNewt > | Cancel

19. Clicking Advanced in step 18, this dialog pops up, allowing you to
select a database from the list (or create a new one). Make your
choice and click the Next button.

20. Give the new database a name and click the Next button.

21. A new dialog appears, confirming the selected database settings. Note
that if you are running a Custom installation, a dialog appears where
you must select one of the databases listed. Click the Next button to
continue.
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Nimsoft Server Setup 5.00
SLM Database Access

Simple - uze default [or exizting]

The following parameters have been selected:

D atabaze server: wa-nimsgl
Dratabaze name: MimzoftSLk

< Back Cancel

22. At this point in the installation, and provided that you selected to
install the Discovery ACE Components component in step 6, a dialog
appears.

This lets you select the network (or discovery scope) to be scanned for
computer systems to be monitored.

Note:

The dialogs in step 21-26 will be presented only once for each
database, so if you use an existing database, these steps will be
skipped. The Discovery Agent needs to know which discovery scope (IP
range) to explore and search for computer systems. This information
must be specified here and can further be modified using the NIS
Manager. The discovery scope is the sum of specified IP-ranges and
excludes.

Specify a network as an IP address/mask, IP Address Range or specific
IP address. Optionally you may specify an exclude IP range, excluding
parts of the network from the discovery.

Specify the network and click Next to proceed.

Note that you may later modify the network specification in the NIS
Manager.

23. The devices found by the discovery process can later be found under
the Dynamic Views node in the Enterprise Console (and the Service
Delivery Portal, provided that you install it afterwards), but they will
NOT be monitored and NOT send QoS values before you set them to
Managed in the NIS Manager!
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Nimsoft Server Setup

This dialog lets you select the network authentication protocols to be
used to communicate with the computer systems in the network
specified.

Valid options are Windows Management Instrumentation (WMI) and
Simple Network Management Protocol (SNMP).

Make your selection and click Next to proceed

Dizcovery Setup

Authentication Configuration

Select methods to use for fetching remote information. vYou will be azked to zpecify neceszany
authentication information for each method.

v Simple Mebwark Mgt Pratocal [SHMP)
v ‘wfindowes Mamt Instrumentation [adhl)
[v Secure Shell UM Login [zsh)

< Back Mexst » | Cancel

24,

Specify the community for SNMP authentication and a user name
(Domain\username) and password the WMI authentication. Click Next
to proceed.

Note that you may later modify these settings in the NIS Manager.
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Nimsoft Serwer, Setup

Dizcovery Setup

Authentication Configuration

Authentication for Simple Metwork, b anagement Protocal [SMP) and for Windowes
b anagement [nstrumentation fw1). Specify a Commurity sting az well az a Windows Domain
|zer with adminiztrator rights.

Community |F"Jt'|i'3

Domaintlz |MIMBUS\administrator

Password |5
< Back Mest > | Cancel
25. Specify authentication parameters for Secure Shell UNIX Login (ssh).

Click Next to proceed.

26. Now a dialog appears, enabling you to select one or more Service
Catalogs to be created in the database. Note that you may later add
and delete Service Catalogs in the NiS Manager.

The different computer systems discovered on the network will be
grouped into Service Catalogs, depending on type of computer system.
Pre-defined filters define which kind of computer systems to be placed
in the different Service Catalogs. These filters can be modified in the
NiS Manager. You can filter on a lot of parameters, such as IP-range,
OS etc.

Selecting the “Auto Configure Managed Systems only” option, a pre-
defined configuration profile will be used for all computer systems set
to Managed state in the NiS Manager. The Managed state must be set
manually for each of the system in the NiS Manager.

If this option is not set, the pre-defined configuration profile will be
used for all computer systems, independent of state set in the NiS
Manager.
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Nimsoft Server Setup

Dizcovery Setup

Configure Example Service Catalogs

Service catalogs to be created in the databasze:

v “windows Servers
[v LM Servers
Metwork, Prinkers

[w
[v Mebwork Devices
[w

Auto Configure Managed Systemsz only

¢ Back Meut » | Cancel

27.

28.

29.

The next dialog shows the Discovery parameters chosen. If you want
to modify these parameters, click the Back button and make your
changes, and then proceed the wizard.

Otherwise click the Next button to continue.

Setup starts copying files.

The Setup will now check if one or more of the Nimsoft user interfaces
already are installed on your computer:

a. Infrastructure Manager

b. Service Level Manager

c. Enterprise Console
If any of these are found with older version than the current version
(included in this installation package), the current version will now

automatically be installed.
If NOT found, you will be asked if you want to install it.
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Question

ot

‘zj Do wou want to install Enterprise Console locally?

Yes | Mo |

30.

Note

After each of these consoles has been successfully installed, you may
be asked if you want to restart your computer. We recommend
answering No and rather manually restarting your computer after the
Nimsoft Server installation is completed.

When finished, the following dialog appears. Note the checkbox Start
Nimsoft Server window.

When checked, the Start Nimsoft Server window will be launched
when you have clicked the Finish button in this dialog.

Otherwise you will have to launch it by clicking the Nimsoft Server icon
that will be added to your desktop.

Click the Finish button to exit.

Nimsoft Server Setup

A InstallShield Wizard Complete

The InztallShigld Wizard has successfully installed Mimsaft
Server. Click Finizh to exit the wizard,

v Start Mimsoft Server window

Finizh |
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Nimsoft Server Upgrade

This chapter describes how to upgrade Nimsoft Server 4.3 installation to
Nimsoft Server 5.0

Before you begin with the upgrade, ensure that Nimsoft robot is running on
your computer.

1. Go to the Nimsoft Customer Support Centre site (which you will find
here). Log in and start the installation by double-clicking Nimsoft
Server xxx Full Distribution.

Note that this description applies to a re-installation of the Nimsoft
Server software.

2. Setup starts extracting the files necessary for the installation. Wait for
the Welcome dialog.

3. When the Welcome dialog appears; select Modify if you want to add
new components or select Remove if you want to remove all installed
components. In this example we use Modify. Click the Next button to
continue.

4, The next dialog asks you to enter the password for your domain
administrator. Enter the password and click the Verify button. On
successful verification the Verify button changes to Success. Then click
the Next button.

5. Choose the components you want to have installed on your computer.
Note only the components selected will be installed and present on
the computer after the installation, all unselected components will be

removed from the computer.

Click the Next button to continue.
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Mimsoft Server Setup 5.00

Select Components

Choose the components you want to have ingtalled.

Select the components you want toinstall, and clear the components pou want o remove.

Dezcrption

The Mimsaoft Infraztructure
allows the communication
between Mimzoft components.

g Mimnzoft Distribution Server
Infraztructure Manager Setup
Mimzoft Infrastructure for Windows Setup |
+ - Nimsoft Bobot core
Mimzoft Infrastructure for UM Setup files
B Mirnzoft Alarm Server
o Mimzoft | nfrastructure for iSeries installation ™

< N
Space Reguired on C: a052 K.
Space Available on C: 21525316 k.

< Back MNewt > | Cancel

Note if you have deselected a component in the dialog above that is
currently installed on your computer (e.g. the SLA Server component),
you will be asked if you really want to remove it.

Confirm File Deletion [$_<|

Mote that the Following components will be removed:

Infrastructure Manager Setup, Mimsoft Infrastructure for \Windows Setup files

| Ik | Cancel
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Nimsoft Server Setup 5.00

Component selection

for Autamatic Configuration

The new Automatic Configuration companent has extended functianality far BlAS
configuratian. [F you are not wzing this functionality, you may want b0 uge the onginal

i+ Mew Automatic Configuration Engine

" Original Automatic Configuration E ngine

< Back Mest » | Cancel

If you have a distributed SLM system and re-install the SLM SLA Server
component, the wizard will automatically find where your current SLM
components are located and install the new ones on the same
location.

Choose the option for Automatic Configuration from the given two
option:

a. New Automatic Configuration Engine
b. Original Automatic Configuration Engine

Setup will now look for and suggest a hub license. Click the Next
button to continue.
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Nimsoft Server Setup 5.00

Himzoft Hub hcense

Pleaze specify a licenze for the hub

o rinbus- 1. 0AMimsoft A 0 ] /200 i B e

" MWirmBUS Aduto generated 72,183,341 1 042-aug-2010.5 hin S el 9T DadN,

Mewst = | Cancel

If you have made modifications to the Dashboard templates on your
current Nimsoft Server installation, and you want to keep these, you
should select NO, do not Overwrite Dashboard templates. The
Dashboard templates installed during this setup will then be put into a
separate folder called “new” under the templates folder in the
Nimsoft installation directory.

If answering Yes, Overwrite existing Dashboard templates, the current
Dashboard templates will then be put into a separate folder called
“old” under the templates folder in the Nimsoft installation directory.

36 Nimsoft Server 5.0.0 Installation Guide



Nimsoft Server Installation

Nimsoft Server Setup 5.00

Overwrite existing Dashboard templates

Do you want to ovenarnite existing D ashboard templates?

i+ Ma, do not Oyvenarite Dashboard templates

" “es, Ovenwnte existing D azhboard templates

< Back Hest > | Caricel

9. First Probe Port dialog appears, asking you to specify a port on which
the first probe will start. You can leave this field if you wish the
operating system to generate random ports.

10. At this point in the installation, and provided that you selected to
install the SLA Server component in step 5, a dialog appears, asking
what kind of database you are using.

Please use a login with sysadmin privileges when installing or
upgrading to Nimsoft Server 4:

a. If using an existing database, make sure that the login
used for installation/upgrade maps to the database’s dbo.

b. If database is created by the Nimsoft Server installation,
the database's dbo will automatically be mapped to the
login used in the installation.
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Nimsoft Server Setup 5.00

Service Level Management Initailization
Select databaze type

The SLM product needs to store data in a databasze.

+ | have access to a SOL Server with databaze authentication,
i Using “indows Authentication, | have access to a SOL Server.
" | willuze MSDE or SOL Server Express.

" | have a MySOL database server available,

(" | have an Oracle databaze server available.

For a production systemn we recommend that you use
kS SOL Server. For demo purpozes, you can use the
FMSDE or SOL Server Express databaze, which can
be downloaded from the Microsoft or Mimzoft web zite.

< Back Caricel

If selecting the option "I have access to a SQL Server with database
authentication", clicking the Next button brings you to step 10.

If selecting the option "Using Windows authentication, | have access to a SQL
Server", clicking the Next button brings you to step 11.

If selecting the option "I will use MSDE or SQL Express", clicking the Next
button brings you to step 12.

11. You have selected the option "I have access to a SQL Server with
database authentication" in step 9.

Click the Next button and proceed with step 13.

12. You have selected the option "Using Windows authentication, | have
access to a SQL Server” in step 9.

If you have prepared the database as described in this dialog before
you started this wizard, you click the Next button and proceed with
step 13.

If the database was not prepared as described in this dialog before you
started the wizard, you should now read the instructions in this dialog,
and then click the Cancel button to finish the setup. Follow the
instructions given in the dialog, and note that you must run the wizard
again to install the SLM component.
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Nimsoft Server Setup 5.00

Server

Idzer

FPazzword

13.

14.

SLM Database Access

Service Level Management requires the uze of a databasze.

You have selected the option "I will use MSDE or SQL Express" in step 9.

If you have prepared the database as described in this dialog before you
started this wizard, you click the Next button and proceed with step 13.

If the database was not prepared as described in this dialog before you
started the wizard, you should now read the instructions in this dialog,
and then click the Cancel button to finish the setup. Follow the
instructions given in the dialog, and note that you must run the wizard
again to install the SLM component.

The installation procedure is a bit awkward if you want to use SQL Server
Express with the command line parameters depicted above. This is due
to the fact that the program SQLEXPR.EXE extracts the real Setup files to
a directory and then invokes the Setup.exe program (see
http://msdn2.microsoft.com/en-us/library/ms143793(SQL.90).aspx).

It is the Setup.exe program that recognizes the command line
parameters SAPWD etc.

e.g.:

setup.exe SAPWD="<password>" SECURITYMODE=SQL
DISABLENETWORKPROTOCOLS=0

In the next step, you must connect to a database server, using a valid
server name, database user name and password.

Note that the server name must be prepended with \SQLEXPRESS if
you are using SQL Server Express, e.g. fluffy\SQLEXPRESS.

Click the Next button to continue.

|ws-nimsql

|sa

HEHRHEHRHRHK

Cancel

< Back
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15.

Nimsoft Server Setup 5.00

SLM Database Access

Databasze name and location

In this step you select the SLM database.

Clicking Simple, you select to use the default database which will be
created if it does not exist. A new dialog appears, confirming the
selected database settings. Click the Next button to continue. You will
then proceed with step 16.

* Simple - Your configured databaze will be upgraded ar a new database will be created

" Advanced - You will be able to specify the SLM database name and location.

¢ Back Mext = | Cancel

16.

17.

18.

Clicking Advanced, you are allowed to select a database from the list.
You will then proceed with step 15.

Select a database name from the list or create a new one. Click the
Next button to continue.

If you selected to create a new database, please specify the name and
location of the database. Click the Next button to continue.

A new dialog appears, confirming the selected database settings. Note
that if you are running a Custom installation, a dialog appears where
you must select one of the databases listed. Click the Next button to
continue.
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Nimsoft Server S5etup 5.00

SLM Database Access

Simple - use default [or existing]

The following parameters have been selected:

D atabaze server we-nimsgl
[Databaze name: MimsoftSLM-5PM

¢ Back Cancel

19.

20.

Provided that you selected to install the Discovery ACE Components
component in step 5, a dialog appears.

Note:

The dialogs in step 18-23 will be presented only once for each
database, so if you use an existing database, these steps will be
skipped.

This lets you select the network (or discovery scope) to be scanned for
computer systems to be monitored. The Discovery Agent needs to
know which discovery scope (IP range) to explore and search for
computer systems. This information must be specified here and can
further be modified using the NiS Manager. The discovery scope is the
sum of specified IP-ranges and excludes.

Specify a network as an IP address/mask, IP Address Range or specific
IP address. Optionally you may specify an exclude IP range, excluding
parts of the network from the discovery.

Specify the network and click Next to proceed.

Note that you may later modify the network specification in the NIS
Manager.

This dialog lets you select the network authentication protocols to be
used to communicate with the computer systems in the network
specified.

Valid options are Simple Network Management Protocol (SNMP),
Windows Management Instrumentation (WMI) and Secure Shell UNIX
Login (ssh).

Make your selection and click Next to proceed.
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21.

22.

23.

24.

25.

26.

27.

28.

29.

30.

Specify the community for SNMP authentication and a user name
(Domain\username) and password the WMI authentication. Click Next
to proceed.

Note that you may later modify these settings in the NiS Manager.

Specify authentication parameters for Secure Shell UNIX Login (ssh).
Click Next to proceed.

Now a dialog appears, enabling you to select one or more Service
Catalogs to be created in the database. Note that you may later add
and delete Service Catalogs in the NiS Manager.

The different computer systems discovered on the network will be
grouped into Service Catalogs, depending on type of computer system.
Pre-filters define which kind of computer systems to be placed in that
Service Catalog. These filters can be modified in the NiS Manager. You
can filter on a lot of parameters, such as IP-range, OS etc.

Selecting this option, a pre-defined configuration profile will be used
for all computer systems set to Managed state in the NiS Manager.
This state must be set manually in the NiS Manager.

The next dialog shows the Discovery parameters chosen. If you want
to modify these parameters, click the Back button and make your
changes, and then proceed the wizard.

Otherwise click the Next button to continue.

Setup starts copying files.

The Setup will now check if one or more of the Nimsoft user interfaces
already are installed on your computer:

m Infrastructure Manager

m  Service Level Manager

m  Enterprise Console

If any of these are found with older version than the current version

(included in this installation package), the current version will now
automatically be installed.

If NOT found, you will be asked if you want to install it.

In the Infrastructure Manager dialog, click the Next button to
continue.

Setup Type dialog appears. Select the Upgrade/Reinstall option, and
click the Next button.

In the License Agreement dialog, click the Yes button to continue.

In the Select Components dialog, select the components you want to
install.
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Nimsoft Infrastructure Manager Setup @

Select Components

Choose the components Setup will install.

Select the components you want to install, clear the components you do not want to install.

Infrastructure Manager (ki€ Description-
Alarm SubConsole 455 K This component includes the

user interface which is used to
manage the Nimsoft
Monitoring infrastructure.

Space Required on C: 0K ‘
Space Available on C: 3374756 K

< Back I Next > I Cancel I

31. Start Copying files dialog appears, which displays all the settings you

have selected so far. After reviewing and confirming the settings, click
the Next button.

Mimsoft Infrastructure Manager Setup

Start Copying Files

R eview settings before copying files.

Setup haz enough information to start copying the program files. |F wou want bo review or

change any zettingz, chck Back. |f you are satisfied with the zettingz, click Mest to begin
copying files.

Current Settings:

v'ou have chogen to install Infrastructure b anager in the following
directary: C:M\Program FileshMimsoft

The following components have been selected for
inztallation:

| nfrastructure b anager
Alarm SubCaonzale

< Back

Cancel
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32.

33.

Setup Status dialog appears.

After installation is complete, the following dialog appears. Click the
Finish button.

Nimsoft Infrastructure Manager Setup

InstallShield Wizard Complete

Setup has finished installing Infrastructure Manager on your
computer.

| Finish l

34.

35.

36.

37.

Note

After each of these consoles has been successfully installed, you may
be asked if you want to restart your computer. We recommend
answering No and rather manually restarting your computer after the
Nimsoft Server installation is completed

In the Nimsoft Enterprise Console maintenance dialog, click the Next
button to continue.

Setup Type dialog appears. Select the Upgrade/Reinstall option, and
click the Next button.

In the License Agreement dialog, click the Yes button to continue.

In the Select Components dialog, select the components you want to
install.
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Mimsoft Enterprise Console Setup

Select Components

Choose the components Setup will ingtall

anie D' escription
lam SubConsole B11K Offers an advanced user
interface to alarms generated
[ pour Mimzoft kaonitaring
Infrastructure
Space Reguired on C: 0k
Space Available on C: 21246772 F.
< Back MNewt > | Cancel |
38. Start Copying files dialog appears, which displays all the settings you

have selected so far. After reviewing and confirming the settings, click
the Next button.

Mimsoft Enterprise Console Setup

Start Copying Files

R eview settings before copying files.

Setup haz enough information to start copying the program files. |F wou want bo review or

change any zettingz, chck Back. |f you are satisfied with the zettingz, click Mest to begin
copying files.

Current Settings:

t'ou have chogen to install Enterprize Congale in the follawing
directary: C:M\Program FileshMimsoft

The following components have been selected for
inztallation:

Enterprize Conzole
Alarm SubCaonzale

< Back

Cancel
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39. Setup Status dialog appears.

40. After installation is complete, the following dialog appears. Click the
Finish button.

Nimsoft Enterprise Console Setup

InstallShield Wizard Complete

Setup has finished installing Enterprise Console on your
computer.

| Finish l

41. In the Nimsoft Service Level Manager maintenance dialog, click the
Next button to continue.

42. Setup Type dialog appears. Select the Upgrade/Reinstall option, and
click the Next button.

43, In the License Agreement dialog, click the Yes button to continue.
44, The Select Components dialog, select the components you want to
install.
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Nimsoft Service Level Manager Setup

Select Components

Choose the components Setup will install,

Mimzoft 5 ervice Lewvel Manager . Drescription

Mimgaft Service Level

b anager will help vou install,
configure and manage the
Semvice Level measurements.

[ Eeres.. |

Space Required on C: 0k
Space Available on C: 21303364 k.,
¢ Back Meut » | Cancel |
45, Start Copying files dialog appears, which displays all the settings you

have selected so far. After reviewing and confirming the settings, click
the Next button.

Nimsoft Service | evel Manager Setup E]

Start Copying Files

Review settings before copying files.

Setup has enough information to start copying the program files. 1F pou want to review or
change any zettings, click Back. If you are zatisfied with the settings, click Mest to begin
copying files.

Current Settings:

Mimzoft Sevice Level Manager zelected for installation
on directory C:%\Program Filez\Mimsaft

Cancel

¢ Back

46. Setup Status dialog appears.
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47. After installation is complete, the following dialog appears. Click the
Finish button.

Nimsoft Service Level Manager Setup

InstallShield Wizard Complete

The InstallShield Wizard has successfully installed Nimsoft
Service Level Manager. Click Finish to exit the wizard.

| Finish |

48. When finished, the following dialog appears. Click the Finish button to
exit.

Nimsoft Server, Setup 5.00

Maintenance Complete

|nstallShield *wizard haz finished performing maintenance
operationz o Mimzoft Server.
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49, You can launch the newly installed Nimsoft Server by clicking the
Nimsoft Server icon that will be added to your desktop.
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Chapter 3: Accessing Nimsoft Server
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Infroduction

"_',é Mimsoft Server

When the Nimsoft Server installation is completed, you may start it by clicking
Hneh
Mirnsoft
the icon L2EM¥er | created on your desktop.

»»

Application

Enterprize Conzole
Infrastructure Manager

Service Level Manager

Installation

Client Installation

Reports

What iz this?

Dashboards

What iz this?

Nimsoft

£it Login Documentation Online support

Nimsoft Server 5.00 vild 116

Dashboards containing various fype of objects (such as alarm and meter
objects) are created and mainfained in the Enterorise Console. SLA and QoS
reports are defined in the Service Level Manager. Using the Web Publish
application, you can determine the set of dashboards, SLA and QoS reports fo
appear in the list below.

No dashboards available.

Note the address in the browser’s address field. Use this address in the address
field of the web browser when accessing Nimsoft Server from your other
computers.

/= Nimsoft Server - Windows Internet Explorer

4~ \g httpsffxpruha. nimsoft, no:g003) €———

[ @ Mimsoft Server

Using a web browser, you may access the Nimsoft Server from ANY computer
on your network.

From this page, you may now perform a lot of tasks:
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The menu bar located in the left part of the window:

> Nimsoft Server - Windows Internet

| e info-spectt

> Favorites {E& Nimsaft Server

Nimsoft

Application

Enterprize Conzole

Infragtructure Manager

Service Level Manager

Installation

Client Installation

Reports

What is this?

Dashboards

What is this?

Launch Nimsoft applications.

e Infrastructure Manager

e Enterprise Console

e Service Level Manager
Install Nimsoft Software on clients.
Launch Dynamic Reports, generated (as an option) by the
Report Engine probe.
Launch Dynamic Views dashboards, gathered from the
Enterprise Console. These dashboards are populated with QoS
data organized by the new Group Server probe.
Access Nimsoft Documentation.

The main window:

Access html files that are links to Nimsoft consoles, dashboards,
SLA reports and QoS Reports, made accessible using the Web
Publish application, using target ACL Default (ACL = Access
Control List). These are listed in the main window.
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If you are not already logged on, you will be prompted for a valid
Nimsoft user name and password when attempting to access one of
the dashboards or reports.

Note:

When publishing dashboards and consoles, it is also possible to specify
default login parameters. These parameters will appear in the login
dialog when logging on.

When published (from the Web Publish application), consoles,
dashboards and reports are organized in a way that gives different
users different access privileges. That means that some files (those not
published using target ACL Default) are hidden from the first page. In
order to access these files, you have to click the User login link (see
the section Accessing ACL protected dashboards).

The tool bar in the upper right corner:

{%* Login Documentation Online support

A Home button, taking you back to the initial home page as it
appears at application start-up.

A documentation link, opening the Nimsoft Server on-line help
documentation in a separate window.

A link to the Nimsoft Online support. Clicking this button opens
the Nimsoft Technical support site in a separate window.

Modifying the layout of the menu bar

The menu bar located in the left part of the window by default contains four

sections:

Application
Installation
Reports
Dashboards
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~ Nimsoft Server - Windows Internet

e —

Y e | £ info-speckt

¢ Favorites {E Nimsoft Server

Nimsoft

Application

Enterprize Conzole
Infraztructure Manager
Service Level Manager

Installation

Client Inztallation

Reports

What is this?

Dashboards

VWhat iz thiz¥

You may hide one or more of these sections from the menu by configuring
httpd probe on the computer running the Nimsoft Server software.

With the Nimsoft Server application window opened in your web browser,

double-click the httpd probe in Infrastructure Manager on the computer
running the Nimsoft Server software.

@ hdb I5afarifravindrap/ravindrap)..

I5afarifravindrapfravindrap).
k I5afarifravindrao/ravindraod ..

@ hub

This brings the configuration tool for the probe.
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#< hitpd: [/Sonal-Domainfww-techr-1541/ww-techr-1541/httpd]

i~ General properties

Webpage port | 2008

-
Log-level )

Less detail Maore detail

Web pages available v
Show application menu v

Show client install page v

~ [V Static content

Regenerate interval

Include management components |

| 10800 —LIJ seconds

Regenerate interval

~ ¥ Dynamic content

NimBUS user for -
Start dynamic entries in separate r automatic dashboard Inimbuus
windows login

Maximum group members | 500 ﬁ

- Report Engine Address
& Ask data_engine

| 600 .%'_j seconds | IV Dynamic dashboards

Password

I HHRRRRRHK

" Specify report_engine address

Version 1.40 [Jun 92010]. Started Sep 03 10:57:25 Web address is
http: /AW -TECHR-1541.info-spectrum. nagpur: 8008/

| oK I Cancel | Apply l Help l

Removing the Application section from the menu:
Deselect the Show application menu option and click the Apply button.

# hitpd: [/Safarifravindrap/ravindrap/httpd]

— [Feneral properties

‘Webpage port I a00s

Log-level

/

I ‘web pages avalable v
Lezs detail Mare detail I S vs es e e ) I

Show client inztall page v

Now click the Refresh button in your browser and verify that the Application
section is hidden from the menu.

Select the option again if you want the section to be shown again.

Removing the Installation section from the menu:
Deselect the Show client install page option and click the Apply button.
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M hitpd: [fSafarifravindrap/ravindrap/httpd]

— General properties

YWebpage port I a00a
Log-level . .I A wieb pages available v

Less detail Mare detail Show application menu v

Show client install page [

Now click the Refresh button in your browser and verify that the section is
hidden from the menu.

Select the option again if you want the section to be shown again.

Removing the Reports and Dashboards sections from the menu:
Deselect the Dynamic content option and click the Apply button.

# hitpd: [/Senal-Domainfww-techr-1541/ww-techr-1541/httpd]

[~ General properties -

Webpage port | 2008

‘Web pages available v

{
Log-level )
Less detail More detail Show application menu v

Show client install page v

~ IV Static content

Regenerate interval | 10800 ilJ seconds

Include management components |

| ¥ Dynamic content

= - [V Dynamic dashboards
Regenerate interval I 600 j seconds <
NimBUS user for -

Start dynamic entries in separate - automatic dashboard |n|mbus
windows login

: a Password o
Maximurn group members | 500 j I
- Report Engine Address
' Ask data_engine " Specify report_engine address

Version 1.40 [Jun 92010]. Started Sep 09 10:57:25 Web address is
http: /A w-TECHR-1541 info-spectrum. nagpur: 80087

[ ok | concel | appy | Help |

Now click the Refresh button in your browser and verify that the section is
hidden from the menu.

Select the option again if you want the section to be shown again.
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Browser Setup

Depending on the browser on the computer, it may be necessary to do some
configuration in the browser setup to be able to activate the options in the left

pane of the Nimsoft Server window.

Nimsoft

Application

Enterprize Conzole
Infraztructure Manager

Service Level Manager

Installation

Client Inztallaticn

Reports
Metwork
Server
Linux

Dashboards
Metwork
Server

Linux

If nothing happens when left-clicking these options, you should do as described
below:

1.
2.

Select the Tools > Internet Options Menu item in your browser.

Enter the Security Tab and select Trusted sites.

Click the Sites button and add the URL you found in the first step. Uncheck
the https requirement and click OK.

Verify that the security level for Trusted sites is set to Low.
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Chapter 4: Planning your installation

Infroduction

This chapter contains a brief introduction to the Nimsoft Infrastructure. For
further information, see the User Guide sections in the on-line documentation
for:

o Infrastructure Manager

o Enterprise Console

This documentation will be available when installing the Enterprise Console and
Infrastructure Manager.

Planning and Establishing your Infrastructure

Defining your goals

The Nimsoft concept reduces the technical challenges of installing the Nimsoft
products and making your computers communicate to a minimum. Your
challenge is to create a setup which is useful in your organization. Nimsoft
products are designed to grow, and the product itself puts no limits to how the
solution evolves. And, even if strategies are changed and the Nimsoft Domain
has to be completely redesigned, it's far less work than with most of the other
competing products. However, as always when designing a complex system: a
good strategy from the start helps you keep in control, even when things start
evolving and growing fast. You should ask yourselves these questions:

o What are your short- and long-term goals? Will your Nimsoft
installation be an enterprise-wide, strategic infrastructure, or
will it be a narrow solution for just one application on a few
systems? If narrow at the start, do you want to plan for the
possibility that it will grow in the future?

o Understand the applications you plan to use. Some applications
can easily co-exist in one common infrastructure, while others
will be better off with a complete infrastructure on its own.

o What computers should the Nimsoft product be installed on?
Check that you have enough licenses and that all platforms are
supported with Robots and the probes you need for the
solution.

o What other messaging environments should your Nimsoft
Infrastructure be integrated with? Does Nimsoft provide a
suitable gateway, or should you have one developed?
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How critical is it that the Nimsoft messages can be delivered at
all times, even in periods with network problems? Do you need
a fault-tolerant configuration?

Who will need to be trained in Nimsoft Architecture issues, the
application's you will be using, and (possibly) probe
development? What GUI tools will these users need and what
computers will they need them installed on?

What domains do you need?

In most sites, this answer is simple: You need one Domain, and we recommend
that you name it after your company. The picture can be more complicated,

though:
o

If you use Nimsoft products in an outsourcing context where
you manage systems in many companies from one workstation,
it will be more logical to define one Domain per company.

If you have more than one Nimsoft-based application installed
and you feel that they should be treated as two different
"worlds", either because they are managed by different
operators, managing entirely different computers, or, simply
because you feel it "feels more right".

Even if you have only one application, but still have two
different organizational units managing different areas (for
example: a Alarm site in a big corporation with dedicated IT
operations staff within each department or subsidiary), it may
be a good idea to group the robots or hubs in one Domain per
organizational unit.
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As you may understand, there is no definitely "right" way of doing this: it is
more a question of what gives the most logical grouping for the users. In later
versions of Nimsoft, it will be possible to set security restrictions on the Domain
level, so you might also keep that in mind when selecting the Domain structure.
Anyway: a good, descriptive (but not too long) name is essential!

Where do you need hubs?

A Hub represents a connection point for a group of robots, and in the
addressing scheme it represents the second level in the hierarchy after the
Domain. In a small site with one LAN, just a few robots and no special need for
fault-tolerance, the answer is simple: you need one Hub, installed on the
machine which is least likely to go down. In a larger environment, things get
trickier.

Note:

It is recommended that at least two Hubs should be installed on the same
Domain and network to ensure you have a backup of the user/security data.

Things to consider when deciding the Hub configuration in a large site are:

o InaWAN, we recommend that you have at least one Hub per
LAN, or per subnet if the LANS are sub netted. This is not
mandatory, but there is more network traffic between the Hub
and the robots connected to it than between Hub's. The
connections between Hub's are also more configurable in terms
of controlling the network bandwidth consumption. It therefore
makes sense using the Wan links for Hub-Hub connections only.

o Ifthe subnets are separated by firewalls, having one Hub in
each subnet reduces the number of nodes which must be
accessible for traffic within the secured zone to one, reducing
the security risk and the complexity of the firewall configuration
to a minimum.

o If you have different Nimsoft-based applications in your
network, you may want to have different hubs for different
applications. This is a good idea if you need different
administrators to administer each application. Otherwise, it is
probably better to set up one common infrastructure for all
applications.

o If you have many robots in the same LAN, it may also be wise to
divide them between different Hub’s, for example based on the
department the users work in. This can also be a good idea if
you need to limit the access to the robots based on
organizational boundaries, for example to have different
Nimsoft administrators in different departments.
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The Hub should get a name reflecting the choices you have made above. It is
usually not a good idea to use the node name of the computer where the Hub
is installed as the Hub name. The reason for that is that the Robot is
automatically assigned the node name. Thus, you may confuse the Hub and the
Robot unless you choose another name for the Hub.

Planning and Establishing your ALARM Installation

Defining your goals

Nimsoft Alarm is an application for informing the right person in the
organization about symptoms to error situations on the critical computers in a
network. So, the first thing to do is to get to know the organization: who is "the
right person", what do you regard as "error situations" and "critical computer?"
Ask yourselves these questions:

Who are the right persons to inform about problems?

For example, does the organization have a help-desk which is
always manned, or should you direct the alarms to one or more
"personal" PCs in the network?

How would they like the alarms delivered?

As list items in a Windows GUI or WEB page, as SMS messages
to a GSM phone or an E-mail?

Very often, the answer to the above question is "all of the
above, depending on the type of error, time of day, day of the
week etc." If so: what are the exact rules to program into the
solution?

What other management solutions should the Nimsoft product
be integrated with? Does your organization use a management
framework such as CA Unicentre or HP Openview?

What computers need to be monitored, and for what types of
errors? Does Nimsoft (or your vendor) provide standard product
covering all these needs, or should you consider developing
your own probes?

Are alerts presented in a MS Windows console application
enough for your needs, or do you need forwarding mechanisms
to other technologies, such as pagers, WEB-pages, E-mail or
mobile phones? If so, do you need any kind of filtering of what
alerts are forwarded when and where?

How important is it that your Domain keeps working in case of a
network failure? Do you need to implement alternative routes
and fail-over solutions?
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Planning the Infrastructure

Planning an infrastructure for Nimsoft Alarm is not very different from planning
an infrastructure for any other Nimsoft-based application. This is covered in the
section Planning and Establishing your Infrastructure. The only additional
concern on the infrastructure level is the Alarm Server probe(s).

Where do you need nas probes?

Each nas contains a database of received alarms. When a console application is
opened, it connects to one nas and displays the contents of the database found
there. Therefore, the answer to this question is:

e If you want all users to see all alarms, it is best to have only one
nas. If you want to feed different alarms to different users, you
need a configuration with one nas per group of identically
treated users.

The nas is always installed on the same computer as a Hub.
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Chapter 5: Client Installations

Infroduction

To install Nimsoft Software on a client computer, you access Nimsoft Server
from the client computer by entering the address in the browser’s address
field.

/= Nimsoft Server - Windows Internet Explorer

T ———

- |E http:ffxpruba. nimsoft.no: 8008 €——

woiiey

T:? “1";? I@NimsaFtServer

Nimsoft

Click the Client Installation icon in the left pane of the window.

Nimsoft

Application

Enterprize Conscle
Infrastructure Manager
Service Level Manager

Installation
Client Installation &

Reports

VWhat iz this?
Dashboards

VWhat is this?

The Client Installation section will be launched in the main window, enabling to
select the product you want to install.

Nimsoft Server 5.0.0 Installation Guide 63



Client Installations

(&8 Nimsoft Server

Application
Enterprize Console
Infrastructure Manager
Service Level Manager
Installation

Client Installation

Reports

What is this?

Dashboards

What is this?

Nimsoft

{& Login Documentation Online support
Client Installation a
The URLs below will download and run the installations on your client machine.

User Interfaces
These installations will install the user interface for the product.

Enterprise Console 3431 _i Install the Ul for Enterprise Console.

nfrastructure Manager 3.831 _i Install the Ul for Infrastructure Manager.

Senvice Level Manager 4.7 _i Install the Ul for Senvice Level Manager.

Infrastructure

Use these installations fo build your Nimsoft infrastructure.

Install infrastructure components. Use

Windows Robot, Hub, Distribution Server, Alarm Server [ |this installation to install and configure in
a DMZ.
Windows Robot 510 J Install a Windows Robot.

The products are divided into four groups:
o User Interfaces

The user interfaces are:
o Enterprise Console

An advanced user interface to alarms generated by Probes in your IT
infrastructure.

You can also create and view complex graphical Dashboards to get the
best possible hierarchical overview of the current alarm status.

Installation dependencies:
The Enterprise Console may be installed and run stand-alone on any
windows-based computer in your network, but as you have to log
onto a Hub at application start-up, Nimsoft Infrastructure must be
installed on the same computer or another windows-based computer
in your network.

o Infrastructure Manager

The Infrastructure Manager user interface manages the Nimsoft
Infrastructure and provides monitoring and management solutions for
systems, applications and networks.

Installation dependencies:
The Infrastructure Manager may be installed and run stand-alone on
any windows-based computer in your network, but as you have to log
onto a Hub at application start-up, Nimsoft Infrastructure must be
installed on the same computer or another windows-based computer
in your network.

o Service Level Manager
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o

The Service Level Manager enables administrators to quickly define
Service Level Agreements between the client and the service-provider
and to generate QoS and reports.

Installation dependencies:

The Service Level Manager may be installed and run stand-alone on
any windows-based computer in your network.

Nimsoft Infrastructure must be installed on the same computer or
another windows-based computer in your network

Nimsoft Infrastructure

The Nimsoft Infrastructure is divided into several parts:
o A package containing Nimsoft Infrastructure
components:

This package consists of the following products: Windows Robot, Hub,
Distribution Server and Alarm Server.

The package also contains the DMZ wizard component. This wizard
sets up a tunnel between the intranet behind the firewall and the DMZ
server.

Installation dependencies:

Nimsoft User interfaces must be able to connect to the Nimsoft
Infrastructure. The Nimsoft Infrastructure package must therefore be
installed on the same computer as the Nimsoft User interface(s), or on
another windows-based computer on the same network.

Note:
It is recommended that at least two Hubs should be installed on the
same Domain and network to ensure you have a backup of the
user/security data.

o Windows Robot

Installation dependencies:
The Windows Robot must be installed on all windows-based
computers where you want to distribute Probes.

Nimsoft Infrastructure (nimldr) for all UNIX platforms.

Here you can download the nimldr, which contains the Robot software
for UNIX-based computers.

Nimsoft Web Service

The section contains the following two products:

o Microsoft .NET Framework ver. 2.0. This run time
framework is a prerequisite to the web service
installations.

o The WebService API, containing methods to retrieve
data from and to perform a set of operations.
Installation Dependencies:

These installation packages integrate with a web-server,
and need to be installed there.
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o Nimsoft Mobile Panels
This section contains the 3 following modules:
o Microsoft .NET Framework ver. 1.1.
o Nimsoft WebService for the Mobile solution.
o Mobile Panel Client
Installation Dependencies:
These installation packages integrate with a web-server,
and need to be installed there.
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1
Install NimBUS

Server.

Installation Example:

Computer where Unix Rohot Unix Rohot Linix Rohot
the NimBUS himidr nimdr nimldr
Server is MimBUS Probes HimBUS Probes HimBUS Probes
installed.
Acamputerwhere all the User Windows Robot Windows Robot Windows Robot
Interfaces are installed: HimBUS Prohes HimBUS Prahes HimBUS Prohes
- NimBUS manager
- SLA Manager
- Enterprise Console

- HimBUS Infrastructure Package
- Mohile Panels Package

2
Install HiImMBUS
Infrastructure.

3 4
Install User Install Robots on the computers
Interfaces. where you want to distribute Prohes.

Installation in a firewalled environment

Infroduction

This section describes the installation of Nimsoft components in a firewalled
environment.

Note that if you are not required to set up an internet solution within a
demilitarized zone (DMZ), you may rather use internet solution with direct QoS
Access. That means an open configuration with direct QoS data access will
provide the best performance.

See the section Rather use an open Internet solution with Direct QoS Access.

Using the tunnel mechanism provided by the hubs, a secure connection can be
set up between hubs located in the DMZ and hubs residing in the secure zone
inside the DMZ firewall.

Computers in the DMZ can then be managed and supervised from inside the
firewall. The Mobile Panels solution have provided a possibility to access the
DMZ from the outside world, using mobile phones and gaining information
about alarms and quality of service data from inside the firewall, using the
secure tunnel connection.
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This same mechanism is also the basis for setting up web dashboards in the
DMZ. By opening a selected few ports in the outer firewall from the DMZ to the
Internet, fully functional dashboards can be viewed in ActiveX supported web
browsers.

Installing Nimsoft components in a DMZ
The installation of Nimsoft components in a DMZ is described in the sections

Installing Windows Robot, Hub, Distribution Server and Alarm Server and
Installing Nimsoft Infrastructure on a Unix computer in a DMZ.

Rather use an open Internet solution with Direct QoS Access?

What is a DMZ

From a performance point of view, the most efficient way to access the QoS
data is to process the database queries directly from the various dashboards
and not through the use of tunnels. However, this solution requires you to
open your port access to your SQL server and a number of other ports as well.
The SQL server port is typically 1433, and the ports required to be opened are
typically found within the range 48000 to 48020. Remember to configure the
'First Probe Port Number' parameter in the controller to ensure that Nimsoft
components will be assigned port numbers beginning just after 48000. The
Nimsoft components the open intranet/internet solution needs access to are
the hub, controller,

distsrv and nas.

The term DMZ comes from military use and is short for demilitarized zone.

In computer networks, a DMZ is a computer host or small network inserted as a
"neutral zone" between a company's private network and the outside public
network. It prevents outside users from getting direct access to a server that
has company data.

A DMZ is an optional and more secure approach to a firewall and effectively
acts as a proxy server as well.

Requests from the inside:

In a typical DMZ configuration for a small company, a separate computer (or
host in network terms) receives requests from users within the private network
for access to Web sites or other companies accessible on the public network.
The DMZ host then initiates sessions for these requests on the public network.
However, the DMZ host is not able to initiate a session back into the private
network. It can only forward packets that have already been requested.

Requests from the outside:

Users of the public network outside the company can access only the DMZ
host. The DMZ may typically also have the company's Web pages so these
could be served to the outside world. However, the DMZ provides access to no
other company data.
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What is a tunnel

Installation order

Most companies today have one or more firewalls in their network, both
internally between different networks and externally against a DMZ or Internet.
Network administrators are often reluctant to open a firewall for a lot of IP
addresses and ports in order to make it possible for Management applications
to work. This makes it difficult to administrate and monitor the whole network
from a central location.

The solution is to set up a Tunnel between two Hubs that is separated by a
Firewall. The Tunnel sets up a VPN-like (Virtual Private Network) connection
between the two Hubs and enables all requests and messages to be routed
over the Tunnel and dispatched on the other side. This routing will be
transparent to all the users within Nimsoft.

NOTE:
Do not use Static Hubs when setting up a tunnel!

Security is the main issue when opening a Firewall for external connections.
The Tunnel is implemented using the SSL (Secure Socket Layer) protocol, which
is currently the most widely deployed security protocol today (e.g. it is the
protocol behind Secure HTTP (HTTPS)). The security is handled in two ways;
certificates to authenticate the Client and encryption to secure the network
traffic (e.g. over Internet):

m Authorization and Authentication

The Tunnel provides authorization and authentication by using
certificates. Both the Client and the Server need valid certificates
issued by the same CA (Certificate Authority) in order to set up a
connection. In the case of setting up a Tunnel, the machine receiving
the connection (the Server) is its own CA and will only accept
certificates issued by itself.

m  Encryption

The encryption settings spans from None to High. No encryption
means that the traffic is still authenticated and is therefore
recommended for Tunnels within LAN’s and WANs. You should be
careful when selecting higher encryption level since this will be more
resource intensive for the machines at both ends of the tunnel.

Installing Nimsoft in a firewalled environment requires that installation happen
in a given order. There is also the issue of which ports to open in the different
firewalls to allow users to access Dashboards and view web reports.

The installation of Nimsoft components in a DMZ is described in the sections
Installing Nimsoft Infrastructure on Windows and Installing Nimsoft
Infrastructure on a Unix computer in a DMZ.
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The picture below shows the different components installed and the ports that
need to be opened in the firewall.

Installation order can be as follows:

Internet/Intranet DMZ

Open ports: Hub
48000 (Controller) (Tunnel Server)
48002 (Hub)

50000 (Tunnel data)* ‘
80 (http)

Client PC w/ browser

Secure zone

Open ports: | 48003 (Tunnel)

Hub (Tunnel Client)

*) Port 50000 (Tunnel data) is the port the client connects to when attempting to send/receive data through the
tunnel from the outside. In a default installation this port is randomly assigned by the OS.

To control your tunnel data port range (if you want to send/receive data through the tunnels from the outside), you
should set this port to e.g. 50000. This is done by setting the First Tunnel port to 50000 on the Tunnels > Advanced
tab on the HUB GUI (see screenshot below).

Note that also the option Ignore first probe port setting from controller on the HUB GUI must be checked, even the
first probe port not is set on the Controller probe.

Note
Logging on a HUB through a NAT ed address is not supported in the Nimsoft

consoles.

The HUB GUI, Tunnels > Advanced tab:
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7

Queues T Tunnels Status

|w Ignore first probe port setting from controller

Furst Tunnel Port:

Tunnel iz Hanging Timeout: 120

50000

Secure zone

Nimsoft Server can be installed first. If you already have a running
Nimsoft installation, this is already in place.

Firewall between Secure zone and DMZ

The Hub in the secure zone needs to be able to access the Hub in the
DMZ on configured tunnel server port (default port 48003). How this is
set up in the firewall is of course firewall dependant, and you should
check your firewalls documentation on how to open a connection
between the two systems.

DMz

When installing Nimsoft components in a DMZ, you are given the
option of installing in DMZ mode, as described in the sections
Installing Nimsoft Infrastructure on Windows and Installing Nimsoft
Infrastructure on a Unix computer in a DMZ.

Once that is set up, you can generate a Client certificate for the Hub in
the secure zone.

NOTE:
The hub in the DMZ must have a public IP address, if you want to
access it from the Internet.

You now have an access point into Nimsoft installed in the DMZ. To allow

people to connect to Nimsoft through this Hub you must allow traffic to some
ports on the Hub computer in the DMZ.

Port 80 (http) is required if you want to give people access to web components
like SLA reports and Dashboards. A web server like 1IS or Apache can be used.
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If you are allowing Dashboards to be accessed, you must in addition open port
48000 (Controller), 48002 (Hub) and 50000 (Tunnel data).

50000 is not a fixed port, you can set any port you want to use. Set up this port
by setting the First Tunnel port to e.g. 50000 on the Tunnels > Advanced tab on
the HUB GUI (see screenshot above). Note: Make sure the port selected is not
in the same range as the port configured as first probe port number on the
controller probe.

Note that also the option Ignore first probe port setting from controller on the
HUB GUI must be checked, even if the first probe port not is set on the
Controller.

Finally, after you have opened the external firewall for the listed ports, you
must make Dashboards and SLA reports available on the DMZ system. This can
be accomplished using the WebExport utility for Dashboards and by setting up
an FTP profile in the SLA system.

Please note that users still have to log in to Nimsoft unless you specify
user/password information in the Dashboard (in which case you should use an
extremely limited user!).

Users should now be able to access Nimsoft content from the Internet or
Intranet depending on how you set the system up.

Deploying dashboards to the DMZ web server

Use the Web Publish application to configure the html file containing the
dashboard reference and also to deploy the files involved to the web server in
the DMZ. Unlike the Nimsoft Server portal where dashboards appear
automatically once they have been published from the Web Publish
application, you need to determine where to put the dashboard related files on
the web server and to also make sure you refer to them properly.

Note:

When using the Web Publish application to configure the html file containing
the dashboard reference, note the Quality of Service / Service Level Agreement
section in the properties dialog for the html file.
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x]

New Page

Type
| Drazhboard Wigwer ﬂ

Login
| zer: |

Pazsword: | Encrypt: [
Hub IF: |

General

D azhboard: |E xample

[]
Alarm Server: |<|:Iefault> j
[~
[~

D azhboard Server: |< nones:

Archive Server: |< defaults

ricedService Level Agreement

" Direct Database Access {+ Server Access

Iy |
F

N, HoSASL0LA Server: /Develapment/mkilde/=pmaoki/vanable serve

* |lze default time zone for QoS graphs " Adjust for local lime zone

Appearance
[ Show Scrollbar width, |E50 Height; |E00
[  Show Statusbar [ Always On Top

k. | Cancel | Help |

Select the Server Access option if you are going to deploy the html file to a web
server in a DMZ.

From the QoS/SLA Server drop-down menu, select the variable_server on the
Hub at the end of the tunnel (in the secure zone).

Next, set up an ftp site on the web server. Once this is done, exporting from the
Web Publish will be a piece of cake. In the Web Publish, create a new Export
Target referring to the ftp site on the web server.

Now drop the dashboard html definition you want to be accessible from the
web server at the ftp export target node in the navigation tree. A dialog will
prompt you for cab URL. You need to enter here the URL (absolute URL path or
relative to the html file) where the necessary cab files are located on the web
server. For instance, if the cab files are located in the dashboard\cab directory
under Inetpub\wwwroot at the Nimsoft web server, the cab URL would be
http://www.nimsoft.com/dashboard/cab.
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From the destination ftp site on the web server, copy the html files to e.g. the
Inetpub\wwwroot\dashboard directory and the cab files to the
Inetpub\wwwroot\dashboard\cab directory.

To access the dashboards from the Internet, you will need to open some
additional ports in the DMZ outer firewall (48000-48002). Once an Internet
client accesses the html file, cab files from the web server will be downloaded
to the client machine. Once installed the, Login pop-up box will appear, and
you can log onto the domain that the DMZ hub is configured to be in. The hub
tunnel through to the inner firewall will enable the retrieval of the dashboard
archive package and also to update the dashboard properly once installed on
client machine.

Enabling Dashboards in the DMZ to receive alarm events from the outside

To ensure that Dashboards made available in the DMZ system receive correct
events from the outside, it is necessary to set up a post queue on the hub
computer inside the firewall (on the computer where the tunnel ends).

This is done by opening the hub configuration tool from the Infrastructure
Manager and selecting the Queues tab. Click the New button, and the Queue
dialog pops up.

m  Queue type:
Post

m  Address:
The address of the DMZ hub (on the other side of the tunnel)

m  Subjects:
alarm_new, alarm_update, alarm_assign, alarm_close, alarm_stats
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# hub: [/Development /wsrune/wsrune /hub] - 10] x|

General T Hubs T Robots T MName ServicesT Queues T Tunnels T Status

— Message Queues

Mame

data_engine attach QO05_MESSAGE.QOS_DEFINITI...

Subject/Husue Address

alarm

¥ Active

E|
Mame: |DMuneue Eatizel |
Type: [ post =]

Addiess | Unix/RH3/hGdev/hub =]

Subject:

Mew Edt | Dekte |

1]

| Cancel | Ay | Riefresh | Help |

Instal

ling Enterprise Console

1. Start the installation procedure from the Nimsoft Server by clicking the
Client Installation icon. The Client Installation section will be launched in
the main window. Click the Enterprise Console link in the Client Installation
section.

Application

Enterprize Console
Infrastructure Manager
Service Level Manager

Installation

Client Installation

Reports

What is this?

Dashboards

What is this?
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User Interfaces

These installations will install the user interface for the product.

Enterprise Console 3431 _i Install the Ul for Enterprise Console.

Infrastructure Manager 3831 _ﬂf Install the Ul for Infrastructure Manager.

Semnvice Level Manager 4.71 _ﬂf Install the Ul for Senrice Level Manager.

2. The download dialog pops up. Select Run to start the installation
immediately (note that you may select Save if you want to save the
EnterpriseConsole.exe file to disk and run the installation later).

The files are copied from the Nimsoft Server to your computer, and the
wizard starts extracting the files.

3. Wait for the following dialog to appear and click the Next button.

Nimsoft Enterprise Console Setup E|

Welcome to the InstallShield Wizard for Himsoft
Enterprize Console

The InztallShield® wWizard will ingtall Mimzoft Enterprize
Conzole on your computer. To continue, click Mest.

Mest = | Cancel

4. The License Agreement dialog appears. Read the license agreement

carefully and click Yes to continue if you accept the terms, otherwise click
No to exit.
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5.

6.

Mimsoft Enterprise Console Seiup

Licenze Agreement

Pleaze read the fallowing license agreement carefully. ( ' -
Ch

Prezz the PAGE DOWHM key to zee the rest of the agreement.

PLEASE READ THIS SOFTwARE LICENSE AGREEMENT CAREFULLY. BY
DOWMNLOADING, INSTALLING OR USIMNG THIS SOFT'WARE OU INDICATE YOUR
SCCEPTAMCE OF AMD YOUR AGREEMENT TO THE TERMS AND COMDITIONS
LISTED %ITHIM, AS THE SAME &Y BE MODIFIED FROM TIME TO TIME. IF YOU
DO MOT AGREE TO THESE TERMS AND COMDITIONS, DO MOT DOWMNLODAD,
INSTALL OR USE THE MIMSOFT PRODUCTS. THIS AGREEMENT DOES MOT
SUPERCEDE ANY SIGWED WRITTEM AGREEMEMT BETWEEM YOU AND MIMSOFT.

Mimzoft Software License Agreement

Do you accept all the terms of the preceding Licenze Agreement? IF pau chooze Ha, the
zetup will cloze. To inztall Mimzoft Enterprise Congzole, you must accept this agreement.

< Back Tes Ma

The next dialog enables you to select which components to install: The
Enterprise Console and/or the Alarm SubConsole. Normally both should
be installed. Ensure that the components you want to install are checked
and click the Next button.

Nimsoft Enterprise Console Setup

Select Components

Choose the components Setup will install

Ente Drezcription

Alarm SubConzole 511E Offers an advanced user
interface to alarms generated
I pour Mimzoft konitoring

Infraztructure
Space Required on C: 112372 K
Space Available on L 101003792 K
< Back Memt = | Cancel |

The next dialog displays the settings you have selected so far in the
installation process. Click the Back button if you want to change something
or click the Next button to start copying files.
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Nimsoft Enterprise Console Setup

Start Copying Files

Review settings before copying files.

(e Z,

Setup has enough information o ztark copying the program files. |f you want to review or

change any settings, click Back. If vou are zatisfied with the zettings, click Next to begin
copying files.

f

Current Settings:

“t'ou have chosen to install Enterprize Conzole in the following
directory: C:5Program FileshHimBILS

The fallowing componentz have been selected for
inzkallation:

Enterprise Consale
Alarm SubConzole

< Back Mest > | Cancel

X)

7. A window appears, showing you the installation progress. Wait until the

following dialog appears, confirming that the installation process is
complete. Click the Finish button to exit Setup.

Nimsoft Enterprise Console Setup
InztallS hield Wizard Complete

Setup has finizhed instaling Enterprise Consale an your
computer.

Finizh |
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8. Verify that the installation was successful by launching the application

(Start > Programs > Nimsoft Monitoring > Enterprise Console).

Installing Infrastructure Manager

1. Start the installation procedure from the Nimsoft Server by clicking the

Client Installation icon. The Client Installation section will be launched in
the main window. Then click the Infrastructure Manager link.

User Interfaces

These installations will install the user interface for the product.

Enterprise Console 3351 _i Install the Ul for Enterprise Console.

Infrastructure Manager 3.75.1| E§ |Install the Ul for Infrastructure Manager.
Senice Level TWanager £

4.40 _i Install the Ul for Senice Level Manager.

2. The Download dialog pops up. Select Run to start the installation
immediately (note that you may select Save if you want to save the

Infrastructure Manager.exe file to disk if you want to run the installation
later).

The files are copied from the Nimsoft Server to your computer, and the
wizard starts extracting the files.

3. Wait for the following dialog to appear and click the Next button.

Mimsoft Infrastructure Manager, Setup E|

Welcome to the InztallShield Wizard for Mimsoft
Infrastructure Manager

The InstalShield® ‘Wizard will install Mimzoft Infraztructure
Manager an pour computer. To cantinue, click Mest.

Mext > | Cancel

4. The License Agreement dialog appears. Read the license agreement

carefully and click Yes to continue if you accept the terms, otherwise click
No to exit.
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5.

6.

Nimsoft Infrastructure Manager Setup

License Agreement

Please read the following license agreement carefully.

Prezs the PAGE DOW™M key to see the rest of the agreement.

PLEASE READ THIS SOFTwARE LICEMSE AGREEMENT CAREFULLY. BY
DOWMHLOADIMG, INSTALLING OR USING THIS SOFTWARE vOU [MDICATE YOUR
SCCEFTANCE OF AMD YOUR AGREEMEMT TO THE TERMS ANMD CONDITIOMNS
LISTED "WITHIM, &5 THE SAME MaY BE MODIFIED FROM TIME TO TIME. IF¥'0OU
DO MOT AGREE TO THESE TERMS ARWD COMDITIONS, DO HOT DOWMHLOAD,
IMSTALL OR USE THE NIMSOFT PRODUCTS. THIS AGREEMENT DOES HOT
SUPERCEDE AMY SIGMED “WRITTEN AGREEMEMT BEET'WEEM 0L AMD MIMSOFT.

Mimzoft Software Licenze Agreement

Do you accept all the terms of the preceding Licenze Agreement? If you chooze Mo, the
zetup will cloze. To install Mimsaft Infrastructure bManager, you must accept thiz agreement.

¢ Back ez Mo

The next dialog enables you to select which components to install: The
Infrastructure Manager and/or the Alarm SubConsole.

Normally both should be installed. Ensure that the components you want
to install are checked and click the Next button.

Nimsoft Infrastructure Manager, Setup

Select Components

Chonoze the componentzs Setup will install.

Drescription

Thiz component includes the
uzer interface which iz used to
manage the Mimsoft

M onitoring infrastructure.

[ o, |

Space Reguired on C: 116044 £
Space Available on C: 100878504 K.
¢ Back Mext » | Cancel |

The next dialog displays the settings you have selected so far in the
installation process. Click the Back button if you want to change something
or click the Next button to start copying files.
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Nimsoft Infrastructure Manager, Setup

Start Copying Files
Review settings before copying files.

Setup haz enough information to start copying the program files. [F pou want o review or

change any settings, click Back. If vou are satisfied with the zettings, click Mext to beqgin
copying files.

Current Settings:

‘rou have chozen to install Infraztructure Manager in the following
directory: C:%Program Files\HimBILS

The following components have been selected for
installation;

Infrastructure Manager
Alarm SubConsole

< Back Mest = | Cancel

7. A window appears, showing you the installation progress. Wait until the

following dialog appears, confirming that the installation progress is
finished.

Infrastructure Manager requires the Microsoft SOAP Toolkit 3.0 to be
installed on your computer.

If not already installed, you are asked if you want to install it.
Click the Yes button to launch the Microsoft SOAP Toolkit 3.0 Setup wizard.
The wizard will guide you through the installation.

Finally, when the SOAP wizard is finished, click the Finish button to exit
Infrastructure Manager Setup.
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Nimsoft Infrastructure Manager Setup

InstallShield Wizard Complete

computer,

Finizh |

Setup has finizhed installing Infraztructure bManager on pour

8. Verify that the installation was successful by launching the application

(Start > Programs > Nimsoft Monitoring > Infrastructure Manager).

Installing Service Level Manager
1. Start the installation procedure from the Nimsoft Server by clicking the
Client Installation icon. The Client Installation section will be launched in

the main window. Then click the Service Level Manager link.
User Interfaces

These installations will install the user inferface for the product.

Enterprise Console 3.35.1 4 |Install the Ul for Enterprise Console.
Infrastructure Manager

3.75.1 B4 |Install the Ul for Infrastructure Manager.
Senvice Level Manager

440 5§ |Install the Ul for Senice Level Manager.
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2. The Download dialog pops up. Select Run to start the installation
immediately (note that you may select Save if you want to save the
SLM.exe file to disk if you want to run the installation later).

The files are copied from the Nimsoft Server to your computer, and the
wizard starts extracting the files.

3. Wait for the following dialog to appear and click the Next button.

Nimsoft Service Level Manager Setup E|

Welcome to the InztallShield Wizard for Mimsoft
Service Level Manager

The InstallShield® wizard will inztall Mimszoft Service Lewel
Manager on your computer. To continue, click Mest.

Mest = | Cancel

4. The License Agreement dialog appears. Read the license agreement

carefully and click Yes to continue if you accept the terms, otherwise click
No to exit.
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Nimsoft Service Level Manager Setup

Licenze Agreement

Please read the following icense agreement carefully.

Prezs the PAGE DOWHM key to see the rest of the agreement.

PLEASE READ THIS SOFTWARE LICENSE AGREEMENT CAREFULLY. BY
DOWHNLOADING, INSTALLIMG OR USING THIS SOFT'WARE %O INDICATE %0OUR
ACCEPTAMCE OF AMD YOUR AGREEMENT TO THE TERMS AND COMDITIONS
LISTED "ITHIM, AS THE SAME May BE MODIFIED FROM TIME TO TIME. IF 0L
DO NOT AGREE TO THESE TERMS AMD COMDITIONS, DO MOT DOWNLOAD,
INSTALL OR USE THE MIMSOFT PRODUCTS. THIS AGREEMENT DOES NOT
SUPERCEDE &MY SIGMED WRITTEN AGREEMEMNT BETWEEN Y0OU AND NIMSOFT.

Mirmzoft Software License Agreement

Do you accept all the termz of the preceding License Agreement? |f pou chooze Mo, the
zetup will cloge. Toinstall Mimzoft Service Level Manager, you must accept thiz agreement.

¢ Back Yes Mo
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5. The next dialog enables you to select which component(s) to install. Ensure

that the Service Level Manager component is checked and click the Next
button.

Nimsoft Service Level Manager, Setup

Select Components

Choosze the components Setup will install

Dezcription

Mimnzoft Service Level
Manager will help pou install,
configure and manage the
Service Level meazurements.

JERE

Space Required on C: 32248 K
Space dwvailable on C: 100934672 k.

< Back Mext = | Cancel |

6. The next dialog displays the settings you have selected so far in the
installation process. Click the Back button if you want to change something
or click the Next button to start copying files.

Nimsoft Service Level Manager Setup

Start Copying Files

Feview sethings before copying files.

Setup haz enough information ta start copying the program files. 1f you want to review or
change any zettings, click Back. [F you are satisfied with the zettings, click Mext to begin
copying files.

Current Sethings:

Mimzoft Sevice Level Manager selected for installation
on directory C:\Program Filezs\MimBUS

< Back Mext = | Cancel
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7. A window appears, showing you the installation progress. Wait until the
following dialog appears, confirming that the installation progress is
finished. Click the Finish button to exit Setup.

Nimsoft Service Level Manager, Setup

InstallShield Wizard Complete

The InztallShield ‘wizard has succezsfully installed Mimsoft
Service Level Manager. Click Finish to exit the wizard.

Finizh |

8. Verify that the installation was successful by launching the application
(Start > Programs > Nimsoft Monitoring > Service Level Manager).

Installing Nimsoft Infrastructure on Windows

This section describes two different cases:
m Installing a Robot on a Windows computer.

m Installing the Infrastructure package (Robot, Hub, Distribution Server
and Alarm Server) on a Windows computer.
Note that this package contains the DMZ wizard component, used
when installing Nimsoft on a DMZ in a firewalled environment.

Note:

It is recommended that at least two Hubs should be installed on the same
Domain and network to ensure you have a backup of the user/security data.

Installing a Windows Robot

1. Onthe computer where you want to install the Robot:
Launch the Nimsoft Server portal in a web browser. Start the installation
procedure from the Nimsoft Server by clicking the Client Installation icon.
Then click the Robot link in the Client Installation window.
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Windows Fobot, Hub Distribution Serer, Alarm Server

Windows Rﬂ.pnt

W
LINE installation utility st for all platforms

Installation archive for Al S

Installation archive for Bdbit ALK S

Installation archive for HP-1L 11

Installation archive for Bdbit HP-1L 11

Installation archive for Bdbit fanium HP-LE 11
Installation archive for LIMNLEE with Glibc 2.3
Installation archive for Bdbit LIMNLE with Glibc 2.3
Installation archive for Bdbit PowerPC LINUE with Glibe
2.3

Installation archive for SOLARIS B (sparc)
Installation archive for B4bit SOLARIS B (sparcyd)
[nstallation archive for G4bit SOLARIS 10 (amdsd)
Installation archive for SOLARIS 10 (1385)
Installation archive for TRLIGS

iSeries Fobot Program Files

iSeries Bobot File Structure
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2. The Download dialog pops up. Select Run to start the installation
immediately. Note that you may select Save if you want to save the
Infrastructure.exe file to disk if you want to run the installation later.

The files are copied from the Nimsoft Server to your computer, and the
wizard starts extracting the files.

3. Wait for the following dialog to appear and click the Next button.

Nimsoft Robot Setup f@

Welcome to the InstallShield Wizard for Himsoft
R obaot

The InstallShield® Wizard will inztall Mimsoft Bobat an wour
computer. To continue, click Mest.

Mext » | Cancel

4. The License Agreement dialog appears. Read the license agreement
carefully and click Yes to continue if you accept the terms, otherwise click
No to exit the setup.

Nimsoft Server 5.0.0 Installation Guide 89



Client Installations

Nimsoft Robot Setup

License Agreement

Pleaze read the following license agreement carefully.

Press the PAGE DOwM key to see the rest of the agreement.

[81]2

PLEASE READ THIS SOFTWARE LICERSE AGREEMEMNT CAREFULLY. BY
DOWMLOADING, INSTALLIMG OR USING THIS SOFTWARE YOU IMDICATE YOUR
ACCEPTARNCE OF AMD YOUR AGREEMEMT TO THE TERMS AWD CONDITIOMS
LISTED WITHIM, A5 THE SAME MAY BE MODIFIED FROM TIME TO TIME. IF OU
DO WOT AGREE TO THESE TERMS AND COMDITIONS, DO NOT DOWNLOAD,
IMSTALL OR USE THE WIMSOFT PRODUCTS. THIS AGREEMEMT DOES WOT
SUFPERCEDE ANY SIGMED WRITTEM AGREEMENT BETWEEN YO AND MIMSOFT.

Mimzoft Saftware License Agreement

| £

Do wou accept all the terms of the preceding License Agreement? If you chooze Ma, the
zetup will cloze. To inztall Mimsaoft Robat, you must accept this agreement.

< Back Yes Mo

5. The Setup Type dialog appears. It shows two options: Cloud installation
and Normal installation.

Normal installation
1. Inthe Setup Type dialog, select the Normal installation option. Click Next.

Nimsoft Robot Setup
Setup Type

Choose the setup type that best suits your needs.

Click the tupe of Setup you prefer.

Cloud installation Description
Marmal installation

The normal inztallation will install,
configure and start the robot in
the current environment.

¢ Back et > | Cancel
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2.

3.

If more than one domain exists, the next dialog asks you to select which

Domain you want the Robot to be part of. Check one of the Domains and

click the Next button.
Nimsoft Robot Setup

Nimszoft Domain

Which Mimzoft Domain would you like your Robot to be part of ?
ar chooze to uze IP addrezz instead

| Choose to connect to the network, interface through 1P address Ll
ExchangeT est

| Development
] Ddemil

1 5DP

| MPE

] Earl

] Surveilance
ml:l

[ £

< Back N?.::E ¥ | Cancel

M

Selecting the option Choose to connect to the network interface through
IP address, you may select to attach the robot to a specific Hub. Click Next.

The Local IP address dialog appears where you will then be asked to
specify the IP address of the hub computer you are installing on.

Note:
The Local IP Address dialog will only be shown when the computer has
multiple network interfaces.
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Nimsoft Robot Setup
Local IP address

Your computer containg mare than one network, interface. Which ane would you like to use for
Mimnzoft?

| Autamatic
192168371
1192168791
192.71.55.153

< Back Mesxt = Cancel

5. Select IP address and click Next.

6. Options screen appears. In the First probe port you can specify the first
port to be used to start probes. Leave this field blank to generate port
numbers randomly.

Select the Passive mode checkbox if you wish to set the hub as passive. By
default this checkbox is not selected.

Click Next.
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Nimsoft Robot Setup

Ophions

Specify Robot configuration options.

You can optionally specify the first part number that is to be used when starting probes. Leave
thiz field empty ta let the operating zpstem generate random ports.

First probe paort

If there iz no network. connectivity from rabot to hub, only from hob to robot, the robat should be

zet to pagzzive mode. Mote that you will need to add the passive robot bo the hub configuration
rnarially.

Pazsive mode [

¢ Back Meut > | Cancel

7. Next dialog displays the settings selected in the installation process. Click
the Back button to change something or click the Next button to start
copying files.

Nimsoft Robot Setup

Start Copying Files
Review settings before copying files.

Setup haz enough information ta start copying the programm files. | pou want bo resdiew ar

change any settings, click Back. If pou are zatizsfied with the zettings, click Mext to begin
copying fles.

Current Settings:

“r'ou have chosen to install Mimsaft in the following
directary: C:\Program FilezhMimB LS

Mirnzaft Componentz were faund running on your network.

< Back MHext = | Cancel

8. A window appears, showing you the installation progress. Wait until the
following dialog appears, confirming that the installation progress is
finished. Click the Finish button to exit setup.
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For Cloud setup

1. Inthe Setup Type dialog, select the Cloud installation option. Click Next.

Nimsoft Robot Setup
Setup Type

Choose the setup twpe that best suits pour needs. ’ -

Click the tppe of Setup vau prefer.

Cloud ingtallation

! Dezcription
Marmal inztallation k

“Wwhen creating an Akl to uze for
creating cloud machine instances
the robot should not instantiate
until an instance haz been
created and iz fully started.

Thiz inztallation type will inztall a
robot but [2ave it in a passive
state.

¢ Back Meut > | Cancel

2. Cluster installation dialog appears. Note that a hub on a cloud instance is
assumed. If a hub external to the cloud is used, the robot will need to be
configured with robotip_alias = <external IP of cloud instance> after the
cloud instance is created.

Nimsoft Robot Setup

Cluster installation

Inztall and confiqure the Robat on a Machine Image

Yau are now inztalling the Mimsaft Robat far a Machine Image which will later be used ta
inztantiate Cloud computer ingtances.

The Faobat will be installed and configured, but nat started.

When a Cloud instance iz instantiated, it wil get configured with ip addreszs and machine name.
It iz impartant that the Nimsoft Bobat iz not started unbl this process iz completed.

During inztantiation the machine iz started everal times. Specify |2—
after which restart the Mimsoft R obot will become active:

Thiz installation azsumes that a Mimsaft Hub i available in the cloud and that its IP address is
bound to an elaztic IP go that itz external DMS name iz known,

Specify the external DMNS name of the
Cloud machine running the Mimsoft Hub: "‘3'32'1 -2-3-4 compute-1.amazonaws. com

On Robat termination, it can automatically unregister ikzelf from
the Mimzoft Hub, This can be desirable in a Cloud efvironment.

¢ Back et » [ | Cancel

Automnatic unregister [
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3.
4.

The Local IP address dialog appears where you will then be asked to

specify the IP address of the hub computer you are installing on.
Note:

The Local IP Address dialog will only be shown when the computer has
multiple network interfaces.

Nimsoft Robot Setup | |

Local IP address

Your computer containg more than one netwark, interface. Which one would vou like to uze far
Mirnzoft?

| Automatic
] 192.168.37.1
1 192.168.79.1

193,715

< Back Mext » Cancel

Select IP address and click Next.

Options screen appears. In the First probe port you can specify the first
port to be used to start probes. Leave this field blank to generate port
numbers randomly.

Select the Passive mode checkbox if you wish to set the hub as passive. By
default this checkbox is not selected.

Click Next.
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Himsoft Robot Setup

&

Ophions
Specify Bobot configuration options.

= "_,

{j

You can optionally specify the firgt port number that iz to be uzed when starting probes. Leave
thiz field empty to let the operating syztem generate random ports.

First probe part

[F there iz no network. connectivity fram robot to hub, only from hub to robat, the robot should be
zet to pazsive mode. Mate that pou will need to add the pazsive robat ta the hub configuration
manally.

Pazzive mode B

¢ Back Meut > | Cancel

5. The next dialog displays the settings you have selected so far in the
installation process. Click the Back button if you want to change something
or click the Next button to start copying files.

6. A window appears, showing you the installation progress. Wait until the
following dialog appears, confirming that the installation progress is
finished. Click the Finish button to exit setup.

Nimsoft Robot Setup

S InstallShield Wizard Complete

Setup has finished instaling Mimsaft on your computer.

Finizh |
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Installing Windows Robot, Hub, Distribution Server and Alarm Server

NOTES

This package contains the DMZ wizard component, used when installing
Nimsoft on a DMZ computer in a firewalled environment. This wizard sets up a
tunnel between the intranet in the secure zone and the DMZ server.

It is recommended that at least two Hubs should be installed on the same
Domain and network to ensure you have a backup of the user/security data.

If you plan to run the DMZ wizard, you should determine in which direction you
want to set up the tunnel.
o If you want the DMZ hub to be the server side of the tunnel:

First run the wizard described below, selecting Server setup, on
the DMZ computer. A client certificate will then be generated.
You will need this when setting up the client on the other side
of the tunnel.

Then go to the hub in the secure zone and set it up as a tunnel
client, using the hub configurator (see description in the Hub
section of the Probes online documentation, made available by
selecting Help > Probes from the menu in Infrastructure
Manager). Note that you need the certificate and password
generated in the previous step.

o If you want the hub in the secure zone to be the server side of the
tunnel:

First set up the hub in the secure zone as a tunnel server, using
the hub configurator (see description in the Hub section of the
Nimsoft Probes online documentation, made available by
selecting Help > Probes from the menu in Infrastructure
Manager).

Then go to the hub computer in the DMZ and run the wizard
described below, selecting Client setup. Note that you need the
certificate and password generated in the previous step.

Start the installation procedure from the Nimsoft Server by clicking
the Client Installation icon. The Client Installation section will be
launched in the main window. Then click the Infrastructure package
link (Windows Robot, Hub, Distribution server, Alarm Server).
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Windows Fobot, Hub, Distribution Serer, Alarm Seﬂﬁﬁ

Windows Fobot

LINE installation utility st for all platforms

Installation archive for Al S

Installation archive for Bdbit ALK S

Installation archive for HP-1L 11

Installation archive for Bdbit HP-1L 11

Installation archive for Bdbit fanium HP-LE 11
Installation archive for LIMNLEE with Glibc 2.3
Installation archive for Bdbit LIMNLE with Glibc 2.3
Installation archive for Bdbit PowerPC LINUE with Glibe
2.3

Installation archive for SOLARIS B (sparc)
Installation archive for B4bit SOLARIS B (sparcyd)
[nstallation archive for G4bit SOLARIS 10 (amdsd)
Installation archive for SOLARIS 10 (1385)
Installation archive for TRLIGS

iSeries Fobot Program Files

iSeries Bobot File Structure
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2. The Download dialog pops up. Select Run to start the installation
immediately (note that you may select Save if you want to save the
Infrastructure.exe file to disk if you want to run the installation later).

The files are copied from the Nimsoft Server to your computer, and
the wizard starts extracting the files.

3. Wait for the following dialog to appear and click the Next button.

Nimsoft Infrastructure Setup

Welcome to the InstallShield Wizard for Nimsoft
Infrastiucture

The InstallShigld® Wizard will install Mimsaoft [nfraztucture
an your computer. To continue, click Mext.

Mext » | Cancel

4, The License Agreement dialog appears. Read the license agreement
carefully and click Yes to continue if you accept the terms, otherwise
click No to exit.

Nimsoft Server 5.0.0 Installation Guide 99



Client Installations

Nimsoft Infrastructure Setup

Licenze Agreement

Pleaze read the following icense agreement carefully.

Presz the PAGE DWW key to zee the rest of the agreement.

PLEASE READ THIS SOFTWARE LICEMSE AGREEMENT CAREFULLY. BY
DOWMLOADING, INSTALLING OR USING THIS SOFTWARE w0OU INDICATE Y0OUR
ACCEPTAMCE OF AND vOUR AGREEMENT TO THE TERMS AND COMDITIONS
LISTED wATHIM, &5 THE SAME MaY BE MODIFIED FROM TIME TO TIME. IF ¥OL
DO MNOT AGREE TO THESE TERMS AND COMDITIONS, DO MOT DOWMHLOAD,
INSTALL OR USE THE NIMSOFT PRODUCTS. THIS AGREEMENT DOES HOT
SUPERCEDE ANy SIGHMED WRITTEMN AGREEMENT BETWEEN YOU AMD MIMSOFT.

Mirnzoft Software License Agreement

Do pou accept all the terms of the preceding Licensze Agreement’? If you chooze Mo, the
zetup will cloze. To install Mimsoft Infrastructure, you must accept this agreement,

< Back Yes Mo

5. The next dialog enables you to select setup type:

Automatic Install
Detects if Hubs found.
If found:
Installs Robot + Hub + nas + distsrv
If not found:
Installs the Robot only, and also reinstalls a Hub (if already present
on the computer).
O Custom Install
Letting you select which Nimsoft components to install:
- Robot
- Hub
- Alarm Server
- Distribution Server
- Probe Runtime libraries (needed to create your own Probes).
- DMZ Wizard
o DMZ Install
This installation must be run on the DMZ host. The necessary
components (Hub and Robot) will be installed on the DMZ host, and
the wizard for configuring the tunnel through the firewall will be
launched.
Make your choice and click the Next button.
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Nimsoft Infrastructure Setup

Setup Type

Choose the setup bwpe that best suits pour needs.

Click, the type of Setup you prefer.

Automatic inztall Deseription
Cuztom install Setup will uze information about
DM inztall MimBUS components found an

the network, to determineg whether
toinstall a MimBLUS Robot only or
MimBUS Robot/Hub/Distsre M az.

¢ Back Meut » | Cancel

6. The next dialogs depend on what type of setup you selected in the
previous dialog:
o Automatic install:
e Lists the settings you have selected so far in the installation
process.

If setup detects that a Hub needs to be installed:

e Depending on which components you selected, you have to
specify parameters such as Domain name and Hub name.

e Setup suggests a license.

e Starts copying files.

e The Finish dialog appears, indicating that the Nimsoft
Infrastructure Setup is finished.

o  Custom Install:

e You are asked to specify which components to install.

e Depending on which components you selected, you have to
specify parameters such as Domain name and Hub name.

e Setup suggests a license.

e Lists the settings you have selected so far in the installation
process.

e Starts copying files.
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The Finish dialog appears, indicating that the Nimsoft
Infrastructure Setup is finished.

NOTE:
If the DMZ Wizard component was selected, the setup will also
launch the DMZ wizard.

o DMZ Install:

You will be prompted for a Domain name and a Hub name. The
DMZ wizard will be launched.

DMZ installation

NOTE:

The hub in the DMZ must have a public IP address, if you want to
access it from the Internet.

The DMZ installation consists of two parts:

¢ First you must configure a tunnel server

¢ Second you must configure a tunnel client.

Before running the DMZ wizard, you should determine in which
direction you want to set up the tunnel.

Read the instructions in the dialog carefully and make your
choice. Also see the note at the start of this section.

The DMZ wizard is launched, asking to select the type of tunnel you
want to set up:

¢ Client - will connect to a tunnel server)

¢ Server - receives connections from tunnel clients).
When setting up the server, a client certificate will be
generated (you will need this when setting up the client).

Run the DMZ wizard on the computer you have selected to be the

server and select Server in the initial dialog.
Click the Next button to continue.
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8.

“& DMZ Tunnel Setup Wizard

Tunnel Type

Select the type of tunnel you want to zet up:

" Client [will connect ta a tunnel server)

* Server [receives connections from tunnel clients)

Determine whether the D2 Setup wizard should inztall and zet up a tunnel client or a tunnel
zerver. The direction in which pou want the tunnel connection to go [on which side the
firewall iz opened] typically determines this.

[f wou want to connect from the intranet behind the inner firewall out to the DME server, you
ghould configure the DM zerver to be a tunnel server.

Or the other hand, if pou rather want the tunnel certificates to be generated and maintained
within the intranet, you will need to set up the DMZ server az a tunnel client,

Meut » | Cancel

Configure the Server:

The following dialog appears.

m  Fill in organization and address information.

m  Specify a password in the Password field.

m  Note that you need this password when configuring the client.

m Click the Next button.

" Setting up Tunnel Server - Step 1:2

YWhao

Organization; |Nimsnft

Organization Lnit; |Su|:||:u:|rt

Email Address: |Suppnrt@cumpany.cnm
YWhere

Country: Mo

State/Province: |EI$I|:|

Lacality: |Oslo

Authentication

xxxxxxx71

Pazsword:

Expire Days 3650

< Back Mext > Cancel
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10.

The following dialog appears, telling that the tunnel setup succeeded.

Specify a file name and location for storing the client certificate to be
generated in the next step.

Click the Next button to continue.

DMZ Tunnel Setup Wizard

[nfarmatian

Setting up the tunnel server succeeded.

The zetup program will now generate a new client certificate that you need to inztall
Lizing the hub configuration tool on the client zide of the tunnel. The generated client
certificate will be zaved to a file.

After exiting thiz dialag, specify the client IP addresz and make athenwize sure the
client certificate input data iz comect.

Save Generated Client Certificate ta File:

|E: STunnel cerhificatecertificate. bt

ak Cancel |

The dialog shown below appears. Type the IP address of the client (for
which you want to generate the certificate) in the Client IP field.

The certificate will be generated and saved to the file specified in the
previous step.

Note: You will need this file when setting up the client, so it is
advisable to copy it to e.g. a floppy.

Click the Finish button.

You will return to the Finish dialog in the Nimsoft Infrastructure Setup.
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11.

12.

"= Generating Client Certificate - Step 2:2

Who

Organization: |Nimsu:uft

Organization Unit; |Su|:u|:uc:rt

Email Address: |Suppnrt@cumpany.cum
Where

Country: Mo

State/Province: |EI$I|:|

Locality: |D$|'2'

Authentication

PR

FPazsward:

Expire Daps 365 Client IP:  |19371.55.127
¢ Back | Finizh | Cancel

Configure the Client:

If configuring the client on a hub in the secure zone, you must set up
the client as described in the Hub section of the Nimsoft Probes online
documentation, made available by selecting Help > Probes from the
menu in Infrastructure Manager.

When configuring a tunnel (client or server) on a computer in the
secure zone, we use the hub configurator. If configuring the client on a
hub in the DMZ, you must run the DMZ setup on the DMZ computer
and select Client in the initial dialog. The following dialog appears.
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F& Setting up Tunnel Client - Step 1:1
— Client Setup
Server |P: |1E|3.?'I.55.131

Server Port; |4EEII]3

Ixxxxxxxx

Pazsword:

i Erowse for Certificate File...

— Certifizate

MIID 40 CCAzigaw BAGIBARMNEBgkghkiGIwIBALQLUFADCEzE LMAKGATUEBhMCT k8x
CTALBgMYEAQT BE9zbG8xD TALB g BACT BE9zbGEGDAWE gNYBACT D0SpEW 1 c0BT
bZA0d2F A TEQMALGATUECoMHU 3 we G SpdDEMCAGCS RS IEEDAEJARY T e iwci 3y
dEEBuatw1 b2 0L mMwb TESMBAGATUEAxMIYHY ubry's|EMBME £=D TAOMD kybEzMNTI
MH1cDTATMDkMEzNT M owgtiuCab BgvBAY TARSPM A 0w Cw DVLQIE wR Poiy
MO DwCwiy DYRLHE whR PeZav B gwF g DVE O KE w30 a1 id=k gl 23mdH dhemU=EDAOE
BAsTB1M1cHE venllzliAal akghkiG SwilBCQEWE 3M1 cHE venRAbmite23mdC5ib20x
Ez4RB g VEBAMTCEEMidubpdyl jlwagEiMANGES gRS 130 GE BADLALAIR DiwtwmggE K.
AolBALCIZCEdEH 3= kR 2M T tP2U S-cOk LM CxEuHE cdl 8D g1 0B FOpn3FRAKG DAKFID

< Back Einish Cancel

Specify the IP of the server you configured as the tunnel server and fill
inn the password you specified when you generated the client
certificate.

Click the Browse... button to find the client certificate file. When the
file is found, the certificate text will appear in the dialog window.

Click the Finish button to finish the DMZ wizard.
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13.

The following dialog appears, confirming that the Nimsoft
infrastructure Setup is finished. Click the Finish button to exit.

Nimsoft Infrastructure Setup

InztallShield Wizard Complete

Setup has finished instaling on your computer.

Finizh |

Installing Nimsoft Infrastructure on Unix

This section will describe two scenarios:

o Installing Nimsoft Infrastructure on a Unix computer on your
internal network.

o Installing Nimsoft Infrastructure on a Unix computer in a DMZ.

NOTES:

o Itis recommended that at least two Nimsoft Hubs should be
installed on the same Domain and network to ensure you have a
backup of the user/security data.

o In case of Linux, if you install Nimsoft server with command-line
mode (that is, using ./instalINMS_linux.bin -i console), and then try
to uninstall it with graphical interfaces (that is, using
JinstalINMS_linux.bin), then the un-installation will fail.

o If the server is installed using the command-line mode, it is
necessary that command-line mode is used for un-installation as
well.

o If Nimsoft already is installed and running on the system, you should

perform the following commands prior to the installation:
/opt/Nimsoft/bin/niminit stop
/opt/Nimsoft/bin/inst_init.sh remove
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Installing Nimsoft Infrastructure on a Unix computer on your internal
network

1. On the computer where you want to install the Nimsoft Infrastructure:
Launch the Nimsoft Server portal in a web browser.

NOTE:

If you cannot access a browser on your UNIX computer, you must
perform Step 1 and Step 2 in this procedure on a Windows computer,
and then copy the nimldr.tar.Z file to the UNIX computer, using ftp.

Start the installation procedure from the Nimsoft Server by clicking
the Client Installation icon. The Client Installation section will be
launched in the main window. Then click the nimldr for all Unix
platforms link in the Client Installation window.

Windows Robot, Hub, Distribution Server, Alarm Server

YWindomws Fobot

LM installation utility {nisaia) for all nlatfnrn'{%)

Installation archive for AL S

Installation archive for Bdbit ALK S

Installation archive for HP-1L 11

Installation archive for Bdbit HP-11¢ 11

Installation archive for Bdbit tanium HP-LE 11
Installation archive for LINLE with Glibe 2.3

Installation archive for G4bit LIMNUE with Glibe 2.3
Installation archive for G4bit PowerPC LML with Glibc
2.3

Installation archive for SOLARIS 8 (sparc)
Installation archive for B4bit SOLARIS 8 (sparcyd)
Ihstallation archive for Bdbit SOLARIS 10 (amdEd)

Installation archive for SOLARIS 10 (3861
Installation archive for TRUE4

iSeries Fobot Program Files

imeres Hobot File Structure

2. The Download dialog pops up. Select Open to start the installation
immediately (note that you may select Save if you want to save the
nimldr.tar.Z file to disk if you want to run the installation later).
The file will be saved on your disk.
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Note:

Some browsers (notably some versions of Internet Explorer) have
problems saving the file with the correct name and extension. The
name of the file is nimldr.tar.Z, and the capital Z is important because
Unix is case sensitive.

Uncompress the file:
# uncompress nimldr.tar.Z

Extract nimldr.tar (this makes a directory on your disk with tree-
structure, where you can access the different UNIX platforms):

# tar xf nimldr.tar

Enter the sub-directory to which your UNIX platform was copied (e.g.
LINUX) and run nimidr.

If the UNIX system is on the same network segment as the Nimsoft
Server computer:

use #./nimldr

If the UNIX system is on a different network segment:

Use #./nimldr -l <ip-address to Nimsoft Server computer>.

Unix Installation Utility (nimldr) usage

[root@unixbuilder stian]# ./nimldr -?
Usage: ./nimldr [flags]

Common flags:

-d <debuglevel 0-5>
default=0
-| <installation logfile>
default=nimldr.log
-t <path to use for temporary files during installation>
default=/opt/nimsoft/tmp
-D <NimBUS Domain name>
-H <NimBUS Hub name>
-N <Override Robot name>
-p <NimBUS installation path>
default=/opt/nimsoft
-f <Override package file name>
default installation file is detected by the program
NOTE: Case sensitive, and without the .zip extension
-u install as current user, not as root
NOTE: This is NOT recommended!
-0 <first probe port>
-R <IP address for this robot>
This is mostly useful for systems with multiple network cards
-a set the automatic unregister flag
default = ‘no’
-s set the robot to passive mode
-v prints version of ./nimldr
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-h prints this help text

Installation file on local machine:
-F <directory containing installation file>

Installation file on a NimBUS Distribution Server:
-I <IP address of NimBUS Hub running a Distribution Server>
NOTE: This will override the -H option
-V <package version>
get the specified version of the package, not the latest one

Installation modes:
-r install Robot only (default mode)
-i install Infrastructure (Robot, Hub, Nas and Distsrv)
-E express installation (uses defaults or supplied flags)
-X silent express installation (fails instead of going to interactive mode)

Cloud installation:
-C <number of restarts until Robot should become active>
-M <DNS name of the machine running the Hub>

Copyright(c) 1998-2010, Nimsoft Corp.

Take note of the following:

e For the flag “-f”, make sure you do not include the “.zip”
extension in the file name. Also note that the file name is case
sensitive.

e The “-E” and “-X” flags require that the install file is saved on
your local computer.

Robot installation from the Nimsoft Archive

linux-jvrz:/tmp # ./nimldr

This program will help you install NimBUS on the current system.

You will be given a series of questions, default answers are in brackets:
query? ==>[default]

Pressing Enter directly will use the default value, otherwise you should

type in the requested information.

If express installation is specified, the default value will be used
automatically.

A log of the installation is found in the file: nimldr.log
WARNING: The temporary files directory is removed after installation!

Where should nimldr store temporary files?
==>[/opt/nimsoft/tmp]
Beginning Robot installation:

Is this a Cloud installation?
==>[no]
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Do we have the installation file locally?
==>[no]

Is there a host running a NimBUS Hub we can query for the installation file?
==>[yes]

What is the IP address of the host running a NimBUS Hub?
==>[] 193.71.55.147

Preparing to search for Archives:

What is the NimBUS Domain called (*=search)?
==>[Development]

What is the NimBUS Hub called (*=search)?
==>[w7stian]

What is the installation file called?
==>[install_LINUX_23]

Searching for Archives:
1 /Development/w7stian/unixbuilder/distsrv
2 /Development/w7stian/w7stian/distsrv

Which of these archives would you like to connect to?
==>[1] 2

We need to log in to NimBUS to query the Archive
Enter NimBUS username and password...
Username: administrator
Password:
Beginning download of install_LINUX_23
\
Done!

What are we installing? (1=Robot,2=Infrastructure)

==>[1]

Extracting files from archive /opt/nimsoft/tmp//install_LINUX_23.zip to temp directory
/opt/nimsoft/tmp/

Where should NimBUS be installed?
==>[/opt/nimsoft]

Automatically unregister Robot from Hub on termination?
==>[yes]

Should this Robot run in passive mode?
==>[no]

What is this NimBUS Domain called?
==>[Development]

Which NimBUS Hub should this Robot connect to?
==>[w7stian]
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What is that NimBUS Hub's IP address?
==>[] 193.71.55.147
Starting NimBUS:

Cleaning up temporary files
Finished Robot installation!
linux-jvrz:/tmp #

Infrastructure installation from local file
linux-jvrz:/tmp # ./nimldr

This program will help you install NimBUS on the current system.

You will be given a series of questions, default answers are in brackets:
query? ==>[default]

Pressing Enter directly will use the default value, otherwise you should

type in the requested information.

If express installation is specified, the default value will be used
automatically.

A log of the installation is found in the file: nimidr.log
WARNING: The temporary files directory is removed after installation!

Where should nimldr store temporary files?
==>[/opt/nimsoft/tmp]
Beginning Robot installation:

Is this a Cloud installation?
==>[no]

Do we have the installation file locally?
==>[no] yes

Where do we have the installation file(s)?
==>[] tmp

What are we installing? (1=Robot,2=Infrastructure)
==>[1] 2
A NimBUS Robot and Hub will be installed.

Would you like to install the NimBUS Alarm Server (nas)?
==>[yes]

Would you like to install the Distribution Server (distsrv)?
==>[yes]
Extracting files from archive /tmp/install_LINUX_ 23 to temp directory /opt/nimsoft/tmp/

Where should NimBUS be installed?
==>[/opt/nimsoft]
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Automatically unregister Robot from Hub on termination?
==>[yes]

Should this Robot run in passive mode?
==>[n0]

What is this NimBUS Domain called?
==>[] Development

What is this NimBUS Hub called?
==>[linux-jvrz]

What is this NimBUS Hubs IP address?
==>[193.71.55.62]
Starting NimBUS:

Waiting for Hub to start...

Are you setting up a NimBUS Tunnel between this Hub and another Hub?
==>[no]

Would you like to initialize the security settings on this Hub?
==>[yes]

Please specify the administrator user password:
Type password:
Retype password:
Initializing security for this Hub...Security initialized!
Cleaning up temporary files
Finished Robot installation!
linux-jvrz:/tmp #

Installing Nimsoft Infrastructure on a Unix computer in a DMZ

In this case you have to copy the following files from the Nimsoft Web Server
application and bring them to the DMZ host (e.g. using a CD or ftp):

nimldr for all Unix platforms (to install Nimsoft infrastructure
components and DMZ on the DMZ host.
o Installation archive for your Unix type.
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Windows Robot, Hub, Distribution Serer, Alarm Server

Windows Robot

URE installation wtility (it for all platforrns

X

[nstallation archive for Al 5

Installation archive for BAbit AKX S

Installation archive for HP-L 11

Installation archive for B4bit HP-LE 11

Installation archive for B4bit ltaniorm HP-LE 11
Installation archive for LINUE with Glibe 2.3

Installation archive for B4bit LINUE with Glibe 2.
[nstallation archive for B4bit PowerPC LINUX Mth Slibe
23

Installation archive for SOLARIS 8 (sparc)
Installation archive for Babit SOLARIS 8 (sparcyd)

[nstallation archive for Babit SOLARIS 10 (amdE4)
Installation archive for SOLARIS 10 (i386)
Installation archive for TRLUG4

iSeries Robot Program Files

izeries Hobot File Structure
o Copy the files into a folder on the DMZ host.

Note the name of the file is nimldr.tar.Z: the capital Z is important
because Unix is case sensitive.
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Procedure:

1. Uncompress the file:
# uncompress nimidr.tar.Z

2. Extract nimldr.tar (this makes a directory on your disk with tree-
structure, where you can access the different UNIX platforms):

# tar xf nimldr.tar

3. Enter the sub-directory to which your UNIX platform was copied (e.g.
Linux) and run nimldr.

Further action, as described in the sections Infrastructure installation,
Tunnel Server and Infrastructure installation, Tunnel Client, depends on
the direction of the tunnel (see below).

Decide the direction of the tunnel through the firewall.

NOTE:

The hub in the DMZ must have a public IP address if you want to access it from

the Internet.

Opening the tunnel from the DMZ:

If you are opening the tunnel through the firewall from the DMZ, you should
first run the procedure described in the section Infrastructure installation,
Tunnel Server on the DMZ computer.

Make a note of the password and save the client certificate file.

You should then go to the hub in the secure zone and configure the tunnel
client as described in the section Infrastructure installation, Tunnel Client.

Opening the tunnel from the secure zone:

If you want to open the tunnel through the firewall from the secure zone, you
should first configure the hub in the secure zone as tunnel server as described
in the section Infrastructure installation, Tunnel Server.

Bring the client certificate file (and password) to the DMZ computer and run
the procedure described in the section Infrastructure installation, Tunnel Client
to install the tunnel client component.

For details, see the section Installation in a firewalled environment.
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Infrastructure installation, Tunnel Server

This section applies to an installation where you install the tunnel server
component on the DMZ host, and then bring the client certificate file (and
password) to the hub on the outside and install the tunnel client component
there.

linux-jvrz:/tmp # ./nimldr

This program will help you install NimBUS on the current system.

You will be given a series of questions, default answers are in brackets:
query? ==>[default]

Pressing Enter directly will use the default value, otherwise you should

type in the requested information.

If express installation is specified, the default value will be used
automatically.

A log of the installation is found in the file: nimidr.log
WARNING: The temporary files directory is removed after installation!

Where should nimldr store temporary files?
==>[/opt/nimsoft/tmp]
Beginning Robot installation:

Is this a Cloud installation?
==>[no]

Do we have the installation file locally?
==>[no] yes

Where do we have the installation file(s)?
==>[] tmp

What are we installing? (1=Robot,2=Infrastructure)
::>[]_] 2
A NimBUS Robot and Hub will be installed.

Would you like to install the NimBUS Alarm Server (nas)?
==>[yes]

Would you like to install the Distribution Server (distsrv)?
==>[yes]
Extracting files from archive /tmp/install_LINUX_23 to temp directory /opt/nimsoft/tmp/

Where should NimBUS be installed?
==>[/opt/nimsoft]

Automatically unregister Robot from Hub on termination?
==>[yes]

Should this Robot run in passive mode?
==>[no]
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What is this NimBUS Domain called?
==>[] Development

What is this NimBUS Hub called?
==>[linux-jvrz]

What is this NimBUS Hubs IP address?
==>[193.71.55.62]
Starting NimBUS:

Waiting for Hub to start...

Are you setting up a Nimsoft Tunnel between this Hub and another Hub?
==>[no] yes

We need to login to Nimsoft to set Tunnel options
Enter Nimsoft username and password...
Username: administrator
Password:

Is this Hub going to be a Tunnel Server?
==>[no]

Setting up the Server:

The Server needs to generate a CA certificate
This certificate will be used to sign Client certificates

What is the name of your orgainzation?
==>[My Company Inc.] Nimsoft Corp

What is the name of the organizational unit?
==>[SysAdmin] Development

What is the administrator email address?
==>[sysadmin@my.company.com] developers@nimsoft.com
What password should we use for the Server certificate?

Type password:

Retype password:
Generating CA certificate - this may take a few moments...
Done generating CA certificate!

Creating a Client Certificate:

The Client will need this certificate to connect to this Server
What is the IP address of the Client Hub?

==>[] 10.1.1.1

What is the name of your orgainzation?
==>[Nimsoft Corp]
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What is the name of the organizational unit?
==>[Development] bmz

What is the administrator email address?
==>[developers@nimsoft.com]
What password should we use for this certificate?
Type password: [Comment: Type and retype a password|
lof your own choice here]
Retype password:

What file should the certificate be written to (full path)?
==>[/opt/nimsoft/client.txt]

Generating Client certificate - this may take a few moments...
Done creating Client certificate /opt/Nimsoft/client.txt
Cleaning up temporary files

Finished Robot installation!

NOTE:

Copy the file /opt/nimsoft/client.txt to removable medium or transfer
electronically to the client Hub and set up Tunnel Client there. Communication
will be possible between the two systems on port 48003/tcp.

Infrastructure installation, Tunnel Client

This section applies to an installation where you install the tunnel client
component. Note that you will need the client certificate file that was
generated when you installed the tunnel server component, and also the
password you used.

Copy the certificate file (client.txt) to e.g. the /tmp directory.

linux-jvrz:/tmp # ./nimldr

This program will help you install NimBUS on the current system.

You will be given a series of questions, default answers are in brackets:
query? ==>[default]

Pressing Enter directly will use the default value, otherwise you should

type in the requested information.

If express installation is specified, the default value will be used
automatically.

A log of the installation is found in the file: nimldr.log
WARNING: The temporary files directory is removed after installation!

Where should nimldr store temporary files?
==>[/opt/nimsoft/tmp]
Beginning Robot installation:
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Is this a Cloud installation?
:=>[no]

Do we have the installation file locally?
==>[no] yes

Where do we have the installation file(s)?
==>[] tmp

What are we installing? (1=Robot,2=Infrastructure)
==>[1] 2
A NimBUS Robot and Hub will be installed.

Would you like to install the NimBUS Alarm Server (nas)?
==>[yes]

Would you like to install the Distribution Server (distsrv)?
==>[yes]
Extracting files from archive /tmp/install_LINUX_23 to temp directory /opt/nimsoft/tmp/

Where should NimBUS be installed?
==>[/opt/nimsoft]

Automatically unregister Robot from Hub on termination?
==>[yes]

Should this Robot run in passive mode?
==>[no]

What is this NimBUS Domain called?
==>[] Development

What is this NimBUS Hub called?
==>[linux-jvrz]

What is this NimBUS Hubs IP address?
==>[193.71.55.62]
Starting NimBUS:

Waiting for Hub to start...

Are you setting up a Nimsoft Tunnel between this Hub and another Hub?
==>[no] yes

We need to login to Nimsoft to set Tunnel options
Enter Nimsoft username and password...
Username: administrator
Password:

Is this Hub going to be a Tunnel Server?
==>[no]
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Is this Hub going to be a Tunnel Server?
==>[no]

Is this Hub going to be a Tunnel Client?
==>[yes]

What is the IP address of the Tunnel Server Hub?
==>[] 10.1.1.6

What port is the Server listening on?

==>[48003]
What password was used to generate this certificate?
Type password: ‘Comment: Type and retype a password the password here.

Retype password:

What file is the client certificate in (full path)?
==>[/opt/nimsoft/tmp//client.txt] /tmp/client.txt
Done setting up Client

Cleaning up temporary files

Finished Robot installation!

linux-jvrz:/tmp #

120 Nimsoft Server 5.0.0 Installation Guide



Client Installations

Installing the robot on AS400

Launch the Nimsoft Server portal in a web browser on a workstation on your

network.

Start the installation procedure from the Nimsoft Server by clicking the Client

Installation icon.

You must now copy the two files NimBUS.savf and NIMSOFT.savf to your

workstation:

First click the iSeries Robot Program Files link in the Client Installation window.

YWindows Fobot, Hub, Distribution Server, Alarm Server

Windows Robot

LME installation utility {mireidd for all platforms

Installation archive for ALK S

Installation archive for Bdbit ALS

Installation archive for HE-1LE 11

Installation archive for Bdbit HP-L1= 11

Installation archive for G4bit taniorm HP-LE 11
Installation archive for LINLE with Glibc 2.3
Installation archive for Bdbit LIMLE with Glibc 2.3
Installation archive for Badbit PowerPC LIMLE with Glibc
2.3

Installation archive for SOLARIS 8 (sparc)
Installation archive for G4bit SOLARIS 8 (sparcyd)
Installation archive for G4bit SCOLARIS 10 {amd&4d)
Installation archive for SOLARIS 10 (13861
Installation archive for THLES

iSeries Robot Program File{%

iSeries Robot File Structure

The dialog popping up asks you if you want to save the NimBUS.savf file. This

save file contains the program files for the iSeries Robot.
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File Download

x]

Do you want to save this file?

] Mame: nimbus, savk
Type: Unknown File Type, 13.7 MB

From: xpruba.nimsoft, no

Save ] [ Cancel

harm wour computer, If you do not trast the zource, do not zave thiz

@ While files from the Intermet can be uzeful, zome files can potentially
file. YWhat's the rigk?

Click the Save button to continue. You will be asked where you want to save
the file. Choose a location and click the Save button.

Next you must click the iSeries Robot File Structure link in the Client Installation
window.

YWindows Robot, Hub, Distribution Server, Alarm Server

Windows Robot

LING installation utility {meedds] for all platforms

Installation archive for AKS

Installation archive for G4bit ALK S

Installation archive for HP-LX 11

Installation archive for G4bit HP-LE 11

Installation archive for G4bit taniom HP-LE 11
Installation archive for LINLE with Glibc 2.3
Installation archive for G4bit LINLE with Glibc 2.3
Installation archive for G4bit PowerPC LIMNLES with Glibc
2.4

Installation archive for SOLARIS 8 (sparc)
Installation archive for Bdbit SOLARIS 3 (sparcyd)
Installation archive for G4bit SOLARIS 10 (armdB4)
Installation archive for SOLARIS 10 (i386)
Installation archive for TRUGS

iSeties Robot Program Files

iSeties Robot File Struu:turﬁﬂ_r
kW,
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The dialog popping up asks you if you want to save the nimsoft.savf file. This
save file contains the file structure for the iSeries Robot together with some
configuration files.

File Download X]

Do you want to save this file?

@ Marne:  nimsaft,sawv
Type: Unknown File Type, 63.4 KB

From:  xpruha.nimsoft. no

Save ] I Cancel

harm vour computer. If you do not trust the source, do not save this

@ While filez fram the Intermet can be useful, some files can patentially
file. What's the: risk?

Click the Save button to continue. You will be asked where you want to save
the file. Choose a location and click the Save button.

Continue with the procedure described below:

Installation procedure

On the AS400

Create the user NIMBUS:

CRTUSRPRE USRPRF (NIMBUS) PASSWORD ()
USRCLS (*SECOFR) TEXT ('Nimbus User for
Nimsoft Management')

Create temporary files for the 'save files":

CRTSAVFE <<LIBRARY>>/NIMBUS TEXT ('Savf of Nimsoft LIB')
CRTSAVFE <<LIBRARY>>/NIMSOFT TEXT ('Savf of

Nimbus Software')

On the workstation on the network

In this step you are going to copy the two files you saved during the
Client Installation section above (NIMBUS.savf and NIMSOFT.savf ) to
the AS400 :

ftp <<AS/400>>

Log on the AS400
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On the AS400

Example

ICD <<the folder where savefiles are located on the
workstation>>

CD <<LIBRARY where the temporary save files were created
on AS400>>

BIN

PUT NIMBUS.savf

PUT NIMSOET.savf

Quit

Restore /gsys.lib/Nimbus.lib
RSTLIB SAVLIB (NIMBUS) DEV (*SAVF) SAVF (<<LIBRARY>>/NIMBUS)

Restore /Nimbut_Software/NimBUS file-tree
QSYS/CRTDIR DIR('/Nimbus Software')
QSYS/CRTDIR DIR('/Nimbus Software/NimBUS/')
QSYS/RST DEV('/QSYS.1ib/<<LIBRARY>>.1lib/NIMSOFT.file')
OBJ (('/Nimbus Software/NimBUS/*'))

Edit the configuration file /Nimbus_Software/NimBUS/robot.cfg
according to the example below. The fields with bold text in the
example below must be modified according to your system
configuration.

Note that robotip and contip should both be the local computer's ip-
address.
EDTF STMF ('/Nimbus Software/NimBUS/robot/robot.cfg')

<controller>
domain = Nimsoft
hub = Development
hubrobotname = srecl
hubip = 193.71.55.11
robotname = server3
robotip = 193.71.55.103
</controller>
<remote>
contip = 193.71.55.103
</remote>

Start the robot with the command
STRSBS NIMBUS/NIMBUS

The robot can be stopped with the command
ENDSBS NIMBUS
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If you want to shut down the system/tcpip each night for backup, you
should also stop Nimsoft and start it again after tcpip has been
restarted.

Stopping and starting Nimsoft can be done in jobscde as described in
the example below (stop time 01.00.00 and start time 07.00.00, every
day):

ADDJOBSCDE JOB (ENDNIMSOFT) CMD (ENDSBS SBS (NIMBUS)

DELAY (120) ) FRQ (*WEEKLY) SCDDATE (*NONE) SCDDAY (*ALL)
SCDTIME ('01.00.00") USER(NIMBUS) TEXT ('End Nimsoft')
ADDJOBSCDE JOB (STRNIMSOET) CMD (STRSBS

SBSD (NIMBUS/NIMBRUS) ) FRQ (*WEEKLY) SCDDATE (*NONE)

SCDDAY (*ALL) SCDTIME ('07.00.00') USER (NIMBUS) TEXT ('Str
Nimsoft')

If you later want to change the schedules, use WRKJOBSCDE.

Installing Nimsoft Web Service

The support for Nimsoft Web Service has been discontinued. Please refer to
the Wasp Web Service documentation for more details.

Installing the Mobile Solution Services

The support for Nimsoft Web Service and Mobile Panels has been discontinued.

Installing Nimsoft Web Access

Note that the Nimsoft Web Access product is for web access purpose only. Do
not install Dashboard Viewer on machines that have Enterprise Console or
Infrastructure Manager installed.

The Installation of the Nimsoft Web Access product involves two steps:

o

Installing the Microsoft .NET Framework Ver 2.0 (if not already
installed)

Installing the Nimsoft Dashboard Viewer (see Installing Nimsoft
Dashboard Viewer)

Installing Nimsoft Dashboard Viewer

1.

Start the installation procedure from the Nimsoft Server by clicking the

Client Installation icon. The Client Installation section will be launched in
the main window. Click the Nimsoft Dashboard Viewer link in the Client
Installation section.
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Microsoft MET Framework (x86) 20 m
Microsoft .MET Framework (x64) .

Dashboara Viewer 1.30 m
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The download dialog pops up. Select Run to start the installation
immediately (note that you may select Save if you want to save the
Nimsoft DashboardViewer.exe file to disk and run the installation later).

The files are copied from the Nimsoft Server to your computer, and the
wizard starts extracting the files.

Wait for the following dialog to appear and click the Next button.

i@ NimBUS DashboardViewer

Welcome to the NimBUS DashboardViewer Setup
Wizard

The ingtaller will guide you through the steps required to install MimBUS Dazhboardyiewer on your
cormpter.

W RMIMNG: This computer program iz protected by coppright law and international treaties.
[Inauthonized duplication or distribution of thiz program, or any portion of i, may result in severe civil
or criminal penalies, and will be prozecuted to the masximum extent pozsible under the law.

The Installation Folder dialog appears, informing you that the default
destination folder (where Setup will install the files) is C:\Program
Files\Nimsoft Monitoring. Click the Next button to accept, or click the
Browse button to select another folder.
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i NimBUS DashboardViewer EEX

Select Installation Folder

The inztaller will install MimB LIS D azhboardyiewer ta the following folder.

Tainetall in thiz folder, click "Mext". Taoinstall to a different folder, enter it below or click "'Browse'.

Folder:
C:AProgram Filez\MimBUSSMimBUS D ashboard iewer [ Browse. ]

[ Disk Cost... ]

Ingtall MimBUS Dazhboardyiewer for yourzelf, or for anpone who uses this computer:

() Evemyone
*) Just me

Cancel ] [ ¢ Back ] I Mest
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The next dialog asks you to confirm the installation parameters entered.
Click the Next button to accept.

i NimBUS DashboardViewer

Confirm Installation

The installer is ready to inztall MimBILS D ashboardviewer on your computer.

Click "Mest" to start the installation.

Cancel ] [ < Back ] I Memst =

A window appears, showing you the installation progress. Wait until the
following dialog appears, confirming that the installation process is
complete. Click the Close button to exit Setup.
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i'-.% NimBUS DashboardViewer

Installation Complete

HirmBUS DashboardYiewer has been successfully installed.

Click "Cloze' to ext.

Pleaze uze Windows Update to check for any critical updates to the HET Framewaork.

Cloze

7. Verify that the installation was successful by launching the application
(Start > Programs > Nimsoft Monitoring > DashboardViewer).
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Chapter 6: Upgrading Client applications

Upgrade description

Nimsoft Server is the tool for downloading and installing Nimsoft Software
products.

A simple procedure to upgrade a client application is described below. The
example describes how to upgrade Infrastructure Manager:

1. Open the Nimsoft Web Archive. Under the Installation section,
you will find the files to download (in this case the zip file for
Infrastructure Manager).

2. Open the local package archive located under the Archive node
in the Navigation Pane in Infrastructure Manager.
3. Drag the zip file (e.g. mgr) from the Nimsoft Internet Archive

and drop it in your local package archive in Infrastructure Manager.
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2% Infrastructure Manager

File View Security Tools Window Help
mE e g 0 R
@ Console | RB ALY InE S B aa Db
= {8 Domans _Name - | Description | status A
= & Development e cluster High Availability Monkoring of Clusters  Not in archi
& 2003server B code_wizard  Utility to create NmBUS code examples  Not in archi
#- Ja Asker @ dsshboard ... Dashboard State Server Local
: A0y flpdata_engine  Manages Qualky of Service Data oK
i & db2 DB2 instances monitor Not in archi
I :I 35 i:webuo! s db2mon DB2 Monitor Not in archi
+ vhain s dhcp_response  Monitor DHCP Server Response Not in archi
a5 S xpoeha i dirscan File and drectory checking probe Mot in archi
+ S xpjoth @ discovery_ag... NmBUS Discovery Agent oK
& xpjothz @ discovery_se... NImBUS Discovery Server oK
+ % xprone i distsrv Distribution Server Local
= %5 xpruha b dns_response  Monitor DNS response times Not in archi
4 B9 xpeuha & dom_traps An extension to Snmp Trap Demonf...  Not in archi
+ xpstian & 026 _appmon ; Not in archi
+ xptije e e2¢_appmon... :
+ % Dynamic Views § caserver
+ %, Groups <
=l B8 Archive Internet Archive Mode: GA

t.com{Default. aspx?center=feles%2f ar chive v l 4 X
I

| f2 - B - @ - [Page - §

snmpgtw SNMP Gateway CGateway 1.07 GA 1119 KB 07 .2pr 2005 fj
snmptd NmBUS SNMP-TRAP Daemon Gateway 1.83 GA 18N8 17 jul 2008 U
sysioggtw Syslog Gateway for NimBUS Gateway 1.12 GA 1028 KB. 11.nov 2002 = ﬂ
TNGgtw Frameweork Integration for Unicen... Gateway 210 GA 1980 KB. 19.mai 2002 ,W ﬂ
TNGwvE TNG WorkdView Client Support FiL.. Gateway 210 GA  soske 19meizoo2 [
ec Enterprise Console instalaton 227 GA  T08MB. 05msi2008 |7
exchange_monit...  Exchange Monitor Reports instalation 1.12 GA 1.7 MB 04 sep 2008 W\
mgr Infrastructure Manager Instaliation 302 GA T74MB.  05.ma2i 2008 1 \
sim Service Level Manager instalation <12 GA  155MB. 05msi2008 |
4, In Infrastructure Manager, distribute the package from your

local archive to the computer where Nimsoft Server is installed, using
drag and drop.
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£2: Infrastructure Manager

File “Wiew Security Tools wWindow Help
mE e g W =0 | N
Console | Y= I | & & ™| & e @
- i:'EI_. Darmnains Marne o | Descripkion | Skaktus b
- & Development B install_trus4 MirmBUS Infrastrocture For Compaq T...  Local
t IE' 2003server {5 interface_traffic Manitar network interface traffic Local
* E Asker & iboss MimEUS JBoss monitoring probe Mok in archi
* % :aslevaDDS ﬁ jrm M Daka Extractar Mok in archi
+ olmen
L IE' wZkI-worker & jobgs jobgs probe Mot in archi
. IE' wekaxba-debug B jobs iSeries jobs Mok in archi
- IE' vihain & jobsched jobsched probe Mok in archi
: IE' xpgeha B |dap_response  MimBUS LDAP response watcher Mok in archi
; ﬁ logrmon Log monitoring probe Mot in archi
+ xpjoth
+ W xpiothz 9 mgr MimEUS Manager (o4
¥ 'E‘ Xprone 8 mobile_panels  Mobile Panels Mok in archi
- ®pruh ﬁ mvysgl Myl Server monitor Mot in archi
+- [i@ s!'u' ﬁnas alarm Server Local
+ E wpskian tgl net_conneck Monitor nebwork connectivicy (ICMPY... Local
+ IE‘ xpkije 8= et _traffic Metwork traffic analyzer Mat in archi
+-43% Dynamic Views 8 netware MetWare Systern Probe Mat in archi
+- %y Groups < »
—1..00 H B
oo rhwe Irtermet Archive Mode: Ga Tat 143, Sel 1
+ xpruha
AL | o H =
=) Licenses l @ 5& E:I ik lin. I =
+- = &pplications
T | e~k Bl =rm~ | T | LT, N
+ @ URLs Tot 1, 5et0 i
Login: /Development/spruhadspruhalhub | User adminiztrator | ACL: Superuger, Profile; default |1 I 1

5. To upgrade the client application in your environment:

From the client machine you want to upgrade, open a browser and
address your Nimsoft Server page (for example: wsrune.nimsoft.no).
Start the installation procedure from the Nimsoft Server by clicking the
Client Install icon and then clicking the Infrastructure Manager link in
the Client Installation window.

User Interfaces
hese installations will install the user interface for the product.

Enterprise Console

Infrastructurs Manag

Senice Level Manager
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6. The Download dialog pops up. Select Open to start the
installation immediately (note that you may select Save if you want to
save the Infrastructure Manager.exe file to disk if you want to run the
installation later).

The files are copied from the Nimsoft Server to your computer, and the
wizard starts extracting the files.

7. Follow the steps in the wizard to complete the installation.
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Chapter 7: Installing Nimsoft in an
active/passive Microsoft Cluster

Installing Nimsoft in an active/passive Microsoft Cluster

This section describes the steps to install the Nimsoft Server (or Hub/Robot) in
an active/passive Microsoft Cluster. By doing so, you minimize the risk of
having a single point of failure due to hardware problems or maintenance. All
client applications (as well as other interconnecting Hubs) will operate as if
nothing had happened if the cluster nodes changes state.

1= = ClusterModel

The illustration below shows the various elements in the resource group that
we need to define later.

Phys. sk

S:\Mimsoft

Virtual IP address

Virtual Net. name

Nimzoft Service
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One of the initial tasks is to install the infrastructural component that you
require to run in a clustered environment. Typically a Nimsoft Server (or Hub)
will be the target for an installation. Our example will install a Nimsoft Server to
the S:\Nimsoft drive. This drive will in turn be part of the resource group
together with a virtual IP address, name and service resource.
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Preparations

We are assuming that you have administrative access to a 2-node cluster, and
that you have the appropriate disk hardware (RAID). All resources should be
made available to both cluster nodes.

We recommend NOT installing the Nimsoft Consoles (Infrastructure Manager,
Enterprise Console and Service Level Manager) on the cluster nodes, but rather
installing them on a workstation.

Installing and configuring

R A

10.
11.

12.

Start Cluster Administrator from the Administrative Tools menu (fig.1).
Create a cluster group named Nimsoft.
Add an IP address resource from the action menu, e.g. 10.1.1.100 (fig.2, 3).

Add a Network name, e.g. cl-Nimsoft, enable the update dns checkbox.
(fig. 4).

Add a Physical disk, e.g. S:\ (fig. 5).

Test whether the above configuration works by moving it from one cluster
node to the other. Bring up a command shell from the Start/Run menu,
and check that the virtual IP address is available using the ipconfig
command, that you may access the disk resource by dir S:

Prepare to install the Nimsoft infrastructure component of your choice.
We chose to install a complete Nimsoft Server.

Modify the install directory to e.g. S:\Nimsoft (the physical disk from step
5).

Give the hub a name, e.g. CL-NIMSOFT and complete the installation acc.
to your needs. Do not install Nimsoft consoles.

The installation program will detect multiple network interfaces and will
present them in a list. Choose “Automatic”.

Log in with Infrastructure Manager from another machine.

Configure the controller to use a specific IP address (use the virtual address
set, see fig. 3) and override the robot name to e.g. 2003cluster. (fig. 7).

Let the Robot and Hub restart and check for the changes made. If
experiencing trouble with the data_engine and/or dashboard server
probes, you can solve this by restarting the computer.
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13.

14.

15.

16.

17.

18.

Note:

Changing IP invalidates security information in the Hub. If this is NOT the
only Hub in the Domain, the Hub will get updated with security
information from one of the other Hubs.

Otherwise, you should set the probes shown in the figure below to the
access and IP-mask as shown (using the Security > Probe administration
from the menu bar in the Infrastructure Manager) and then restart the
computer.

Probe Administration E|
Frobe £ | Arcess | IF Mask. |
@ dashboard_server  admin *

@ data_engine read * Wiz Fatie..
@ distsry admin *

@ qroup_server read *

@ hitpd admin *

@ nas admin * Cancel

@ sla_engine read * 4
@ varizhle_server admin * Help

< >
Tot 8, Selb0 ]

Create a Generic Service resource in the Cluster Group Nimsoft, and enter
NimsoftWatcherService as the service name. Add dependencies to the disk
resource, IP address and network name. Add the following root-key to the
Registry replication list, SOFTWARE\Nimsoft Software\Nimsoft Installation.
(fig. 6).

Note On 64-bits systems, it should look like this:
SOFTWARE\Wow6432Node\Nimbus Software\NimBUS Installation

Bring the Nimsoft Service resource to an online state in the Cluster
Administrator using the action menu on the selected item.

If Nimsoft Server 3.60 or later:
Install the vs2008_redist_x64 and vs2008_redist_x86 packages, available
from Microsoft on the other cluster machines.

Register Nimbus.dlIl on the other computer (the one you are NOT installing
from).

Example:
regsvr32 S:\Nimsoft\lib\Nimbus.dll

Export the "Nimbus Watch Service" entry from under
“HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services" and import
it on to cluster member.

Reboot the computer for the DLL registration and the service entry to take
effect.

Complete the installation on the second cluster node
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E= Cluster Administrator - [Z003CLUSTER {2003CLUSTER.nimsoft.no)]

19. Move the Nimsoft Cluster Group in the Cluster Administrator; observe that
all resources should move, and that the Nimsoft Service resource is still in

an online state.

20. Register Nimbus.dll on the other computer (the one you are NOT installing

from).
Example:

regsvr32 S:\Nimsoft\lib\Nimbus.dll

21. Move the Nimsoft Cluster Groups between the nodes and verify that the

Nimsoft probes come up on both nodes.

You should now have a Nimsoft running in your cluster.

ile:

Wiew window Help

@A x| B 2

E

[=1-5) 2003CLUSTER
-1 Groups

Cluster Group
Disk. Group 1

Exchange Group 1
Exchange Group 2

~#) kar

D Resources
-2 Cluster Configuration

{:I Resource Types

]--D Metwarks

70 Metwark Interfaces
003CLUSTER1

D Active Groups
-7 Active Resources
-1 Metwork Interfaces

(I @) 2003CLUSTERZ

{:I Ackive Groups
D Active Resources

For Help,

{7 Metwork Interfaces

press Fl

6 Disk. Group 0{sgl_server)

MName

| State

| Chyner

| Resource Type | Description

uﬂl Yirtual IP Address
u Wirkual Metwork Mame

| pisk s:

0 imBLS Service

4]

Cnline
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Cnline
Online
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Physical Disk
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i W

Fig. 1 — The Cluster Administrator
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Fig.2 — Defining a new cluster resource
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Fig. 3. — Defining a Virtual IP Address resource
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Fig. 4 — Defining a Network Name resource
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Fig. 5 - Defining a Disk resource
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¥ controller: [/Development/CL-NIMBUS/2003cluster/controller]

Bowgd ]| Sew )

NimBUS | Misc. | Advanced| Enviorment] Vitual|
Robot name Robot IP-asddiess
™ Automatically detect Yol
W) @ Set specifc add. (ovends
{2003chuster [10.1.1.100 N
{ j)
HuB

 Aut

" Specified NmBUS Hub (IP/name) | ~]

[~ Search the subnet for a temporaty hub when pimaty and secondary hubs are
unavadable.

oK | Cancel | | Hep |

Reinstalling Nimsoft in an active/passive Microsoft

Cluster

When reinstalling Nimsoft in an active/passive Microsoft Cluster, you should
follow the steps below.

Perform an upgrade/reinstallation on the same server you did the previous
installation of Nimsoft.

Bring the Nimsoft Service offline in the Cluster Administrator.

Upgrade/reinstall Nimsoft.

Just ignore warnings that probes like data_engine, report_engine,
sla_engine, group_server and so on, couldn't be enabled.

Also ignore the warning "The installation did not complete successfully due
to the following probe(s) that did not start....” and the recommendation
for a full reinstallation.

Bring the Nimsoft Service online again in the Cluster Administrator.

Log into Infrastructure Manager and activate the probes which are not
running.

If upgrading Nimsoft Server from an version older than Nimsoft Server
3.60:

Install the following files on the second cluster node:

vcredist_x64.exe
http://www.microsoft.com/downloads/details.aspx?FamilylD=ba9257ca-
337f-4b40-8c14-157cfdffeede&DisplayLang=en

vcredist_x86.exe
http://www.microsoft.com/downloads/details.aspx?FamilylD=9b2da534-
3e03-4391-8a4d-074b9f2bclbf&DisplayLang=en
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LDAP Configuration

Chapter 8:

LDAP Configuration

The Nimsoft LDAP solution makes it possible to log on the Nimsoft consoles as
a LDAP user. This means that it is no longer necessary to be defined as a
Nimsoft user to log on and use these consoles.

Supported platforms:
e Windows

e Linux

The Nimsoft LDAP solution requires certain configuration tasks on the Hub and
the Infrastructure Manager as described in the next sections.

Configuring your login Hub

¥ Hub Advanced Settings

v Broadcast On
Broadcast Address:

255,205.205.255

Hub Settings

The HUB must be configured to forward login requests to a LDAP server and to
access the container with the user groups in LDAP.

Launch the Hub in Infrastructure Manager and click the Settings button on the

General tab of the HUB GUI. A dialog lets you define the LDAP authentication
settings.

3

Queue Settings v LDAP Authentication

Reconnect Interval:
Server Mame:

180

Lookup

|0din.nimsoft.n0

Cancel

Disconnect Passive Dueues:

180

Poszt Reply Timeout:

Server Type:

[

|Acti\re Diirectory

Hub Request Timeout: v Use S50
a0 300
Hub Update |nterval: User:
E00 |administrator Test
Password:
Origir | xxxxxxx
|:-cpemce
Group Container [DM]:
551 Settings |DE=nimsoft,D C=no
Maode Uszer Container [DM]:
* 0rf (" Compatibility Mode SSL Only |DE=nimsoft,D C=no
Cipher Type:  |DEFAULT
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1. Select the LDAP Authentication option to activate the LDAP authentication
feature. You can use this checkbox to activate/deactivate the LDAP
authentication feature.

2. Inthe field Server Name, write the IP address or the host name for the
LDAP server wich the Hub should point to. You can use the Lookup button
to test the communication.

3. Select the LDAP server type from the Server Type pulldown menu.
Currently two server types are supported; Active Directory and eDirectory.

4. Select the Use SSL option if you want to use SSL during LDAP
communication. Most LDAP servers are configured to use SSL

5. Inthe fields User and Password, specify a user name and a password to be
used by the HUB when accessing the LDAP server to retrieve information.
In Active Directory, the user can be specified as an ordinary user name (as
shown on the illustration above).

In eDirectory, the user must be specified as a path to the user in LDAP on
the format CN=yyy,O=xxx, where CN is the user name and O is the
organization.

6. In the field Group Container (DN), specify a group container in LDAP to
define where in the LDAP structure you want to search for users. You can
click the Test button to check if the container is valid.

7. Inthe field User Container (DN), specify a user container in LDAP to define
more specifically where in the LDAP structure you want to search for users.

See also the section Advanced LDAP Configuration for further Hub
configuration information.

Connecting Access Control Lists to LDAP users

You can create Access Control Lists (ACLs) with belonging privileges. These ACLs
can be associated with specific LDAP groups (when you attach the ACL to a
LDAP group, the HUB will supply a list of groups from the container specified in
the HUB). The users in the LDAP group will then be assigned the privileges for
the associated ACL.

When a LDAP user logs on a console (for example Infrastructure Manager), the
request will be directed to the LDAP server for authentication. The user can be
member of one or more LDAP groups. If the user name is found in one or more
groups attached to an ACL, the user will be assigned privileges in Nimsoft as
defined in the ACL.

If the user belongs to multiple groups connected to ACLs, the user will be
assigned the privileges from the ACL with the most extended privileges.

1. InInfrastructure Manager, open the Manage Access Control List dialog by
selecting Security > Manage Access Control List from the menu bar.
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2.

Manage Access Control List

File  Wigw

Security

Manage Access Control List, .

MimBUS Manager

Login.,

Change Passward. .. 1 E
ser Administration, ..

Set Login Expiration Time. .. 50
Set Signature. .. 5k
Ze

Probe Administration, ..

Tools  MWindow Help

Select the ACL Operator and click the Set LDAP Group button.

In this example we will assign the ACL called Operator to the usersin a
LDAP group called QA.

]

o]

Cancel Help

Access Control List Permizgions
Adrinistratar Marne | Description | Tupe | Access | A
gﬂ;ﬂmard Designer Accept Agzign alarmsz o pourzelf Alarm ke
Operator [ Unassign Unazsign alarms Alarm warite
Peter O Invisible &larms  Show alarms set ta be invisible Alarm admin
Superser Alarm Hiztary Tranzaction histary and alarm queries Alarm 1rite
Acknowladge Clogze alarms Alarm ke
[ &larm Manage...  Yarious alarm management features Alarm warite
[ &ssign Azzign alarms to another user Alarm write
Alarm Details General access to alarm listz and alaim d... Alarm read
Mew... Delete | [ Dizcoveny Digcover and create template panels Conzole ke =
[ Dashboard Des... Create, modify and delete dashboards Conzole it
Filters [ web Publish MimBUS HTML management Conzole admin
Sat MimBUS Filker.. | O Dashboard Upl...  Upload dashboards to archive Conzole  admin
OCashboard Do...  Download dashboards from archive Conzole admin
Set Alarm Filter... | Dynamic Views  Dizplay Dynamic Yiews General read
S ot Dashboard Access.. O Extended Secu... Warious SECLl,Ilit_',' maintenance features Manage... admin
[ Manage ACL Create, modify and delete Access Control...  Manage..  super
Set LDAP Group... O License Manag... Add and delete NimBUS licenses Manage.. admin .
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3. The Set LDAP Group dialog appears. Scroll to find and select the QA entry
in the list. Click the OK button.

FOMDUS Adming s
FOMDUS Authors 0
FOMDUS Browsers

PR_Enguinies

Fre“windows 2000 Compatible Access
Print Operatars

Privacy_uz

Froject ddministrators

Project Erecutives

Project kanagers

Froject Portfolio Managers

Project Propozal Beviewers

Froject Resource Managers

Project Team Leaders

Project Team Memberz
QaFileshare v

ak | Cancel |
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Verification

4. Click the OK button in the Manage Access Control List dialog to exit and
activate the new setting.

Test that the LDAP user login works by logging on Infrastructure Manager
with a user in the LDAP group you selected in step 3.

Login f‘5__<|

Login
User: |LDAF' Uzer Mame

Pazzward: | xxxxxxxx

Dramait: |D evelopment ﬂ Advanced
oK | Cancel |

Launch the Infrastructure Manager and log in as a LDAP user that does not exist
as a Nimsoft user.

Login g|

Login
Uzer: |LD.-’-‘«F' User Mame

HRERRENR

Password:

Diomain; |Deve|opment j Advanced
ak. | Cancel |

Verify that you can access the expected contents and have the privileges as
described by the ACLwhich the LDAP user is associated with (see the
Connecting Access Control Lists to LDAP users).

Advanced LDAP Configuration

Keys in the /LDAP/server section

Below you will find tree keys that may be added to the HUB configuration file if
you do not want to use the default parameters. These keys will be read by the
Hub LDAP engine, and will have an impact on how the Hub communicates with
the LDAP protocol.

use_ssl

If you want to use SSL, you don’t need to add this key. This key accepts the two
strings: yes or no. Default is yes if the key is not supplied. This instructs the Hub
LDAP library to turn on / off SSL during LDAP communication. A valid SSL
certificate must be installed on your LDAP server.

Ports that will be used are 389 for normal LDAP connection, 636 for SSL
connections.
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Currently, these cannot be changed.

Timeout

This key accepts a numerical value indicating the number of seconds to spend
on each LDAP operation, whether it be searching or binding (authentication)
operations. The default value is 10 seconds if the key is not provided.

codepage

This key will allow the user to change which codepage to use when translating
characters from UTF-8 encoding to ANSI, which is what the Hub and all other
Nimsoft parts use internally. Text is coming from the LDAP library as UTF-8
encoded characters. Since Nimsoft products do not have true Unicode support,
all characters will be attempted translated into ANSI using this codepage.

If you do not want to use the default codepages (see below) you must add this
key.

On Windows platforms, the codepage must be a number representing the
codepage you wish to use. See this page for a list of codepages:

http://msdn.microsoft.com/en-us/library/ms776446(VS.85).aspx

On Windows, the Hub LDAP library will use MultibyteToWideChar and
WideCharToMultiByte functions to translate to and from ANSI/UTF-8. These
functions take a codepage as a parameter.

On all other platforms, the Hub LDAP library will use iconv functions. Ref:
http://www.gnu.org/software/libiconv/

The codepage key is not shipped with the Hub configuration file.

The default value if none is specified is:

codepage value  OS Description
28591 WINDOWS ISO 8859-1 Latin 1; Western European (I1SO)
ISO-8859-1 UNIX ISO 8859-1 Latin 1; Western European (ISO)

On windows platforms, it’s a numerical value, on Linux; it’s a text string which
can be passed into iconv_open function.
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SSL - Encrypting network traffic

Chapter 9: SSL - Encrypting network traffic

Nimsoft Secure Communication gives you the option of SSL encrypted
communication between all Nimsoft components. This feature also has a
compatibility mode which allows you to use old and new components in the
same environment (with and without SSL). The SSL feature only encrypts
network traffic. It is not used for authentication.

SSL settings are specific to each Hub, and you need to repeat the procedure
below for every Hub requiring SSL.

Do as follows:

1. Navigate to the relevant Hub and double-click it. The General
tab opens.
I I TR R e P e, |

o fo . .

4 Ewpire date:  [Unlirmited

i

i M oy

\5 Advanced

2 Enable tunneling v

z Disable IP vabdation r

% = ]
1'\:_._ - i - ;_
o K8 Statistis‘ Monitor | View Lo
4

Refiesh | Hep
2. In the General tab, click the Settings button in the lower right

corner The Hub Advanced Settings dialog opens.
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% Hub Advanced Settings

[v Broadcast On Cueue Settings [v LDAP ALt

Broadcast Addiess: Reconnect Intervat Server Marme:
| 130 .
| 255.255.255. 255 odin.nimsoft.no
Dizconnect Pazsive Queuss: T
Hub Settings I 190 Active Directory

Hub Request Timeout Post Reply Timeout

[w UszeS5L
| 0 | 300 4‘

Hub Updats |nteryal: (NE
[ 600 adimiriztrator
Password:
Origin
[upemce
S5L Settings |DC=nimsoft DC=
tode Ilzer Containes

@ Off (" Compatbiity Mode  SSL Onky

Cipher Type: |[)EF£-‘«LILT

aa"

3. In the lower left corner, you can set the SSL Settings as follows:
m  Off — NimBUS only

m  Compatibility Mode (recommended!) — Mixed SSL/Nimbus mode. The
system checks for SSL compatibility. If there is no SSL compatibility,
the system uses NimBUS

m  SSL Only —the Hub will only communicate with components using SSL.
We recommend that you use Compatibility Mode. In this mode all
components will try SSL communication first, but will be able to switch
to NimBUS communication for older components.
Note! If one Hub in a domain is changed to SSL Only mode, all hubs in
the same domain that have the Off mode will also be changed to SSL
Only mode. (Hubs with Compatibility Mode will not be affected.) And
since all Hubs exchange security and address information all the time,
all systems will switch to use SSL Only after a time.
4, Click OK when you are finished. The Hub will propagate the SSL
settings to the robots, which in turn propagate the settings to the
probes.
5. Repeat the procedure above for each Hub you want to set SSL
for.
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Troubleshooting

If you run a Hub in SSL Only mode the older components will not be able to talk
to the new Nimbus components. So mixing different versions of NMS is not
possible if you for some reason want to use the SSL Only mode.
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Chapter 10: Launching Nimsoft applications

Launching Infrastructure Manager, Enterprise Console or Service Level

Manager

Via a web browser, you may launch the following Nimsoft applications from the
Nimsoft Server portal from any computer on your network, provided that you
selected to install them when downloading Nimsoft Server:

m  [nfrastructure Manager
m  Enterprise Console
m  Service Level Manager

Launch the application you prefer by clicking one of the icons in the left pane of
the window:

F

/= Nimsoft Server - Windows Internet Ex
@.\:) - |§, http: /xpruha, nimsoft, no 5005

i:? Eﬂri‘? [@Nimsnﬂ: SErver

Nimsoft

Application

Enterprize Conzole

Infrastructure Manager

Service Level Manager

Installation

Client Inztallation

When launching the application, a check will be done to find if the application
is installed on your computer.

If the application is found, it will be launched.
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Probably you need to install a specific ActiveX control required. If the following
window pops up, just click inside the window to install the required ActiveX
control Nimsoft Starter Web Component Control.

2 http://xpruha. nimsoft.no: 8008 - Nimsoft Serve... |: E|[$__(|
x

@ This site might require the Following Activer control: Starter Web
Component Cankral' From ‘Mimsaoft', Click here to install, .

Click. here ta install the fallawing Actives contral: Starter Web
Component Contral' from ‘Mimsoft'.

I@ Done 8 Inkernet

If it is not found, a small window opens, asking if you want to install the
application.

/= Nimsoft Server Starter - Windows Internet Expl... |._||E|[g|
& | http: ffxpruba.nimsoft, no: 8005 cabyskartSLM. Rkm A

Service Level Manager w
=

Mimsoft Service Level Manager is naot locally installed.

If vou want to be able to run it on this computer, you must
run the Service Level Manager installation from the Client
Installation window.

L €0 Internst T

For further information, see the section Client Installations.

Nimsoft Server 5.0.0 Installation Guide 155



Accessing ACL protected dashboards

Chapter 11: Accessing ACL protected
dashboards

Using the Web Publish application (see the Enterprise Console on-line
documentation), you can publish consoles, dashboards and reports. These
published items will be listed in the main window of the home page in the
Nimsoft Server application.

When publishing these items, you have the option to organize it in a way that
gives different users different access privileges. It means that some files (those
not published using target ACL Default) are hidden from the home page. In
order to access these files, you have to click the User login link.

Logging on with a valid username and password, you will be able to access files
published to the target ACL associated with this user.

Enter Metwork Password 21x|

? Fleaze type your user name and pazsward.

Cites WEILInE:

Fealm Mimszaft login on domain Development

I1zer Mame Irune

Password I”*“**ﬂ

[T Save this pazsword in your passwaord list

-EI K. Cancel |
g

Type the user name and password and click the OK button.

Note: When publishing dashboards and consoles, it is also possible to specify
default login parameters. These parameters will appear in the login dialog
when logging on.
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Dashbhoards
Example

Grouped Service Level Agreement Reports

EE Metwork Group
[ Mimsoft MNorway

Service Level Agreement Reports

£ Derna

E] nimsoft-gtw

[E] Mimsoft Metwork Infrastructure
E] Mimsoft Web Page Monitor

£ Rane

Guality of Service Reports

E] Example Report
£ Jitter Test
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Dashboards

Clicking one of the dashboards will launch the dashboard in a separate window.

You can view the selected Dashboard exactly the same way as in the Enterprise
Console.

\-._.2--"'/

( Nni msoﬂ: Exchange Monitor

@ Message Transfer Agent (MTA) @ SMTP

Meszages are queued at an average of. seconds. Remote Gueue Length: There are: messages in this gueue.

The MTA iz processing messages per second (inbound + outbound). Local Gueue Length: There are: messages in this queue,

Total number of gueued messages for the whale of MTA, is:

Total number of queued messages

Local Queue Length [messages]
10 - - 10—
8= = g
B = = B
4 - = 4
2 = 2 =
0 e ] -3
DEBD 07:00 07:30 0800 08:30 03:00 DEBD 0700 07:30 08:00 08:30 0300
Information Store (1S Server
@ (15 0 50 e
Mumber of people currently using the Information Store: @ MEMORY 3 70
20 80
@ CPU & PROCESSES 10 / 90
0 100
SERVICES M8
Drelivery time [zec] @
100 - . Average Disk Queus Length [Tatal)
80 — - DSk 10
2 : ) .- _
40 —- - B
20 - = METWICORK, 4 -
1} E e @ % 1} pl
0E:30 07:00 07:30 02:00 08:30 05:00
B EVENTLOG D@:BD 08:45 0300 0315
Login: /Development/=PRune/spruhashub | User: administrator | ACL: Superuzer, Profile: default |1 31 ]
@I]Done

0 Inkernet

Consoles
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If a console (for example the Infrastructure Manager) is published, clicking the
link on this page will launch the Infrastructure Manager in a separate window.
You may perform tasks such as configuring probes, distributing probe packages
etc. just the same way as with the Infrastructure Manager application.

2. Infrastructure Manager E|@|PX|

File View Security Tools ‘Window Help
| R | =0 | R
& Console | Y= . @ | & | & % | & & B &
= Darmains Mame £ | Description | Skatus b
= ﬁ Development B instal_SOLAR... NimBUS Infrastructure for Solaris 10.., Local
+ W, 2003server B install_SOLAR... NimBUS Infrastructure For Selaris 10 ... Local
* % Aisker B install_SOLAR... MimBUS Infrastructure for Selaris 8, ... Local
* E ;aTevaDDS B install_SOLAR... MimBUS Infrastructure for Solaris 8, ... Local
+
L E w;krgin\larker B install_trusd MimBUS Infrastructure for Compag T, Local
tgl interface_traffic Monitar network interface traffic Local
+ E wzk3xed-debug ) ) o ) |
: E wihain ﬁ jboss MimBLS JBoss monitoring probe Mot in archi
+ E «paeha ﬁ i I Daka Exkractor Mot in archi
+ E «pinth §& jobgs jobgs probe Mot in archi
+ ?_‘: xpjathz & jobs iseries jobs Mot in archi
¥ '?_‘: ¥prone & jobsched jobsched probe Mot in archi
= E xpruha ﬁ ldap_response  MimBLS LDAP response watcher Mot in archi
+-[j@ =pruha B logmon Log monitoring probe Mot in archi
+ E xpskian ﬁ mgr MimELS Manager 014
+ E xphije & mobile_panels  Mobile Panels Mot in archi
+ -3 Dynamic Views & mysql MySOL Server monitar Mot in archi ™
+- %, Groups £ b
88 rhive Intermet Archive Mode: G Tot 142, Selt 1 |
+ xpruha
AL | S =
£ Licenses l @ 53 E:I i lin. T &
+ E Appllcatlnns ™ I Hemk Bl =ee- I =TT, I LT, R
+ 8 URLs Tt 1, St 0 ]
Login: /Development/=pruhasspruhashub | User administrator | ACL: Superuger, Profile: default |1 I 1

Reports
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Clicking one of the reports will launch the report in a separate window. You can
view the selected report exactly the same way as in the Service Level Manager.

File Edit Wew Favorites Tools  Help ':'
e Back ~ J @ @ 1 ;j /’f__j Search \Ej\? Favarites @ E::gv :_:_', lj © _J ﬂ ‘3

Address @ hktpeff193,71,55,151:8080/SLM/ 259200606, 01-2006,07 .01 def ault, html V| Go Lirnks **
GD(JS[E-| V| ‘G| Search + ) @ @ l4blocked  *EF Check - i, eutolink v EOptmns & @ -

~
Cnhimsoft

Demo

hitthih

This stalus is generated June 12, 2006 00:05
The current period is June 01, 2006 - July 01, 2006 (1 month)

Current cornpliance is 33.29%, the goal is 100.00%

Trend Analysis: Breached atJune 01 2006, 00:00 [

Service Level Objectives (Summary)
The following service level objectives are defined in this SLA. Each objective is listed with its weight and the percentage of fulfillment. The fulfiliment is the

relationship between the weight and the compliancy of the Quality of Service constraints defined within the SLO.

State Objective Description Weight (%) Achieved (%) Expected (%)

[ E2E mling f

@ 2006, The page was last updated Monday, June 12, 2005 00.05:25

@  Internet
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Chapter 12: Accessing Nimsoft Online
Support

—
Cnimsoft

{2 Documentation Online Suppu{rb

In the upper right corner of the application window you will find the Online
Support button. Clicking this button opens the Nimsoft Technical support site in
a separate window.

<} Nimsoft - Microsoft Internet Explorer

File Edit “ew Favorites Tools Help ,'
. — n ~ =
1 / ) 7 £ - - 3
Qv © 1 @ G| P e @3- % 3 -JEL B
Adress |{&] http/jsupport.nimscft.com/ v B s Lk >
Google - | v| [C] search ~ @ g0 Bprablocked  AF check - X Autolink - [ options & -
-~
N
Service Level Management ..within reach # Login ‘® [ Contactus
o |surrorinoMe FURUM | ANNOUNCEMENTS | ARCHIVE |
Site search: - - -
Welcome to the Technical Support Site for Nimsoft Products
[Searcn |8
: Self-Service Center
Hot topics Submit, view and track technical support issues online
Frequently Asked Questions
Latest announcements A nuick reference poirt for answers to frequently asked guestions from our users
“ou have to be logged in to see the
announcements Forum
Winrld Wide Uiser Forum where customers gather to discuss NimBUS refsted product topics
Announcements
Access information shout product and service releases from MNimsoft.
Archive
Online Archive enshles customers easy access to download product and service releases together with datasheets and release notes for
all MimBUS products.
All customers with an active Maintenance contract and a Self-Service Center login, will be gramed aceess to the Himsoft
Support Services. To obtain a login account, please contaet 1 m=oft Support.
©2006 Mimsoft s Prntpage =
w
€] Dane  Internet

The site offers the following services:

m  Self-Service Center
Submit, view and track technical support issues online.

m  Frequently Asked Questions
A quick reference point for answers to frequently asked questions
from our users.
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m  Forum
World Wide User Forum where customers gather to discuss Nimsoft
related product topics.

m  Announcements
Access information about product and service releases from Nimsoft.

m  Archive
Online Archive enables customers easy access to download product
and service releases together with datasheets and release notes for all
Nimsoft products.
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Chapter 13: Launching Dynamic Reports

Infroduction

Dynamic Dashboards and Reports can be launched from the Nimsoft Server
application. The Navigation Pane of the Nimsoft Server application window by
default contains the two nodes: Reports and Dashboards.

Installation

Client Installation

Reports
Metwork
NyConnectivity
Myinterface
Server

Dashboards

Metwork
NyConnectivity
Myinterface
Server

Note that you may hide these two nodes by re-configuring an option in the
httpd probe.

Launch the httpd probe by double-clicking the probe in Infrastructure Manager.
Turn the Dynamic Content option off (de-select it) and click the Apply button.
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¥ hitpd: [/Sonal-Domainfww-techr-1541/ww-techr-1541/httpd]

- General properties -

Webpage port I 2008

|
Log-level )

Less detail

o ‘Web pages available v
More detail Show application menu v

Show client install page v

~ ¥ Static content

Regenerate interval

Include management components [

| 10800 _LIJ seconds

+ ¥ Dynamic content

Reagenerate interval

windows

- Report Engine Address
& Ask data_engine

Start dynamic entries in separate r

Maximum aroup members | 500 ﬂ

- ¥ Dynamic dashboards

NimBLUS user for -
automatic dashboard | nimbus
login

| 500 j seconds

Ixxxxxxxxx

Password

" Specify report_engine address

Version 1.40 [Jun 92010). Started Sep 09 10:57:25 Web address is
http: 22" -TECHR-1541 . info-spectrum.nagpur: 8008/

I oK I Cancel l

Apply ] Help |

The Reports

The Dynamic Reports node lists Dynamic Reports generated by the Report
Engine probe, provided that the option Dynamic Reports option in the Report
Engine probe is activated.

Note that only devices delivering QoS data will be listed here. To achieve this,
you must do as follows:

If the Discovery module was selected during the installation of Nimsoft
Server, you must set the devices you want to monitor to Managed, using
the NIS Manager.

If the Discovery module was NOT selected during the installation of
Nimsoft Server, you configure the devices you want to monitor to deliver
QoS data as described in the section Enabling Dynamic Reports.

Clicking the end node will launch the Dashboard in the main window.

These Dashboards will be populated with context related data, organized by
the Group Server probe.
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Installation
Client Installation

Reports
= Metweark
=l Irterface Traffic
=19371 55123
SCqm 390 Fthernet Adapter.
% |

Initially after installation, you may experience that no reports are listed under
the Reports Node.

Reports

Whiat i thi??

Instead you will find the link What is this. Click this link and read the
configuration instructions displayed in the main window, or read the
instructions in the section Preparing for Dynamic Reports.

When expanding the Reports node, you will find a set of child-nodes,
representing different parts of your Nimsoft Infrastructure.

The end-node will represent a Dynamic Report representing a device or host in
your Nimsoft Infrastructure. Clicking the end node will launch the report in the
main window. Note that option the Report Engine probe lets you choose
between different report-layouts, using templates. You may also edit these
templates to match your needs.
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(= Nimsoft Server - Windows Internet Explorer

@'C) ~ | htpuiyion.71 S5 14750080

v|#’. x|

W I@Nlmsﬂftﬁerver

ﬁ M D L@ e E}’Eage - ':;’;‘:jTguls > ¥

Nimsoft

Application

Enterprise Console

{2 Login Documentation Online support

CURRENT REPORTS VI DALY REPORTS VIWEEKLY REPORTS b I MONTHLY REPORTS +

-
Infrastructure Manager S
Service Level Manager XPCASE = LaSt Day
Installation
Client Installation
CPU Usage
Reports ritk (N
B Network 504 NIMSO
Connectivi
Lonn 50
Interface Traffic
. £ 40
Nimhet ]
B Server § 304
= Windows 204
NIMINDLA, 10
A r 7 [effige (5.95
NIMIMDLA, (1) ) =] A
T (1) T T T T T T T T u T T d
e ’L m 12:40 14:40 16:40 18:40 20:40 22:40 o0:40 02:40 04:40 06:40 08:40 10:40 12:40
NIV E B XPCASE
Test-av.rare-robot.navn Last [ay
NRE
’ -1.nimsoft.no Source Target Maxil Average Steev
zPKGCE XPCASE XPCASE 100.00 % 5.95 % (5.95% of max) 888 %
XPRONE
Xpronexp.nimsoft.no Memory Usage
xpatian.nimzoft.no 2000 —_—— b
YODA (1) G
voos. ikt q Atverade (1 606 39 M) i
- 1500 Ijlf— S =
Stian Al
% 1000
Dashboards H
=
Network 500
NimNet
ver
0+ T T T T T T T T T T T T T T T T T T T T T T T 1
12:40 14:40 16:40 18:40 20:40 22:40 00:40 02:40 0440 06:40 08:40 10:40 12:40
E XPCASE
Last Day
| | source | Target [m | average | staev | =
| T T T T -
& Internet F 0% -

Drop-down menus in the reports let you choose between the following views:

Current reports:

Last day (last 24 hours),

Last week report (last 7 days) and
Last month reports (last 30 days).

Daily, Weekly, Monthly and Quarterly reports.
Note that the report_engine configuration tool lets you hide or show all or
just some of these reports.

Preparing for Dynamic Reports

Initially after installation, you may experience that no reports are listed under

the Reports Node.
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If this is the case, you should check that the report_engine is correctly
addressed and that Dynamic Reports are enabled on your system.

See the sections Report_engine not installed on the same server as the main
hub? and Enabling Dynamic Reports

Enabling Dynamic Reports
To enable reports, the following steps must be performed:

If "Discovery" WAS selected during the Nimsoft Server installation:

Set the devices to "Managed" in the NIS Manager.

Configure the report_engine and activate "Dynamic Reports" in the Setup
window.

If "Discovery" WAS NOT selected during the Nimsoft Server installation:

1. Download cdm, net_connect and interface_traffic probes.
Ensure the Infrastructure Manager is installed. If not, install
Infrastructure Manager as described in the section Installing
Infrastructure Manager.

Launch the Infrastructure Manager. Log on your Hub and select the
logon Hub icon under the Archive node in the Navigation Pane. Probe
packages are listed in the Main Window.

Click the “Packages in Web archive only” icon (1). Select the Probe
package(s) you want to download. Drag and drop them onto your
archive node (2).
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£ Infrastructure Manager

File Wiew Security  Tools  window Help
| LR B | =0 |
Conzole ] ) % E] iy ||||l mE B & % &
+ 'E wzk3-worker ~
-, w2k3b4-debug & cashgtw A ServiceDesk Gateway 1.01 Gateway  02/0;
+ E vihain ﬁ com_monitor Cisco CallManager Monitar 1.26 Application 1100
+ E XD'.;E:E' i cdm CPU, Memary and Disk Monitor ., 3.81 wstem 1241
* % XD],DEhz ﬁ cim_ktraps an exkension to Snmp Trap Demon F,, 1,21 Gakeway 3]
T
. E 2'3]::'“& ﬁ Cisco_ucm Cisco Unified CallManager 1.09 Application 0312
H E xEruha ﬁ cisco_uniky Inified messaging solution for the Ci.,,. 1,06 Metwork, 1212
+- i@ xpruha ﬁ clusker High Availability Monitoring of Clusters 2,04 System oafa
B code_wizard Utility to create MimBUS code exarples 1,50 SDK 03/t
ﬁ dbz DBZ inskances monitor 3.04 Database 1z
<% Dyna 2 dhzman DEZ2 Monitor 2.28 Database 020"
+ E%a Griphps ﬁ dhcp_response Manibor DHCP Server Response 301 Mebwork, 0z
—-B8 a&fchive 8= dirscan File and directory checking probe 253 System 121"
+- K «pruha ﬁ dns_response Manibor DNS response times 1.268 Mebwork, 31
b Licenses ﬁ dam_traps An extension to Snmp Trap Demon F.., 1,01 Gateway a3
-3 Applications ¥ e2e_appmon EZE Application Response Monitoring 1.63 Application 1002
5 Enterprise Consols 8% e2e appmon dev  EZE Application Response Manitoring...  1.63 Applicakion 10/
% flarm SubConsols < 3l
Service Level Manager Intermet Archive Mode: GA - Wiew: Packages in Web Archive only Tak: 112, Sel0
% web Publish
% Distribution T B B W & B oo
NIS Manager T | ek Blmmn- I L= | LT, B
+ @ RLs 3 Tot 1, Set 0 Il
Logir: /Development/spruhasspruhathub | User administrator | ACL: Superuzer, Profile; default |1 e 1 ||

Note:

Unless you have checked the option Attempt Internet Archive integration with
local archive, and filled in Salesforce Self-Service Center user credentials in the
Tools > Options menu in Infrastructure Manager, you will be asked to enter
Salesforce Self-Service Center user credentials to log in when you attempt to
download a package from the Internet Archive.

To obtain a login account, please contact support@nimsoft.com.

2. Install licenses for the net_connect and interface_traffic probes.
Order licenses for the Probes by sending an email to
support@nimsoft.com. You will then receive an e-mail, containing the
licenses as a text strings.

Do as described for both probes:

With the Licenses icon under the Archive Node in the Navigation Pane
selected (1), right-click in the main window pane and select Add license

(2).
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Infrastructure Manager, |’._||’E|g|
File  Wiew Security Tools  Window Help
| LR B | =0 |
Console | B I @ &S| & =
+ E Holmen #+| | Product £ | Infa Expiration Dake IP
+ E wZkZ-worker =D cisco_manitar Auto generated Apr 04, 2009 193.71.55.1;
+ E wlzk.3x64—debug =D entconsale Auto generated Apr 04, 2009 193.71.55.1;
+ E vihain =Dentconsole_devel...  Auto generated Apr 04, 2009 193,71 55.1;
+ E xpgeha . e
: ﬁipﬂ:z =Binterface_traffic i i’ 193,71 55.1;
P =DHAS-SCRIPTING Buto generated fresh 193,71.55. 1,
+ Xprone Refres
- E xpruha =Dnet_conneck Auto generated 193,71 .55, 1;
+-[® xpruha =@ qos_engine Auto generated 2 W 193.71.55.1;
- 'E wpstian =Dreport_engine Auto generated Delste 193,71 .55, 1;
s 'E xplije =drsp Auto generated Print Preview 193.71.55.10
+-&% Dynamic Views =0 5LM-GUI Auto generaked Print. .. 193,71 55.1;
+ E%a GQroups =0 SLM-Q0S Auto generated 193,71.55.1;
<|-B8 Archive =@SLM-5LA Ao generated Edit * 193,71.55.1;
+ xprubia
Licensesq— 1
-7 applications
ﬁ Enterprise Consols < | >
Alarm SubConsole Tat 13, Sel 1 ]
Service Level Manager
£5 web Publish T B B W & B oo
Diskribution _3
) T | ek Blmmn- I L= | LT, B
g7 iz Manager Z Tot: 1, Sel 0 i
Lirl ~ —
Logir: /Development/spruhasspruhathub | User administrator | ACL: Superuzer, Profile; default |1 e 1 ||

The following dialog appears. Paste or type the license text string into the text
field of the dialog and click the OK button.

Add License ['>_<|

Enter full licenze string:
|net_u:u:unneu:t.-"NimI:uus Demo* AUnlimited /RA% RUJSE S00T JOAM PRY SEEM

k. | Cancel

A message like the one shown below appears on the screen. Click the OK
button.

Information [‘5—<|

. | ,) License has been added successhully
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3. Configure the net-connect and interface traffic probes with
monitoring profiles for the devices you want to monitor. For
information, see the Probes on-line documentation, made available by
selecting Help > Probes from the menu bar in Infrastructure Manager.
4, Distribute the cdm probe to the servers to be monitored.

Select the logon Hub icon under the Archive node in the Navigation
Pane again (1). Click the “Packages in local archive only” icon (2).

The Probe packages are listed in the Main Window. Drag the cdm probe
package drop it on the servers to be monitored (3).

If you want to distribute the Probe to all Robots on your Hub, you mark
the Probe in your archive, drag and drop it on your Hub in the
Navigation Pane.

If you just want to distribute the Probe to some of the Robots, you must
drag and drop the Probe directly to the Robots in the Navigation Pane.
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22 Infrastructure Manager

File View Security Tools Window Help
mE P B o R
& Console | BB AL TS B e D e
+ 3, Holmen ~ A | Description A
+ 8o wekd-worker @ ace Automatic Configuration Engine oK
i CPU, Disk and Memory petformance /.. OK
i Monitor Cisco hardware Local
: Dashboard State Server 2 Local
s Manages Quality of Service Data OK
i . NimBUS Discovery Agent oK
s E . NimBUS Discovery Server oK
. Distribution Server Local
¥ E X Maintain data structures for dynamic... OK
3 m xptije iy httpd Nimsoft Server Web Server Local
+ % Dynamic Views .hl.b Message Concentrator and Redistrib... Local
¥ %, Groups fpinstal_AX S NimBUS Infrastructure for IBMAIX  Local
= 85 Archive @ install_AIX_S... NimBUS Infrastructure for 64bit IBM ... Local
+ gq—— 1 i install_HPUX_11 NimBUS Infrastructure for HP-UX 11 ... Local
Licenses @ install_HPUY_... NimBUS Infrastructure for HP-UX 11 ... Local
= 5 Applications B install HPUX ... NimBUS Infrastructure for HP-UX 11 ... Local v
¢y Enterprise Console < >
&5 Alarm SubConsole Tot 37, Set 0 B
Service Level Manager
¢g Web Publish Co¥Y VT BERB AL WEE B
Distribution " | s giaaa | ez R
_ dm.[‘s"‘mfﬁf 3 Tot1, Set 0 J§
Login: /Development/spruha/spruhashub | User: administrator | ACL: Superuser, Profile: default |1 m— 1 |

The following dialog appears. Note the Update only option. Uncheck this option
(otherwise the probe packages will only be distributed to robots on which it
already exists).

Confirm Drop E

The lollowing package(s] wil be ditributed to
by wpean

cdm, 326

©

pdate: orly

OK I Carcel

Click the OK button to continue.

5. Configure the cdm probes to collect Quality of Service data.
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Do as described for all probes mentioned in step 1:

Select the Robot on which you want to configure the probe (1). All
probes will be listed in the main window pane.

Double-click the probe to launch the probe GUI (2).

22 Infrastructure Manager

File View Security Tools Window Help
EE s e 0 Y
& Console | (B MK WS =
- ({8 Domains Probe | version | Robot Ad... | Class | Des
- & Development D ace 1.15 [Developm...  ProbefPort  Aut
+ W 2003server @cdne— 2 3.81 [Developm...  ProbejPort  CPL
* Asker @ cisco_monitar 2.53 IDevelopm...  Probe/Port Mar
F :E:;mzuua @ coritroller 3,50 [Developm...  ProbefPort  Rok
i w2l worker @ dashboard_server 1.64 |Developm...  Probe/Part Das
i w2kaxd-debug @ data_engine 7.31 [Developm...  Probe/Port tar
= vihain @ discovery_agers 1.20 [Develapm...  Probe/Part Nirn
= W uposha @ discovery_server 1.20 jDevelopm...  ProbefPort  Mim
+ W2 xpioth @ disksev 4,73 jDevelopm...  ProbefPort  Dist
5 wpiotha @ group_server 2.54 [Developm...  Probe/Port Mail
+ wprane @ hdb 3.50 {Developm...  Probe/Paort Rot
=1 o xpruba @ hitpd 135 [Developm...  ProbefPort  Mim
+ Do BNOE] <— 1 @ hub 4.86 fDevelopm...  Probe/Port Mes
+ % xpstian @ interface_traffic 4,50 jDevelopm...  ProbefPort  Mor
+ W, xptije @ras 3.23 [Developm... ProbefPort  Nim
+ 3 Dynamic Views @ ret cornect 2.04 iDevelapm...  Probe/Port Maor ¥
+ %, Groups < ¥
-85 Archive Tot 22, Set 0 ]
+ xpruha
Licerises Co% | vT EBERBD AL S LhE E& B
+ = Applications - { i s p—— P
+ & URLs Tot 1, Set0 i
Login: /Development/spiuhafspruhashub | User: administrator | ACL: Superuser, Profile: default |1 mass 1 ||

The probe GUI appears. Find the tab in the GUI where the QoS
messages are selected. Select the QoS messages you want.
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# ¢ dm: [/Development/XPRune/xpruhalcdm]
Setup | Staws | Mukicru |

[uality of Service Mezsages

1

Total CPU | Indlividual CPU |

[v Procezsor Queue Length

[v Cormputer uptime [hourly) £ TP Qe D]
v tdemory Uzage v CPL User

v Memary Faging W CPU System

[ Memom Uzage in & W CPU wait

[ Phyzical Memary Usage v CPU Idle

[ Swap Memon Usage

v Processor Queus Length

kax. Queue Length |4 hezzage id. |J ProcQueuslen j

CPU Uszage options Paging meazured in
i+ Kilobytes per second
v CPU Wait is included in CPU Usage [Total) i~ Pages per second [Note that page size may vary with
operating systenm. |

k. | Cancel | | Update Help

For information, see the Probes on-line documentation, made available by
selecting Help > Probes from the menu bar in Infrastructure Manager.

£2. Infrastructure Manager

File Miew Security Tools  Window SglEls

=M= 'y [ e i Infrastructure Manager
Conzale l Getting Skarked

Installakion Guide

- pomains W
- T8 Development Dynamic Yiews Saltian

E 200355erver

+

¥ E Asker IUpgrade Infrastructure Manager Help. ..
+ E casevm2003 Ilpgrade Probes Help...
+ E Holmen
i IE wrkS-worker About Infrastructure Manager
6. Configure the report_engine and activate "Dynamic Reports" in

the Setup window.
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As described in step 4, double-click the report_engine probe to open the GUI.
Click the Setup button in the upper left corner of the GUI, and then select the
Dynamic Reports tab.

Setup properties X

Generall “Web Sewer] Schedulesl (oS Hepnrts] SLA Hepnrtsl E-maill  Dynamic Repoarts
a.

Cancel

[v Separate Schedule

Statat [o00000 = Runevey [24 s oo ~win

Graph Template:

Blue j

Ensure that the Dynamic Reports option is selected and click the OK button to
exit.

Click the Apply button in the probe GUI to confirm and exit the GUI. The
following dialog appears. Click Yes to finish.

Restart probe X

?{) The probe needs to be restarted to enable the changes, restart probe 7

-
Yes | Mo |

Note that you must wait about 10 minutes from the option Dynamic Reports is
activated before you can view the reports in Nimsoft Server.

Report_engine not installed on the same server as the main hub?

If the report_engine is not installed on the same server as the main hub and
the httpd probe, you must configure the httpd server to see the report_engine.
Otherwise you will not be able to see the Dynamic Reports.
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This is possible in version 1.21 of the httpd probe by configuring the address to
the report_engine in the setup section.

Open the configurator for the httpd probe by double-clicking it in the
Infrastructure Manager. The Raw Configure dialog for the probe will be

launched.
Create a new Key by clicking the New Key... button. The New Key dialog pops
up.

New Key [‘5—<|

Enter kep name;

|repu:urt_engine_address

Enter valle:

|.-’Nim|:uus.-’><P'Fl unedspruhadiepart_engine

k. | Cancel

Fill inn the Key name: report_engine_address
and the Value: report engine address on the format
/<Domain>/<hub>/<robot>/report_engine.

Raw Configure

£ setup F.ey " alue Mew Sechian..
(] generate_main T2 rootdi C:MPrograrn Files\MimB LIS instal -
(23 dunamic AR ot anna Delete Section

25 loglevel ]

2 logfile hitpd.log

2B available yeg

%require_nimbus_pa... yeg

% reparts yes

25 show_apps yeg

b show_install yes

%repurt_engine_add... Mimbuz#PRune/sprubalreport_engine

Ok

Apply

Cancel

e
[ pbeis
[we
_ teob |
[[E=y |
_ b |

Help
Probe; httpd

Click the Apply button to activate the new setting and exit the Raw configure
dialog.

Nimsoft Server 5.0.0 Installation Guide 175



Launching Dynamic Dashboards

Chapter 14: Launching Dynamic Dashboards

Infroduction

Dynamic Dashboards and Reports can be launched from the Nimsoft Server
application. The Navigation Pane of the Nimsoft Server application window by
default contains the two nodes Reports and Dashboards.

Installation

Client Inztallation

REPUI"‘.’S
Metwork
MyConnectivity
Mylnterface
Server

Dashboards

Metwork

My Connectivity
Myinterface
Server

Note that you may hide these two nodes by re-configuring an option in the
httpd probe.

Launch the httpd probe by double-clicking the probe in Infrastructure Manager.
Turn the Dynamic Content option off (de-select it) and click the Apply button.
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#< hitpd: [/Sonal-Domainfww-techr-1541/ww-techr-1541/httpd]

i~ General properties

Webpage port | 2008

W Sl ol Web pages available v
Less detail Maore detail Show application menu v

Show client install page v

-
Log-level )

— [V Static content
Regenerate interval | 10800 ilJ seconds

Include management components |

| ¥ Dynamic content

Z - ¥ Dynamic dashboards
Regenerate interval | 600 j seconds 4
NimBUS user for -
Start dynamic entries in separate r automatic dashboard Inimbuus
windows login
: a Password o
Maximum group members | 500 j I
- Report Engine Address
& Ask data_engine " Specify report_engine address
1

Version 1.40 [Jun 92010]. Started Sep 03 10:57:25 Web address is
http: /AW -TECHR-1541.info-spectrum. nagpur: 8008/

| oK I Cancel | Apply l Help l

The Dashboards

When expanding the Dashboards node, you will find a set of child-nodes
representing different parts of your Nimsoft Infrastructure.

The end-node will represent a Dynamic Dashboard representing a device or
host in your Nimsoft Infrastructure.

Note that only devices delivering QoS data will be listed here. To achieve this,
you must do as follows:

m  [f the Discovery module was selected during the installation of Nimsoft
Server, you must set the devices you want to monitor to Managed, using
the NIS Manager.

m  |f the Discovery module was NOT selected during the installation of
Nimsoft Server, you configure the devices you want to monitor to deliver
QoS data as described in the section Preparing for Dynamic Dashboards.

Clicking the end node will launch the Dashboard in the main window.
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These Dashboards will be populated with context related data, organized by
the Group Server probe.

These are the same Dashboards as those found under the Dynamic Views Node
in the Enterprise Console.

Installation
Cliert Installstion

Reports

+ Metweork
+ Server

Dashboard
=l Metwark
=l Interface Traffic
= 19371 55123
SCDrrrH;:CEIDx Ethernet SAdapter.

Initially after installation, you may experience that no dashboards are listed
under the Dashboards Node.

Dashboards

itvhat is thiE?

Instead you will find the link What is this. Click this link and read the
configuration instructions displayed in the main window, or read the
instructions in the section Preparing for Dynamic Dashboards.

When expanding the Dashboards node, you will find a set of child-nodes,
representing different parts of your Nimsoft Infrastructure.

The end-node will be a link a Dashboard representing a device or host in your
Nimsoft Infrastructure.

Provided that you are logged on, a dashboard representing the link will appear
in the main window.

Otherwise, the login dialog for the Nimsoft Web Viewer application will pop up.
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Login - Web Viewer

X

o]

Ladgin

|lzer |administratu:ur

Fazzword: ]

Domair; |Develnpment j Advanced

Cancel |

Log in, using a valid Nimsoft user name and password, and the dashboard
representing the link will appear in the main window.

The below dashboard is just an example of
launched when clicking a server end-node.

a server type of dashboard being

@ (& ] httpujy193.71.55.147:8008

Application
Enterprise Console
Infrastructure Manager
Service Level lanager

Installation

e Bk
W l@mumsuft Server lil B B @ - [heae - ek -
Nimsoft
£% Login Documentation Online support

- |
ﬁw&

CPU & Mem Usage

Click for Qo8 Report

Availability CPU Memory

% CPU Used (Last 24 hrs)

doasdsy

Storage Services Processes EventlLog

Client Installation Percent (%)
! ! \ , , 1 ! !
Reports 35 - -
Network 30 - -
Nimhiet System Details 25 - B
er 20 - -
Host: YPCASE N |
05 Windows Windows XP Professional 1
Version: 5.1.2600 0y »
Dashboards Release: Servics Pack 2 5- =
Bl Network Memory: 2047 00 MB L -
S connectvty Processors. 2.00 1200 1500 18:00 21:00 00.00 03.00 0E:00 0300
NIMINDLA UpTime: 34 d 12h30m
NIMVC
ona Process Profiles % Memory Used (Last 24 hrs)
Interface Traffic Percent (%)
Nimhiet v e | ' | A —y
O J S —————
o - - .
NIMINDLA, % Disk Usage |
NIMINDIA (1) Disk Name: % Used 20- -
NIMVC (1 C:h [— 2300 1
10- B
Testav.rare-robot.navn 1
VETYNRE T T B e o e e e AT =
- 1200 15:00 18:00 21:00 00:00 000 0E:00 09:00
winia64-1.nimsoft.no
X SE
XPKOST .
XPRONE Processor Queue (Last 24 hrs) Memory Paging (Last 24 hrs)
*pronexp.nimsoft.no Processes [procs) Kilobytes/Second [KB/s)
xpstian. nimeoft.no o o LT ' ' . L, '
N = - =
: i T oae
= Stian 45 - 100 7
= xP 2 o B 50~
XPLASE = j L (L=
XPKOST 1200 1800 O0OOD  OBOD 1200 1800 0000 DBOO
XPRONE L |
xpronexp nimsoft.no ) 3
xpstian.nimsofine | [ Login: /Development/spgehalspaeharhub | User admini ACL: Superuser, Profile: defaul |3 W [ 60 |1 =
€ Internet F100% v
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Preparing for Dynamic Dashboards

Initially after installation, you may experience that no dashboards are listed
under the Dashboards Node. If this is the case, you should check that the
report_engine is correctly addressed and that Dynamic Dashboards are enabled
on your system.

See the sections Report engine not installed on the same server as the main
hub?.

If this is the case, you should check that the report_engine is correctly
addressed and that Dynamic Reports are enabled on your system.

See the sections Report engine not installed on the same server as the main
hub? and Enabling Dynamic Reports

Enabling Dynamic Reports

To enable reports, the following steps must be performed:

If "Discovery" WAS selected during the Nimsoft Server installation:

Set the devices to "Managed" in the NIS Manager.

Configure the report_engine and activate "Dynamic Reports" in the Setup
window.

If "Discovery" WAS NOT selected during the Nimsoft Server installation:
1. Download cdm, net_connect and interface_traffic probes.

e Ensure the Infrastructure Manager is installed. If not, install
Infrastructure Manager as described in the section Installing
Infrastructure Manager.

Launch the Infrastructure Manager. Log on your Hub and select
the logon Hub icon under the Archive node in the Navigation
Pane. Probe packages are listed in the Main Window.

Click the “Packages in Web archive only” icon (1). Select the
Probe package(s) you want to download. Drag and drop them
onto your archive node (2).
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Infrastructure Manager,

File Wiew Security  Tools  window Help
| LR B | =0 |
Consale ] | = It & B & s
+ 'E wZk3-worker . ~ | Descripkion BELE
* E n-v.Zk.SxS‘t—debug §& cashgtw i ServiceDesk Gateway 1.01 Gateway
+ E vihain ﬁ com_monitor Cisco CallManager Monitar 1.26 Application
+ E XD'.;E:E' i cdm CPU, Memary and Disk Monitor ., 3.81 wstem
* % XD],DEhz ﬁ cim_ktraps an exkension to Snmp Trap Demon F,, 1,21 Gakeway
T
. E 2'3]::'“& ﬁ Cisco_ucm Cisco Unified CallManager 1.09 Application
H E xEruha ﬁ cisco_uniky Inified messaging solution for the Ci.,,. 1,06 Metwork,
+- i@ xpruha ﬁ clusker High Availability Monitoring of Clusters 2,04 System
e B code_wizard Utility to create MimBUS code exarples 1,50 SDK
- £ dbz DBZ instances maonitor 3.04 Database
<% Dyna 2 dhzman DEZ2 Monitor 2.28 Database
+ E%a Griphps ﬁ dhcp_response Manibor DHCP Server Response 301 Mebwork,
—-B8 a&fchive 8= dirscan File and directory checking probe 253 System
+ "_-:'. xpruha ﬁ dns_response Manibor DNS response times 1.268 Mebwork,
g- Licenses ﬁ dam_traps an exkension b Snmp Trap Demon P, 1,01 Gakeway
-3 Applications ¥ e2e_appmon EZE Application Response Monitoring 1.63 Application
5 Enterprise Consols 8% e2e appmon dev  EZE Application Response Manitoring...  1.63 Application
% Alarm SubConsale <
Service Level Manager Intermet Archive Mode: GA - Wiew: Packages in Web Archive only Tak: 112, Sel0
% web Publish
% Distribution T B B W & B oo
NIS Manager T | ek Blmmn- I L= | LT, B
+ @ URLs = Tat 1, 5.0 i
Logir: /Development/spruhasspruhathub | User administrator | ACL: Superuzer, Profile; default |1 e 1 ||

Note:

Unless you have checked the option Attempt Internet Archive integration with
local archive, and filled in Salesforce Self-Service Center user credentials in the
Tools > Options menu in Infrastructure Manager, you will be asked to enter
Salesforce Self-Service Center user credentials to log in when you attempt to
download a package from the Internet Archive.

To obtain a login account, please contact support@nimsoft.com.

2. Install licenses for the net_connect and interface_traffic probes.

Order licenses for the Probes by sending an email to support@nimsoft.com.
You will then receive an e-mail, containing the licenses as a text strings.

Do as described for both probes:
With the Licenses icon under the Archive Node in the Navigation Pane selected
(1), right-click in the main window pane and select Add license (2).
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23 Infrastructure Manager |.'. ”’I:I |&|
File Wiew Security  Tools  window Help
Eonsule] ) % E] iy ||II. il % B &
+ E Holmen #+| | Product £ | Infa Expiration Dake IP
+ E wZkZ-worker =D cisco_manitar Auto generated Apr 04, 2009 193.71.55.1;
+ E wek3ed-debug =D entconsale Auto generated Apr 04, 2009 193.71.55.1;
+ E vihain =Dentconsole_devel...  Auto generated Apr 04, 2009 193,71 55.1;
* E xpgeha i, AUk generaked T
: E zE;EE:2 =Dinterface_traffic Auto generaked i v 55.1;
- sprone =DHAS-SCRIPTING Buto generated Refresh 193,71.55. 1,
- E xpruha =Dnet_conneck Auto generated 193,71 .55, 1;
+-[#m xpruha =Dqaos_engine Auto generated 2 W 1953.71.55.1
- 'E wpstian =Dreport_engine Auto generated Delste 193,71 .55, 1;
- 'E wptije =drsp Auto generated Print Preview 193.71.55.1
+-&% Dynamic Views =0 5LM-GUI Auto generaked Print. .. 193,71 55.1;
+- %y Groups =0 SLM-Q0S Auto generated 193.71.55.1;
<|-B8 Archive =@SLM-5LA Ao generated Edit * 193,71.55.1;
+ xprubia
g Licensesq— 1
-7 applications
ﬁ Enterprise Consols < | >
% Alarm SubConsole Tat 13, Sel 1 ]
Service Level Manager
£5 web Publish T B B W & B oo
% Diskribution | T — ——
gVl iz Manager v Tot: 1, Sel 0 i
Logir: /Development/spruhasspruhathub | User administrator | ACL: Superuzer, Profile; default |1 e 1 ||

The following dialog appears. Paste or type the license text string into the text
field of the dialog and click the OK button.

Add License ['>_<|

Enter full licenze string:
|net_u:u:unneu:t.-"NimI:uus Demo* AUnlimited /RA% RUJSE S00T JOAM PRY SEEM

k. | Cancel

A message like the one shown below appears on the screen. Click the OK
button.

Information [‘5—<|

. | ,) License has been added successhully
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3. Configure the net-connect and interface traffic probes with
monitoring profiles for the devices you want to monitor. For
information, see the Probes on-line documentation, made available by
selecting Help > Probes from the menu bar in Infrastructure Manager.
4, Distribute the cdm probe to the servers to be monitored.
Select the logon Hub icon under the Archive node in the Navigation
Pane again (1). Click the “Packages in local archive only” icon (2).
The Probe packages are listed in the Main Window. Drag the cdm probe
package drop it on the servers to be monitored (3).
e If you want to distribute the Probe to all Robots on your Hub,
you mark the Probe in your archive, drag and drop it on your
Hub in the Navigation Pane.
e If you just want to distribute the Probe to some of the Robots,
you must drag and drop the Probe directly to the Robots in the
Navigation Pane.
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22 Infrastructure Manager

File View Security Tools Window Help
MR RN SRR R
& Console |  RB AL T S e ek
+ Holmen A RENE A | Description Status A
+ Mo wek3-worker i ace Automatic Configuration Engine oK
i @ cdm CPU, Disk and Memory petformance /.. OK
i tﬁcisco_monitor Monitor Cisco hardware Local
: @ dashboard_s.., Dashboard State Server 2 Local
! ﬁ data_engine Manages Quality of Service Data OK
i @ discovery_ag... NimBUS Discovery Agent oK
i E @ discovery_se... NimBUS Discovery Server oK
. @ distsrv Distribution Server Local
~ E % f group_server  Maintain data structures for dynamic... OK
3 m xptije iy httpd Nimsoft Server Web Server Local
+ % Dynamic Views .hl.b Message Concentrator and Redistrib... Local
¥ %, Groups fpinstal_AX S NimBUS Infrastructure for IBMAIX  Local
-85 Archive @ install_AIX_S... NimBUS Infrastructure for 64bit IBM ... Local
+ gq—— 1 i install_HPUX_11 NimBUS Infrastructure for HP-UX 11 ... Local
Licenses @ install_HPUX_... NimBUS Infrastructure for HP-UX 11 ... Local
= 5 Applications flpinstal HPUX ... NimBUS Infrastructure For HP-UX 11 ... Local v
¢y Enterprise Console < >
&5 Alarm SubConsole Tot 37, Set 0 B
Service Level Manager
&g Web Publish COoY VT BERB AL LWE & B
Distribution " | s giaaa | ez R
| g¥il N5 Manager > Tot1, Set0 J§
Login: /Development/spruha/spruhashub | User: administrator | ACL: Superuser, Profile: default |1 m— 1 |

The following dialog appears. Note the Update only option. Uncheck this option
(otherwise the probe packages will only be distributed to robots on which it
already exists).

Confirm Drop E

The following packagels) will be dstnbuted to
v sepwoan

cdm, 326

o
| OK, I Carcel

Click the OK button to continue.

5. Configure the cdm probes to collect Quality of Service data.
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Do as described for all probes mentioned in step 1:

Select the Robot on which you want to configure the probe (1). All
probes will be listed in the main window pane.

Double-click the probe to launch the probe GUI (2).

2 Infrastructure Manager

File View Security Tools Window Help
EE s e 0 Y
& Console | (B MK WS =
= & Domains Probe /| Wersion | Robot Ad... | Class | Des ~
- B Development @ e 1.15 [Developm...  ProbefPort  Aut
+ W 2003server @cdne— 2 3.81 [Developm...  ProbejPort  CPL
* Asker @ cisco_monitor 2,53 [Developm...  Probe/Port Maor
F :::;mzuua @ coritroller 3,50 [Developm...  ProbefPort  Rok
i w2l worker @ dashbosrd_server 1.64 |Developm...  Probe/Part Das
i w2kaxd-debug @ data_engine 7.31 [Developm...  Probe/Port tar
= vihain @ discovery_agers 1.20 [Develapm...  Probe/Part Nirn
= W uposha @ discovery_server 1.20 jDevelopm...  ProbefPort  Mim
+ W2 xpioth @ disksev 4,73 jDevelopm...  ProbefPort  Dist
5 wpiotha @ group_server 2.54 [Developm...  Probe/Port Mail
+ wprane @ hdb 3.50 {Developm...  Probe/Paort Rot
- xpruha @ hipd 1.35 [Developm...  Probe/Part Him
+ Do BNOE] <— 1 @ hub 4,86 fDevelopm...  Probe/Port Mes
+ % xpstian @ interface_traffic 4,50 jDevelopm...  ProbefPort  Mor
+ W, xptije @ras 3.23 [Developm... ProbefPort  Nim
+ 3 Dynamic Views @ ret cornect 2.04 iDevelapm...  Probe/Port Maor ¥
+ %, Groups < b
-85 Archive . Tot 22, Set 0 ]
+ mm -
Licenses Cow vt BERB &AL D hE & B
+ = Applications | = TR— P——
Lial L=k &
+ 8 UrLs Tot 1. Set0 i
Logn: /Development/wpiuha/spruha/tub | User: administiator | ACL: Superuser, Profile: default |1 nmm—i 1
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The probe GUI appears. Find the tab in the GUI where the QoS messages are
selected. Select the QoS messages you want.

# cdm: [/Development/XPRune/xpruhalcdm]
Setup | Status | MukicPu |

|

Total CPU | Individual CPU |

[uality of Service Messages

[v Processar Queue Length

[w Computer uptirne [haurly] b LPU Usage [Total]
v Memary Uzage v CPL User

v Memaomny Paging [v CPU System

[ Memom Ugzage in & WV CPL 'wait

[ Phyzical Memary Usage v CPU Idle

[ Swap Memom Uzage

v Processor Queus Length

bax. Queue Length |4 Mezsage id. |J Procueuelen j

CPU Usage ophions Paging measured in

L _ {* Kilobytes per second
o' CPU Waitis included in CPU Usage [Total) ~ Pages per second [Mate that page size may vary with
operating system. ]

k. | Cancel | | Update Help

For information, see the Probes on-line documentation, made available by
selecting Help > Probes from the menu bar in Infrastructure Manager.

£2. Infrastructure Manager

File Miew Secority  Tools  Window NglEls

=M= 'y B S i Infrastructure Manager
Conzale l Getting Skarked

Installakion Guide

- pomains W
- T8 Development Dynamic Yiews Saltian

E 200355erver

+

¥ E Asker IUpgrade Infrastructure Manager Help. ..
+ E casevm2003 Ilpgrade Probes Help...
+ E Holmen
i IE wrkS-worker About Infrastructure Manager
6. Configure the report_engine and activate "Dynamic Reports" in the

Setup window.
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As described in step 4, double-click the report_engine probe to open the GUI.
Click the Setup button in the upper left corner of the GUI, and then select the

Dynamic Reports tab.
Setup properties

Generall Web Server] Schedules ] (105 Flepnrts] SLA Reports ] E-mail  Dwnamic Reparts

v Separate Schedule

Start at 000000 === Run every ’Ejﬂm Wj‘nin

Graph Template:

Blue ﬂ

Cancel

il

Ensure that the Dynamic Reports option is selected and click the OK button to
exit.

Click the Apply button in the probe GUI to confirm and exit the GUL.
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The following dialog appears. Click Yes to finish.

Restart probe X

?{) The probe needs to be restarted to enable the changes, restart probe 7

o
Yes | Mo |

Note that you must wait about 10 minutes from the option Dynamic Reports is
activated before you can view the reports in Nimsoft Server.

7. Configure httpd by double-clicking the httpd probe in Infrastructure
Manager. Activate Dynamic Dashboards in the Dynamic content setup, also
supplying Nimsoft user and password for dashboard login. Click the Apply
button to activate the modification. Click the OK button to exit the GUI. Refresh
the Nimsoft Server window to reflect the changes.

Report_engine not installed on the same server as the

main hub?

If the report_engine is not installed on the same server as the main hub and
the httpd probe, you must configure the httpd server to see the report_engine.
Otherwise you will not be able to see the Dynamic Dashboards.

This is possible in version 1.21 of the httpd probe by configuring the address to
the report_engine in the setup section.

Open the configurator for the httpd probe by double-clicking it in the
Infrastructure Manager. The Raw Configure dialog for the probe will be
launched.

Create a new Key by clicking the New Key... button. The New Key dialog pops

up.

Mew Key ['5_(|

Enter key name:

|repu:urt_engine_address

Enter valle:

|£Nimbus;’><!P'Fl une/rpruhaldiepart_engine

k. | Cancel

Fill inn the Key name: report_engine_address
and the Value: report engine address on the format
/<Domain>/<hub>/<robot>/report_engine.
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Raw Configure

'a zetup

(L3 generate_main
23 dvnamic

Probe; httpd

k.ey

B raotdin
% port

b loglevel
2 logfile
2B svailable

b reguire_nimbuz_pa...

% reports
b zhow_apps
25 ghow_inztall

b report_enging_add...

C:AProgram Files'\MimB S inztall -
2008 Delete Section

Yalue Mew Section...

1]

httpd.log

ez

=3

ez

[U=E3

ez

Mimbuz = PRune vpruhadrepart_engine

]S

Apply
Cancel

Help

e
[pbeis
[m
_ ob |
[
_ e |

Click the Apply button to activate the new setting and exit the Raw configure
dialog.
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Chapter 15: NMS Connect

The NMS Connect is a package of two probes, with an objective to synchronize
the selected QOS and SLA between one or more web service(s) instances with
one instance.

Following figure demonstrate the utility of these probes:

Instance 1 Call for getting data of
nws_api configured QoS, SLA s
Webservice [T and Alarms

CloS SLA and Alarms ‘_;
data as per call _—| numa_importer
; probe
Instance 2 —/I F
nws_api
Webservice Configured Profiles
[ ] Profile 1
o Profile 2
[ Profile 3
Instance n Profile n
nws_api 5
Webservice

NOTE: If the numa_importer probe has n profiles configured then it will
connect to n number of instances with nws_api web service running after
regular intervals (as configured) and can import data of configured QOS and
SLAs.

nws_api

The nws_api web service is the package to wasp probe, which is a tomcat
container. This web service is available from a port number configured to run
for wasp, and ajp connector can be configured to run under DMZ scenario.

m  The nws_api web service runs in the wasp container, so wasp must be
running on the system.

m  The basic responsibility of nws_api is to provide the asked QOS and SLA
information to the calls received.
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m  The web service needs a table name nws_tokens in the database for
handling the account user session. This table is generated by running a
specific script.

m  The Account User, Account, and ACL are required to be configured using
Infrastructure Manager on the instance where the nws_api is running. The
credentials of this account user are used by numa_importer for importing
the data.

m  The web service provides data as a response to the authenticated account
user. The data provided to account user is limited to the account user’s
ACL.

m  The sla_engine must be running so as to send the proper SLA definitions
and compliances to the client.

numa_importer

The numa_importer probe is responsible for importing QOS and SLA
information from the remote site which is hosted with nws_api package on the
wasp. The probe will not only import this information but in addition it will
maintain the information up-to-date and synchronize as per the interval
configured to update the QOS and SLA information.

The probe on client side is the client application which makes call to one or
more nws_api web service for getting QOS and SLA data according to the
configured profiles.

NOTE: The numa_importer probe uses Coordinated Universal Time (UTC) to
communicate with nws_api web-service, which is independent of time zone.
The QOS related requests are also processed using UTC. For this the web
service considers the data engine time-zone as its own time-zone.

Probe Configuration
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# numa_importer: [/SWANAND-SDPfswanand/swanand/numa_importer] [Z| @”X'
Log Level )
Profilez]
Profile Mame | Webservice URL | 00OS | sLa
profie htip /172183, yes pes
WVergion : 1.000 Add
(1.9 Cancel Apply Help |

NOTE: The probe allow multiple profiles to be configured. Each profile is
equivalent to one hosted on NMS server, where nws_api package is running
under wasp.

Field Description

Log Level | Define the level of details to be maintained in log by moving the slider

Profiles The list displays the profiles configured and it shows the details as:
m  Profile Name: The name of the profile

m  Webservice URL: The url defined for webservice

m  QOS: The status - ‘Yes’ or ‘No’ is listed here

m  SLA: The status - ‘Yes’ or ‘No’ is listed here

Add Used for adding the profile

Edit Select the profile from the list and click this button to edit the selected
profile

Delete Select the profile from the list and click this button to delete the selected
profile
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Configure Profile

Setup

L iod Configure Profile

Setup

Profile M ame ||
Wiebservice Address |
|l zermame

Pazzwiord

Test Login |

ak | Cancel

The following parameters are required to configure the profile:

Profile Name

Name of the profile to be used for retrieval.

Webservice address

Address of nms with nws_api package installed on wasp and
exposed over VPN or static IP address

Username

The name of the user configured to map with account and
having certain ownership at remote hosting of nms.

This information is shared with remote host user and the user
using importer probe.

Password

This is a valid password of the specified user, which is required
to be shared by user at remote host and the user using importer
probe.

The password is encrypted and stored in the cfg file, which is
maintained by the probe.

Test Login

Click to verify the login credential entered.
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QOS

‘“’ Configure Profile

Setup | QoS

Select QO5(z]

SLA ]

I ame

O a0s_PROCESS_STATE

O u0s_PROCESS_MEMORY

O oos_PROCESS_CRU
Q05_PROCESS_COUMT
Q0S_PROC_QUELIE_LEN
005_PROBE_USAGE
Q05_NET_CONMECT_PACKETLOSS

Update Interval  [30min

k. Cancel

Selecting the Enable QOS Import option allows you to enable the QOS import
and synchronization of selected QOS from the list. When this option is enabled,
the QOS list is populated with a checkbox that allows you to select the specific

QOS for import and synchronization.

Update Interval: The interval after which the synchronization mechanism will
execute in order to fetch latest information since last retrieval.

SLA
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# Configure Profile D@E

Setup T 05 T SLA ]

[w Enable SLA Impaort

Select SLA[z]

id harne desc

124 New 5LA ol
122 TestugeraC-SL... Testuser-AC-SL..
121 Testuzer&C-SL.. Testuser-AC-SL..
120 TestuzerbC-SL.. TestuzerAC-5L0..
1149 TestuzerbC-SLA Testuzer-AC-5L0..

UpdateInterval  [30min

2k, Cancel

m  Selecting the Enable SLA Import option allows you to enable and select
synchronization of selected SLAs.

m  On selecting the Enable SLA Import check box, the SLA list is populated
with a checkbox that allows you to select the specific SLA for import and
synchronization.

m  Update Interval: This is the interval after which the synchronization
mechanism will execute in order to fetch the latest information since last
retrieval.

m  Theretrieved SLA information is stored in the database. The SLA, SLO and
QOS_constraints are also stored in the respective tables with ids with auto
numbering, to maintain the actual ids.

The additional columns representing original id and host id are added to
the following tables:

= S_SLA_DEFINITION
m S_SLO_DEFINITION
m S_QOS_CONSTRAINTS

m  The DB Script for adding these columns is executed at the startup of
data_importer probe.

Creating User, Account and ACL

NOTE: To create User, Account and ACL, please refer Infrastructure Manager
documents.
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My SQL Installation Guide

Summary

This section provides a summary of information regarding the installation,
configuration and tuning for MySQL in an OLTP environment. This appendix
covers two aspects of the overall setup of the MySQL instance as follows:

1.

An overview of the required infrastructure and details of related processes
(e.g. Backups and logging)

Installation and configuration details for the MySQL instance to ensure that
the database would be operational and tuned to a 'starting point,' after
which further work would allow optimal configuration(s) to be generated
based on data size, throughput and expected performance requirements.

Physical/Virtual machine considerations

Operating systems

Licensing options

Logging

MySQL can be installed on various operating systems and hardware. However,
this guide only deals with installations on Linux and Windows.

MySQL is not only available as a free, community installation but also as an
enterprise product with approved binaries, extra management tools and
additional support provided by Oracle/MySQL.

MySQL allows for various levels of logging, all of which can be stored in a
different location from the data-files to help with disk 10.

Binary log: Used for replication, but as they contain records of all queries
which modify data, they can also be used to complete point-in-time
recovery

Slow log: Will record any queries that take too long to execute. The
threshold is configured in the my.cnf

General log: As this log records every query sent to the server, it is not
normally enabled except for troubleshooting issues at known times to
identify what's being sent.
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m  Error log: This is a dedicated MySQL error log. With more recent versions
of MySQL (e.g. 5.5) this can be sent to syslog.

Hardware considerations

Network

MySQL has been designed to work on commaodity hardware, and performs well
on many hardware configurations. However, the throughput and size of data
being queried will dictate how much memory should be installed on the
system. A starting point of 4 GB RAM would allow data gathering based on
query rates along with the information in Schema and data management
section of this guide to identify more optimal RAM settings and requirements

It is a good practice to have at least two network interfaces on the database
servers which can be connected for redundancy. It is further good practice to
connect each network interface to different switches to ensure redundancy.

Backup and Restore

Monitoring

There is no single backup tool which provides a complete solution in providing
MySQL backups.

m  ySQLDump can be used to provide a dump of the SQL code required to
rebuild the database and its data, however it has its limitations and can be
both slow and output large SQL files.

®  |InnoBASE provides ibbackup, a hot innoDB backup tool. It can provide
consistent backups of InnoDB tables. However while providing backup of
any MyISAM tables, consistency cannot be guaranteed due to differences
in the transactional nature of InnoDB and MyISAM. InnoDB Hot Backup is
also a commercial product with an annual license fee.

m  Xtrabackup is an open-source backup tool designed to replace InnoDB Hot
Backup.

m  Afinal option is a simple binary copy of the data files to a safe location. To
ensure a totally consistent snapshot of the data, however, it is suggested
that the database should be taken offline for the duration of the copy to
ensure data integrity.

MySQL can be monitored using a number of tools; however there are no single
'out-of-the-box' monitoring tools that can provide remote monitoring using our
own toolset. If, however, MySQL's enterprise licensing option is taken, the
Enterprise Monitor product would be available, which provides a consolidated
view of MySQL operations, such as:

m  Operating system and MySQL variables
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m  MySQL sessions, connections and latency

m  Real-time query analysis to identify troublesome SQL
m  Replication monitoring (if required)

®m  Security monitoring

m  Schema changes

Regardless of the monitoring solution chosen, the key metrics which should be
monitored are:

m  CPU utilization

m  Memory utilization

m  Swap file utilization

®  Mount points free space

m  Load average

m  |nnoDB tablespace

m  Database sessions

m  Slow query log

Configuration and Tuning

Scope and Objectives

The main purpose of this initiative is to provide a concise and easily
understandable guide to allow the installation and configuration of MySQL for
those who have little or no prior technical knowledge of the MySQL installation
process and requirements.

Assumptions and Prerequisites

1. The relevant version and distribution of MySQL has been provided to those
carrying out the installation and instructions on identifying and obtaining
the correct version of MySQL is not required. The version recommended to
take advantage of the partitioning by timestamp is minimum 5.5.

2. Installation will be carried out on a system using a Unix/Linux/Solaris, or
some other similar and compatible “*nix” operating system or a MS
Windows operating system.

3. The installation will be using the “binary distribution” in .tar archive format
for *nix and .msi installer package for Windows.
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4. The system had no prior installation of MySQL or it has been completely
removed. For *nix systems which may have had MySQL installed via a
native package management system (e.g. yum or apt-get) it’s imperative
that any previous installation is removed completely including old versions
of data files, configuration files and any mysql directories.

5. Theinstallation is carried out by the administrator, system root user, or a
user with equivalent permissions.

*nix installation

Basic setup information

The 'tar' archive, once unpacked at the installation location, will create and
populate the following directories.

Directory Contents of Directory

bin Client programs and the server binaries
data Datafiles and logs

docs Manuals and documentation

man Unix Man pages

include Include (header) files

lib Libraries

scripts mysql_install_db

share/mysq| Error message files

sql-bench benchmarks

A number of locations will need to be identified.
1. Install location (normally /usr/local/mysql )
2. datafile location ()

3. location of logs ()
A “mysql” system user and group will also be required.
Required system tools

To install a “tar” binary distribution of MySQL, the following tools are
required:
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1. GNU 'gunzip' to uncompress the distribution

2. A compatible 'tar' program to unpack the distribution such as GNU tar.
Some operating systems bundle a preinstalled version of tar which is
known to have problems. e.g. the version of tar provided with early
versions of Mac OS X, SunOS 4.x, Solaris 8, Solaris 9, Solaris 10 and
OpenSolaris, and HP-UX are known to have problems with long file names.

Basic 'bare bones' MySQL installation

The following are the steps required to install MySQL with a minimal, default
configuration.

1. Create required the user and group using the following commands.
groupadd mysqgl
useradd -g mysqgl mysqgl

2.  Uncompress the distribution into the relevant location, and symlink a
«simple» name

cd /usr/local

gunzip < /path/to/mysql-VERSION-OS.tar.gz | tar xvf -

In -s full-path-to-mysgl-VERSION-OS mysqgl

3. Gointo the MySQL directory and change ownership of all files to the
MySQL user.

cd mysqgl

chown -R mysqgl

chgrp -R mysqgl

4. Execute the installation scripts.
scripts/mysqgl install db —user=mysqgl

5. Change the ownership to that required for a running system, including the
now-present datafile directory (which must be owned by MySQL).

chown -R root

chown -R mysqgl data

6. Start mysql using the safe-startup method to test it's working
bin/mysgld safe --user=mysql &
There is now a basic and operational MySQL instance available.

At this stage, however, there are neither database users nor passwords
created, nor is there an easy way to start and stop the MySQL process.

Standard Post installation configuration

To enable mysql startup at boot time, and simplify the server control, copy the
server startup scripts to the relevant location:

From the mysql directory
cp support-files/mysqgl.server /etc/init.d/mysqgld
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This allows the server to be started using:
/etc/init.d/mysqgld [start|stop|restart|status]

Create an empty file: /etc/my.cnf (or modify one of the standard configurations
as specified in Basic tuning configuration changes)

Insert the following into the my.cnf file under the «mysqld» section.
[mysqgld]

innodb file per table

slow query log file=[path/to/chosen/location/for/slow
log.log]

datadir=[path/to/datafile/location]

Windows Installation

Supported Windows versions are Windows 2000, Windows XP, Windows Vista,
Windows 7, Windows Server 2003, or Windows Server 2008. Both 32-bit and
64-bit versions are also available where relevant.

MySQL should be installed using the 'administrator' user to mitigate against
problems with paths, environment variables or accessing the 'service control
manager'. Once the installation is complete, however, MySQL does not require
to be run as the administrator user.

Windows specific prerequisites and considerations

There are a number of potential issues to be aware of when installing MySQL
on Windows. In no particular order:

1. If table sizes are expected to exceed 4GB, then MySQL must be installed on
an NTFS or newer file-system.

2. Virus scanning software can sometimes, generate erroneous alerts
incorrectly identifying the datafile contents as malicious. This is due to the
combination of the frequency of update of the MySQL datafiles and the
fingerprinting used by some anti-virus packages. It is recommended that
after installation, any anti-virus software be prevented from scanning the
main data directory (datadir) and any other directory used by MySQL for
temporary datafile creation.

3. Windows XP and later include a firewall which specifically blocks ports. If
you intend to use MySQL through a network port then you should ensure
the relevant ports are open before installation.

Installation procedure
The steps to perform the initial install of MySQL on windows, using the
GUIl interface of the MSl installer, is relatively straightforward.

1. Run the installer package

2. Acknowledge any security warnings.
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3. Select install type: For this installation, the Complete option is
recommended. (If you wish to specify datafile locations, such as on a
separate, high-performance disk, then select «custom» and specify the
paths where required. This can be done post-install by rerunning the
installer and selecting «modify» on the basis that there's no data installed
as yet, as existing datafiles will not be copied)

4. Inthe Ready to install dialogue window select the Continue option. The
installation proceeds.

5. Information regarding MySQL Enterprise appears on your screen, which
can be ignored.

6. The basic install Wizard is now complete.

You now have the option to configure the MySQL instance, where you have the
options to create the root password, additional users and other configurations
such as the location of the datafiles.

On completion of the basic configuration, the installer allows you to «Register
MySQL as a Service». This is the recommended option, as it allows control of
MySQL from Window's Service Manager and ensures the database is started
automatically, if required.

There are no specific post-installation steps to carry out from a Windows
install, as the paths, directories, system tables and service manager registration
are all carried out by the installer.

Basic tuning configuration changes

These basic tuning parameters are dependent on the hardware, memory,
number of expected connections and throughput/queries per second. As more
of this information is available and known, the configuration and tuning
parameters can be modified to ensure optimal performance for the NIS
database environment. However, without this information we are still able to
establish a good initial setup with the parameters and configuration settings as
follows.

There are, , a number of pre-populated my.cnf or my.ini configuration files
bundled with MySQL, which are 'my-small’, 'my-medium’, 'my-large’, and
'my-huge’.

Within those configuration files are indicators of the size of system for which
they might be appropriate.

Once a configuration file has been chosen, additional adjustment of the
parameters can be made depending on the performance of the hardware.

The max_connections parameters can be estimated based on the total RAM
available with the following calculation:

([Total available RAM] — [Global Buffers])/ [total size of thread buffers]
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(The values of the following variables can be obtained by executing a
«show variables» from the MySQL command line)

The [Global Buffers] can be calculated by summing the values of:
key buffer size

innodb buffer pool size

innodb log buffer size

innodb additional mem pool

net buffer length

The thread buffers size can be calculated by summing the values of:
sort buffer size

myisam sort buffer size

read buffer size

join buffer size

read rnd buffer size

An estimate of the open files limit can also be calculated as

double the number of max connections summed with the
table cache

Considering that this installation is InnoDB specific, we can suggest the
following parameters as a starting point:

m  innodb_buffer_pool_size: Typically 70%-80% of the RAM available.

m  innodb_log_file_size: Depending on recovery speed requirements, 256Mb
is seen as a good balance.

m  innodb_log_buffer_size: 4 MB is a standard setting and is effective for
most installations unless large amounts of binary data are in use.

m  innodb_flush_log_at_trx_commit: This can make a significant difference to
performance at the risk of losing the last second or two of data in the
event of a crash, then this can be set to «2».

m  innodb_thread_concurrency: The default value is 8 and is a good starting
point.

m  innodb_flush_method: To avoid double buffering and reduce swap usage,
this setting of «O_DIRECT» can improve performance. (n.b. Without a
battery-backed-up RAID cache write, 10 may suffer)

m  innodb_file_per_table: This must be set to take full advantage of disk data
allocation in partitioning. It does not affect performance directly, but
makes data management and disk/OS housekeeping more manageable.

All of the above parameters will appear in the my.cnf and can be changed there
to be made available when the server is restarted.

Some parameters are dynamic and can be changed via the MySQL client
for immediate benefit.

A complete list of the server option parameters, and their status as dynamic or
configuration only can be seen in:
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http://dev.mysqgl.com/doc/refman/5.5/en/server-system-variables.html

More accurate tuning can be performed once throughput, load and data-size
are known.

Deployment statistics and estimations
The average row-length for the schema as seen in appendix Schema and
data management is 170bytes.

Deployments can be considered small, medium or large if they operate
with insert rates of 1000 rows/second, 5000 rows/second or 20000
rows/second respectively.

m  Small Deployment:

1000 rows/second

Average row length 170bytes

Data growth rate would be approximately 9.7Mb/min or 12GB per day.

m  Medium Deployment:

5000 rows/second

Average row length 170bytes

Data growth rate would be approximately 48Mb/min or 68GB per day.

m  lLarge deployment:

20000 rows/second

Average row length 170bytes

Data growth rate would be approximately 194Mb/min or 273GB per
day.

There are no specific disk configurations required to accommaodate this
data, as MySQL does not use the same logging configurations as other
RDBMSs.

Schema and data management
The table schema is as follows:
CREATE TABLE ‘test‘.‘RN_QOS_DATA_XXXX‘ (

“table id® int(11) NOT NULL,
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‘sampletime’ timestamp NOT NULL,

‘samplevalue’ bigint (20) DEFAULT NULL,

"samplestdev’ bigint (20) NOT NULL,

‘samplerate” bigint (20) NOT NULL,

"samplemax” bigint (20) NOT NULL,
‘compressed’ tinyint (4) DEFAULT
"tz offset’ bigint (20) NOT NULL,

‘inserttime’ timestamp NOT NULL,

IOI,

PRIMARY KEY ( sampletime’, table id")

) ENGINE=InnoDB PARTITION BY RANGE

PARTITION pO VALUES LESS
XX :XX:XX) ,

PARTITION pn VALUES LESS
nn:nn:nn)

)

(sampletime) (
THAN (XXXX-XX-XX
THAN (nnnn-nn-nn

The table is partitioned by sampletime, hence it’s included in the
primary key identifier, and will have multiple partitions depending on
the data retention and partition size requirements. The partitioning
time range can be controlled in the stored procedure which follows.

The stored procedure to manage the partitioning will automatically
create new partitions and remove old ones, based on time parameters
which are passed to the procedure on execution. The stored procedure

tblname

is as follows:

CREATE PROCEDURE partition logs (in

varchar (100) ,in partsize int,in lwater int,in hwater
int)

BEGIN

DECLARE p start time bigint;
DECLARE p end time bigint;
DECLARE p start name bigint;
DECLARE p_end name bigint;
DECLARE p low water bigint;
DECLARE p high water bigint;
DECLARE p new name bigint;
DECLARE p new time bigint;
DECLARE cnt int;
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DECLARE deld int;
DECLARE partition column varchar (100) ;
set partsize = partsize * 60;

SELECT cast((substr (partition name from 2)) as
SIGNED ) into p_start name FROM
information schema.PARTITIONS where table name =

tblname order by partition ordinal position limit 1;

SELECT cast ((substr(partition name from 2)) as
SIGNED ) into p_end name FROM
information schema.PARTITIONS where table name =

tblname order Dby partition ordinal position desc
limit 1;

SELECT partition description into p start time
FROM information schema.PARTITIONS where table name =
tblname order by partition ordinal position limit 1;

SELECT partition description into p_end time
FROM information schema.PARTITIONS where table name =
tblname order Dby partition ordinal position desc
limit 1;

SELECT partition expression into partition column
from information schema.PARTITIONS where table name =
tblname limit 1;

select unix timestamp (date sub (now(), interval
lwater minute)) into p low water;
select unix timestamp (date add(now(), interval

hwater minute)) into p high water;

set @plw := p low water;
set @tbl := tblname;
set @col := partition column;

select p start time,p low water;

set deld = 0;

while (p start time < p low water)

do

select p start time,p low water;

set @pstart := p start name;

set (@droppart := concat('ALTER TABLE ',6@Qtbl,'
drop partition p',@pstart);

prepare dropstate from @droppart;

execute dropstate;

SELECT partition description into p start time
FROM information schema.PARTITIONS where table name =
tblname order by partition ordinal position limit 1;

SELECT cast((substr(partition name from 2)) as
SIGNED ) into p_start name FROM
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information schema.PARTITIONS where table name

tblname order by partition ordinal position limit 1;

set deld = deld+1;

END WHILE;

set cnt=0;

while (p_end time < p high water)
do

set p end name = p end name + 1;

IF (p_end time < p low water)

THEN set p end time = p low water;

ELSE set p end time = p end time + partsize;
END IF;

set @pendname := p_ end name;
set @phighwater := p end time;

set Qalter log := concat ('ALTER TABLE ', @tbl,'
ADD PARTITION (PARTITION p',@pendname,' VALUES LESS

THAN (', @phighwater, ")) "),
prepare stmnt from Ralter log;
execute stmnt;

set cnt = cnt+l;

END WHILE;
select partsize as 'seconds',p low water
'start at',p _high water as 'stop at',cnt

'partitions created',deld as 'partitions dropped’;

END

as
as
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